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A. Product Features Introduction

DCS-932(L) features: 

· 1/5" CMOS color image sensor to ensure clear and vivid imaging effect. 
· MJPEG dual video compression mode. 

· Comprises 4 IR LEDs for low light environment. 
· A built-in Infrared Cut Removable (ICR) filter in the camera allows the camera to capture images in both good light and low light conditions by switching the infrared cut filter.
· Built-in smart motion detection to monitor abnormal situations automatically and transmit real-time trigger command actively as preset.

· Built-in webpage server that allows easy control via the Internet. 

· Dynamic IP domain name support for use of the product at locations where fixed IP is not available.

· Access setting by level to ensure security and protection of life and properties. 

· Optional Ethernet and Wireless Type to meet your special requirements.
B. Test Environment and Configuration

This section defines the required hardware and software necessary to perform these test scripts beside the DUT.
	Requirement
	Description

	Windows Workstations
	Workstations running Microsoft, Windows XP, Windows Vista (32bit) and Windows 7 (32bit) with TCP/IP protocols installed. The proper client software should also be installed on these workstations.

	Web Browsers
	Microsoft Internet Explorer6
Microsoft Internet Explorer8
Safari 5.0.1

Firefox 3.6.8

	WLAN Card
	DWA-140 B1 (Driver is using Ralink RT2870 3.1.0.0)

	Wireless Router
	DAP-615 D3 (v.4.11 firmware)
DIR-655 A1 (v1.34NA Firmware)

	FTP Server
	DNS-323 A1 (v1.08build09 firmware)


C. Test Section
1. Hardware functionality test.
2. Network functionality test.
3. Wi-Fi functionality test.
4. System functionality test.
5. Live View Test

6. Image Setting Test

7. Image Streaming Test
8. Audio Setting test.

9. Motion Detection Setting test.

10. Sending a monitor image via e-mail test
11. Sending a monitor image to an FTP server
12. IR & ICR Functionality Test
13. Special Case Test

D. Test Report
	DCS-932 v 1.00 Build6 Firmware

Test Result Summary
	
[image: image1.emf]DCS-932_TestRe port_v1.00build6_Firmware.xls





	D-ViewCAM3.11 (Device Pack Version: 1.2.1) + DCS-932 v1.00 build6 firmware
Test Result Summary
	
[image: image2.emf]DCS-932_v1.00b uild6_D-ViewCAM_TestReport.doc





E. Test Result and Summary
Lab’s Recommendation: 

This test report includes Hardware part, Firmware part and D-ViewCAM part test.
During testing period, there are some bugs be found. If you want to know these bugs in detail, please contact with test lab to get more in formations.
The all bugs status is listed as follows:

	(O) Open Bugs
	3

	(P) Pending Bugs
	3

	(C) Close Bugs
	0

	(R) Reject Bugs
	0

	Total Bugs
	3


The all bugs detail is listed as follows:
	The Bug List for DCS-932 v1.00 build6 firmware
	
[image: image3.emf]DCS-932_v1.00b uild6_BugLists.xls





Lab’ Members

	Name
	TEL
	E-Mail

	Allen Huang
	035636666#3435
	chi-lun_huang@alphanetworks.com

	
	
	

	
	
	


F. Known Issue
This section lists the following known issues for the DUT:
The known issue detail is listed as follows:
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G. Product Design Specification and Product Limitation
This section lists the following Product Design Specification and Product Limitation for the DUT:
The Product Design Specification and Product Limitation detail is listed as follows:
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H. Filed Problem Solved

	Case ID
	Filed Issue Description
	Version
	Status (Pass/Fail)
	Tester
	Notes
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Device Functional Test Report

Version 1.1

		Version

		Date

		Author

		Comment



		1.0

		2/11

		Howard

		Provide test case to test camera firmware upgrade in D-ViewCam



		1.1

		3/2

		Howard

		Modify all test cases to make the tester test camera firmware upgrade easier 



		

		

		

		





1. Audience and Purpose

The purpose of this document is to provide a template so that the IP cam vendors can perform the D-ViewCam(DVC) integration test by themselves, when releasing new firmware.


2. Test Report Naming Rule

AAA-BBB-CCC.doc


Note: 


AAA: Vendor Name, ex: Alpha


BBB: Device Model Name, ex: DCS3410


CCC: Software version_date version, ex: DVC2.01_0509


3. Test Scope

DVC 3.01 IP cam firmware related functions   


4. When to Modify

Test scenarios may be revised based on DVC function changes

5. Test Items

		Device Function List

		Pass/Fail/Not Support



		Insert Camera

		Insert Camera Without Auto Detect

		Pass



		

		Insert Camera With Auto Detect

		Pass



		

		Search

		Pass



		

		TCP Connection

		N/A



		

		UDP Connection

		N/A



		

		HTTP Connection

		Pass 



		Video Setting

		Camera Settings

		Pass 



		

		Rotate Image

		Pass



		

		Frame Rate Setting

		Pass



		

		Video Parameter

		Pass



		PTZ

		PTZ (zoom in/out, 8 directions and home button)

		N/A



		

		Enable Move

		N/A



		

		PTZ Preset / Go

		N/A



		

		Patrol / AutoPan

		N/A



		

		Focus

		N/A



		Audio

		Audio Preview (all audio codec)

		Pass



		

		Talk

		N/A



		I/O

		I/O

		N/A



		Exception Tests

		Connect with different HTTP port

		Pass



		

		Connect with different RTSP port

		N/A



		

		Modify settings of Video Format/ Resolution/ Audio Codec…in IP cam web app

		Pass





6. Tested Software Version

		DVC

		Version:

		Date:



		DCS-100

		3.11 + Device Pack Version: 1.2.1

		2010/12/01





7. Tested Firmware Version

		Firmware

		Version:

		Date:



		DCS-932

		V1.00 build6 (2010-11-30)

		2010/11/30





8. Test Environment

		CPU

		Inetl Core 2 E6300



		HD

		160G (ST3160811AS)



		RAM

		A-DATA 1024M



		OS

		Windows XP SP3 Professional 32bit



		Display Adapter

		nVidia GeForce 7300 GT





9. Tester

		Name

		Allen Huang



		Report Date

		2010-12-02



		Email

		Chi-Lun_Huang@alphanetworks.com



		Telephone

		035636666#3435





10. Test Prerequisites

10.1 It would be better to test the IP cam in stable LAN, and there is only one camera in the LAN.


10.2 Confirmed IP address, User Name, Password of tested IP cam.


10.3 Start Main Console UI.

11. Test Steps

		Test Item

		Test Step

		Pass/Fail/Not Support

		Issues



		Insert Camera Without Auto Detect

		Test Purpose:


Verify inserting IP cam by manual 

Test Step:


1. [Config] > Setting > Camera

2. click [Insert]

3. Input IP address, User Name and Password of IP cam

4. select corresponding Vendor and Camera Model


5. click [Ok], ensure the new camera added on the right-side panel

		Pass

		Initially, I use Web GUI to set the DUT’s password to “11111111” and change HTTP port number to 55555 first. Confirm that the test is OK.





		Insert Camera With Auto Detect

		Test Purpose:


Verify if Auto Detect can detect the IP cam model correctly


Test Step:


1. [Config] > Setting > Camera


2. click [Insert]


3. Input IP address, User Name and Password of IP cam


4. click [Auto Detect]


5. click [Ok], ensure the new camera added on the right-side panel, and the camera model name is correct

		Pass

		Initially, I use Web GUI to set the DUT’s password to “11111111” and change HTTP port number to 55555 and camera name to DCS-932-111111111111111111111111 first. Confirm that the test is OK.



		Search


(only when IP cam support UPnP)




		Test Purpose:


Verify Search function


Test Step:


1. [Config] > Setting > Camera


2. click [Search]


3. In Search dialog, the target IP camera should show up in 42 second, select it and input User Name and Password in the dialog


4. click [Ok], ensure the new camera added on the right-side panel, and the camera model name is correct

		Pass

		Initially, I use Web GUI to set the DUT’s password to “11111111” and change HTTP port number to 55555 and camera name to DCS-932-111111111111111111111111 first. Confirm that the test is OK.



		TCP Connection

(Only when IP cam support TCP Connection)

		Test Purpose: 


Verify if IP cam connection keeps alive for TCP protocol and each video format


Pre Requirement:


Insert IP cam 


Test Step:


1. [Config] > Setting > Camera


2. select testing IPcam, click [Config] (or double click testing IP cam)


3. In Camera Config dialog, change Protocol to TCP


4. click [Ok] to close Camera Config dialog, then click [Ok] again back to Main UI


5. [Config] > Setting > Camera


6. click [Camera Setting]


7. change one of video format supported by the target IP cam, click [Ok]


8. click [Ok] to close Setting dialog and back to Main UI


9. repeat step 5~8, ensure the IP cam connection keep alive under all video formats with TCP protocol

		N/A

		The feature is Not Applicable for the DUT



		UDP Connection

(Only when IP cam support UDP Connection)

		Test Purpose: 


Verify if IP cam connection keeps alive for UDP protocol and each video format


Pre Requirement:


Insert IP cam 


Test Step:


1. [Config] > Setting > Camera


2. select testing IPcam, click [Config] (or double click testing IP cam)


3. In Camera Config dialog, change Protocol to UDP

4. click [Ok] to close Camera Config dialog, then click [Ok] again back to Main UI


5. [Config] > Setting > Camera


6. click [Camera Setting]


7. change one of video format supported by the target IP cam, click [Ok]


8. click [Ok] to close Setting dialog and back to Main UI


9. repeat step 5~8, ensure the IP cam connection keep alive under all video formats with UDP protocol

		N/A

		The feature is Not Applicable for the DUT



		HTTP Connection


(Only when IP cam support HTTP Connection)

		Test Purpose: 


Verify if IP cam connection keeps alive for HTTP protocol and each video format


Pre Requirement:


Insert IP cam 


Test Step:


1. [Config] > Setting > Camera


2. select testing IPcam, click [Config] (or double click testing IP cam)


3. In Camera Config dialog, change Protocol to HTTP

4. click [Ok] to close Camera Config dialog, then click [Ok] again back to Main UI


5. [Config] > Setting > Camera


6. click [Camera Setting]


7. change one of video format supported by the target IP cam, click [Ok]


8. click [Ok] to close Setting dialog and back to Main UI


9. repeat step 5~8, ensure the IP cam connection keep alive under all video formats with HTTP protocol

		Pass 

		



		Camera Settings

		Test Purpose: 


Verify if camera settings can be sync between Main Console and IP cam web app 


Pre Requirement:


Insert IP cam 


Test Step:


1. [Config] > Setting > Camera


2. click [Camera Setting]


3. Modify Video Format/Resolution/Frame Rate/Rotate Image/Enable Audio… and other settings. (Ensure the settings are consistent with IP cam web app)


4. click [Ok], to close Camera Setting dialog , then click [Ok] again to go back to Main UI


5.Repeat above steps until all of the combinations have been tested 

		Pass 

		



		Rotate Image

		Test Purpose: 


Verify the Rotate Image function in Camera Setting, and the consistency with IP cam web app 


Pre Requirement:


Insert IP cam 


Test Step:


1. [Config] > Setting > Camera


2. select testing IPcam, click [Camera Settings]


3. check if the Rotate Image options are consistent with IP cam web app


4. change one of Rotate Image settings


5. click [Ok], to close Camera Setting dialog , then click [Ok] again to go back to Main UI. Ensure the rotation angle matches the modification 


6. Repeat above test step until all options are tested 

		Pass

		



		Frame Rate 

		Test Purpose: 


Verify the Frame Rate function in Camera Setting, and the consistency with IP cam web app

Pre Requirement:


1.Insert IP cam


2. To display frame rate OSD, It is necessary to add DWORD OSDStatistics in system registry. The steps are :

a. click Windows start > [Run] > input Regedit


b. go to HKEY_LOCAL_MACHINE\SOFTWARE\DlinkViewCam

c. add DWORD OSDStatistics value, and set the value as 1 


d. Close the D-ViewCAM and then launch D-ViewCAM


Test Step:


1. [Config] > Setting > Camera


2. select testing IPcam, click [Camera Settings]


3. change Frame Rate settings (select minimum, maximum and middle value, ex: 1, 30, 12)


4. Click [Ok], to close Camera Setting dialog , then click [Ok] again to go back to Main UI.


5. check if Frame Rate OSD is consistent

6. ensure the setting could be saved in IP cam web app


7. repeat above steps, ensure all of three Frame Rate settings are tested


8. repeat step 3~7, modify resolution and video format to ensure all of the resolution and video format are tested 

		Pass

		



		Video Parameter

		Test Purpose: 


1.Verify Video Parameter is consistent between Main Console and IP cam web app


2.Verify the camera display is consistent between Main Console and IP cam web app, after modifying Video Parameter in Main Console


Pre Requirement:


Insert IP cam 


Test Step:


1. [Config] > Setting > Camera


2. select testing IPcam, click [Video Parameter]


3. change one of Brightness/Contrast/Saturation/Hue settings(choose the value you like) 


4. click [Ok], to close Video Parameter dialog , then click [Ok] again to go back to Main UI. Ensure the video display is consistent with Main Console and IP cam web app, and the change works fine


5. repeat above step, ensure all of the parameter are tested


(Brightness/Contrast/Saturation/Hue)  


6.Follow step1~2, in Video Parameter dialog, click[Default] 


7.ensure the default setting is consistent with Main Console and IP cam web app

		Pass

		



		PTZ (zoom in/out, 8 directions and home button)

(for both cameras with/without RS-485)

		Test Purpose: 


Verify PTZ functions


Pre Requirement:


Insert IP cam 


Test Step:


1. click PTZ buttons (zoom in/out, 8 directions and home button), ensure the move is correct and consistent  with IP cam web app


2. repeat above test steps 10 times

		N/A

		The feature is Not Applicable for the DUT



		Enable Move


(only when IP cam support this function)

		Test Purpose: 


Verify Enable Move function


Pre Requirement:


Insert IP cam 


Test Step:


1. right-click on the camera view, select Enable Move, the camera grid should be around by red box


2. left-click on an arbitrary position of camera view, the display should move to the position you clicked. Try it at multiple position, and check the display is the same as IP cam web app after moving


3. right-click on the camera view, de-select Enable Move, it will cancel move, and ensure the red box will disappear

		N/A

		The feature is Not Applicable for the DUT



		PTZ Preset / Goto Preset Pint

		Test Purpose: 


Verify Preset/Goto Preset Pint functions


Pre Requirement:


Insert IP cam 


Test Step:


1. Click PTZ buttons (zoom in/out, 8 directions), move the display to the desired position.


2. click[SET Preset Point] > input Preset point name you like, Click [Ok]


3. click [Goto Preset Point] icon, select the Preset point you set, the display should move to the position you set.


4. Click PTZ buttons (zoom in/out, 8 directions), move the display to another desired position.


5. click[SET Preset Point] icon> input the secondary Preset point name you like, Click [Ok]


6. click [Goto Preset Point] icon, select the secondary Preset point you set, the display should move to the position you set.

		N/A

		The feature is Not Applicable for the DUT



		Patrol 

		Test Purpose: 


Verify Patrol function


Pre Requirement:


1. Insert IP cam


2. Set a lots Preset points


Test Step:


1. click [Set PATROL] icon > Set Patrol


2. set some Preset points into patrol group 1 


3. click [Ok] to close Patrol Setup dialog


4. click [Set PATROL] icon > Start Patrol, ensure the move should follow the Preset point order


5. click [PATROL] > Stop Patrol, ensure the display will not move anymore

		N/A

		The feature is Not Applicable for the DUT



		Focus


(Only when IP cam  support Focus)

		Test Purpose: 


Verify Focus functions


Pre Requirement:


Insert IP cam 


Test Step:


1. let the display contain one object in short distance and the other object in long distance


2. click [FOCUS] > Focus Near, ensure the near object displays clearly, and the far object doesn’t display clearly


3. click [FOCUS] > Focus Far, ensure the far object displays clearly, and the near object doesn’t display clearly 


4. Let the display have one object kept losing focus(suggest to move the object close to the IP cam quickly) 


5. click [FOCUS] > select Auto Focus, ensure the object become clear

		N/A

		The feature is Not Applicable for the DUT



		Audio Codec Test (all audio codec)

		Test Purpose: 


Verify Audio Preview


Pre Requirement:


Setup audio codec in IP cam web app


Test Step:


1. [Config] > Setting > select the checkbox of Enable Audio Preview

2. choose the video format not tested in the same audio codec


3.modify audio codec in IP cam web app, and repeat step 1~3(ensure all of video formats are tested), ensure you can hear sounds under all video format with all audio codec 

		Pass

		



		Talk

		Test Purpose: 


Verify Enable Talk function


Pre Requirement:


Insert IP cam 


Test Step:


1. right-click display, and select Enable Talk, the camera grid should be around by red box


2. connect speaker to IP cam, and say something to the PC microphone 


, ensure you can hear what you said from the speaker


3.right-click on display, and de-select Enable Talk, ensure the red box will disappear, and talk to the PC microphone, you will not hear the sound from the speaker 

		N/A

		The feature is Not Applicable for the DUT



		I/O

		Test Purpose:

Use Main Console to test IP cam I/O


Pre Requirement:


1.Insert IP cam 


Test Step:


1. connect input device and output  device to the IP cam


2. [Config] > setting > I/O device


3. turn on the input device to trigger the input event, ensure Digital Input Monitor will be in red, then turn off the input device, ensure Digital Input Monitor will be in blue, and repeat the test three times


4. click the output in Digital Output Simulation to trigger the output device, ensure Digital Output Monitor will be in red, then click again the output in Digital Output Simulation , ensure Digital output Monitor will be in blue, and repeat the test three times

		N/A

		The feature is Not Applicable for the DUT



		Connect with different HTTP port


(Only when IP cam can change HTTP port)

		Test Purpose: 


Verify the connection with different HTTP port 


Pre Requirement:


Insert IP cam 


Test Step:


1. modify the HTTP port in IP cam web app(not default value and the value is supported by IP cam)


2 [Config] > Setting > Camera


3. select target IP cam, click [Config]


4. change HTTP port setting (same value as step1)


5. click [Ok] to close Camera Config dialog , then click [Ok]again to back to Main UI


6. Check the IP cam connection in Main Console is connected and the display is fine

		Pass (Note)

		Note:

Precondition: D-ViewCAM has established an video streaming with the DUT.


After change the HTTP Port on DCS-932, the Live View will not be terminated immediately. You must close the DVC and then re-launch it; the live view will be terminated. This is the function as design.



		Connect with different RTSP port


(Only when IP cam  can change RTSP port)

		Test Purpose: 


Verify the connection with different RTSP port 


Pre Requirement

Insert IP cam 


Test Step:


1. change RTSP port setting in IP cam web app, the IP cam connection in Main Console will disconnected, and then re-connect 

		N/A

		The feature is Not Applicable for the DUT



		Modify Video Format/ Resolution/Audio Codec… in IP cam web app 

		Test Purpose: 


Main Console will keep connection alive even if you arbitrarily modify Video Format, Resolution, Audio Codec…in IP cam web app 


Pre Requirement

Insert IP cam 


Test Step:


1. arbitrarily modify Video Format, Resolution, Audio Codec…in IP cam web app at the same time


2. verify if Main Console keep connection alive(after temporary re-connection) 

		Pass
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Sheet1

		Flow Num		ID		Severity		Priority		Flow Desc		Subject		Originator		R&D		Created		Verified Fix		Case Closed		Category		Test Plan Number		Bug source		Reason		Problem Level

		BTD2010080078		93		3 Major		2 Medium		Sending to RD Leader vs Eng		When viewing the DCS-932's audio streaming, sometimes I hear the "Sonic boom".		Chi-Lun Huang				8/3/10						NoCategory

		BTD2010100230		99		3 Major		1 High		Sending to RD Leader vs Eng		[Safari Live View]When setup 10 multiple live view in Safari, the video streaming will be stoping and then the Safari also freeze.		Chi-Lun Huang				10/6/10						NoCategory

		BTD2010100494		101		3 Major		1 High		Sending to RD Leader vs Eng		[Wireless]When repeat "configure the WEP setting" to let DCS-932 assoicate to DWL-3200AP, the DCS-932 sometimes will happen "crash".		Chi-Lun Huang				10/11/10						NoCategory
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Known Issue

		Product Known Issue

		Problem Description																Version		Notes

		When using Yahoo! Mail to send the snapshot, you will find the E-Mail sending will be terminated for a period of time. This is because the  restrictions apply when sending emails from a Yahoo Mail account: 
Yahoo Mail email send limit - no more than 100 emails or recipients per hour 
Yahoo Mail other SMTP limits - max 10Mb per message for the free Yahoo Mail Service, or 20Mb per message for Yahoo! Mail Plus																1.00

		Setup Wizard SE can't fully support DCS-932.																1.00

		There will have the "image lose" problem about 1% when always upload image to FTP server. The problem is caused by FTP Server response time is too slow or PC is not powerful.																1.00

		If motion detection triggered is too short like as 1 second, the E-Mail image may not get the action when motion is triggered.																1.00






_1353066056.xls
Product Limitation&Specs

		Function As Design

		Feature Description								Feature Specs								Version		Notes

		If change the DCS-932's HTTP port, the video streaming will not be terminated using D-ViewCAM viewing																v1.00 Build 6 
(2010-11-30)

		Web GUI display in the specific language has the following function specs:
1. the Language selection is not able to auto-select the desired language depend on the OS language
2. After select the desired langigae for Web GUI, the Web GUI is always displaying in the specific language.																1.00

		ActiveX will not automatically retry to connect if first connection failed.
User need to manually retry to refresh ActiveX page.
If ActiveX disconnect from connect state, ActiveX will automatically retry to re-connect.																1.00

		The limit on PPPoE user name is 64 characters and the limit on PPPoE password is 32 characters. Two settings could be allowed to enther any printable characters.																1.00

		After modified camera name, the product ID on the top of web UI didn't change.																1.00

		When DCS-930 is configured on DHCP mode, the DNS function will get the DHCP server's DNS at the first priority.																1.00

		To use firefox and IE to access the DCS-930(L)'s streaming concurrently. Then on the IE browser, try to change the HTTP port from 80 to 8080 and apply the setting. The fireofox streaming will not be terminated. This is an function specs -
1. Already connected session don't need http port number, it just a TCP data session, so live view can continue to work.
2. We don't plan to automatically disconnect live view.
3. If user want to disconnect the live view, user need to restart DCS-930.																1.00

		When you login to the DCS-930(L) webUI as admin, you can use "view source code" function to find out the DDNS password setting. There is a secure concern.
But the RD think if want to use the "view source code" function, you must have the administrator premission for WebUI first. This is the secure protection.																1.00

		Launch a Java viewing with DCS-930(L) via wireless. Try to disconnect and reconnection the wireless, you will finf the audio streaming will spend some time to restore the connection. This is a function specs - java session timeout needs more time,																1.00

		On the Ad-Hoc mode, try to change the channel. I found the channel setting will not be activated immediately.  This is a function specs - On Adhoc mode connection, channel number is depend on who is master. On this test case, master is WLAN card, so channel number is WLAN card's channel number.																1.00

		DCS-930(L) is only allowed to establish 10 Viewing Sessions																1.00

		The user name and password is only allowed to enter the character range is from ascii code 33 - 126 (not include 58 -- ':' character).																1.00

		Under DCS-930(L) is both connected to wired network and wireless network, the test PC can access it when they are on the different Collision domain.																1.00

		When you launch the Live Video webUI, the camera's clock will synchronize with the test PC's clock automatically.																1.00

		The audio feature does not work on cell phones when you are using http://xxx.xxx.xxx.xxx/i or http://xxx.xxx.xxx.xxx/m to view the camera's image .																1.00

		After configure DCS-930(L) to connect to an wireless devices, you must unplug the Ethernet cable from DCS-930(L), then the DCS-930(L)'s wireless interface could be activated.																1.00

		DCS-930 and DCS-930L don't implement the WebUI redirect function while the device changes to another IP address.																1.00

		When the WPS failed, the WPS LED will blinking 5 minutes with error LED pattern.																1.00

		If set a static IP to DCS-930 first and then configure it to connect to the PPPoE, DCS-930 will own the PPPoE IP and static IP concurrently.																1.00

		After change the HTTP port to non-80, the webUI will not redicet to the new configured URL and the screen also will not tell you to link to the configured URL.																1.00

		When set the image quality to Very High or High, you will find the actual video bitrates doesn't have the difference. This is the function design for image processor (iPassion).																1.00

		When perform factory reset and then launch DCS-930 WebUI, the device time will sync with the PC time automatically.																1.00

		When FTP setting [Sequence Number Suffix Up to N], if FTP Server got the same number image, the old one will be overwrite.																1.00

		When perfrom the [Copy You Computer's Time Settings], the PC time will be copied to the DUT, but time zone setting did not copy.																1.00

		The Firmware Upgrade and Restore back config/Browser Icon language will follow the PC OS language.																1.00

		When perform factory reset and then launch DCS-930 Webpage, the device time will sync with the PC time automatically.																1.00

		When FTP setting [Sequence Number Suffix Up to N], if FTP Server got the same number image, the old one will be overwrite.																1.00

		When perfrom the [Copy You Computer's Time Settings], the PC time will be copied to the DUT, but time zone setting did not copy.																1.00

		The Firmware Upgrade webpage and Load From Local Hard Drive on System webpage [Browser] icon language will follow the PC OS language.																1.00

		After save change admin password, it did not pop-up windows to request login again.								After save change, page will be reloaded.
1. If reload page completed before new password set to linux system, no login windows displayed (because no access to page).
2. If reload page after new password set to linux system, then login windows will be displayed.								1.00

		DCS-930(L) did not support IPv6																1.00

		FTP and E-MAIL schedule checking is on 1 second interval, so if second is schedule on xx, Firmware maybe check on the end of  xxth second, this mean there only a little time on the xxth second (for example, only 1/10 second) to startup FTP and E-mail task (this also need time to start the task). So, we cannot control the timing within one second.																1.00

		You must perform "reload current webpage" to show the current time when doing those settings：
1. Using Automatic time configuration to sync the camera time
2. Change the Time Zone setting																1.00

		Product Limitation

		Feature Limitation Description																Version		Notes

		When DCS-932(L) working with 10 Motion JPEG streams simultaneously and also activate the FTP snapshot and E-Mail snapshot process, the FTP snapshot and E-Mail snpahsot will occur the "lose E-Mail and lose Snapshot image" symptom. This is because the DCS-932 (L) is not powerful to handle multiple streamings, Snapshot E-Mail and FTP shapshot tasks simultaneously.																1.00 build5

		When happen an motion detection trigger, you will find the total snapshot E-mail number is more less than FTP Shapshot. This is becase 從motion detecion trigger發生開始到結束, FTP process處理速度比E-Mail快很多(FTP從建立connection後就開始送snapshot, 但E-Mail從建connection還需要做authentication, 然後disconnection再rec-connect), 所以所送的snapshot會比E-Mail比較多.																1.00 build5

		The "Camera Name limitation is - any combination of printable ASCII characters you choose, with the restriction that  [Space], ["], ['], [&], [<], and [>] cannot be entered.																1.00

		When the motion detect area just mask one block, the motion detection will not be very sensitive. This is the image pprocessor limitation, because the motion detection algorithm compares the pixel by pixel based on the changes in brightness.																1.00

		The OSD - Time Stamp function can't support the Safari browser in MAC OS X.																1.00

		If the test PC does not support the sound card, you can't use IE browser to access DCS-930(L) properly.
So, before access the DCS-930, test PC must install the sound card device first.																1.00

		When the DCS-930(L) is executing the following task concurrently, the FTP and E-Mail task will happen the "lose image and lose E-Mail" problem. This is because the DCS-930(L) DCS-930 don't have enough bandwith to do these.
1. Use D-ViewCAM to establish 10 video streaming session with DCS-930(L)
2. Setup the DCS-930 FTP Snapshot to send the image (one second, one imahe)
3. Setup the DCS-930 E-Mail Snapshot to send the E-mail with image (one second, one mail)																1.00

		When NTP sync is fail, camera will not pop-up any notification to tell you any fail status.																1.00

		When disable the [User Access Control] setting, the [Snapshot URL Authentication] setting will lose effectiveness.																1.00

		DDNS status always show Enable ( Updating …… ) when PPPoE connection fail.																1.00

		DDNS Status can not refresh automatically sometime, it needs reboot camera.																1.00

		Maybe the E-mail notification will be determine the spam mail when E-mail interval is too short like as 1 and Schedule setting Always.																1.00

		If motion detection triggered is too short like as 1 second, the FTP may not get the image. Please set Image Frequency is auto to avoid this issue.																1.00

		Changed IP address of device, it won't redirect web using new IP address.																1.00
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01_Hardware Test

		Test Items												Result		Test Firmware Version		Note

		Hardware Test

		DC Power Jack		Plug in / Plug out the Power adapter										Pass		v1.00 Build 6 
(2010-11-30)

		LED Indication		Power and Link LED Indication		Power lighting Indication		Power On and booting in process		When Connect  the DC power supply to DUT's Power Jack, confirm that the LED lighting pattern works properly.				Pass		v1.00 Build 6 
(2010-11-30)

								Plug out the DC power adapter from DUT's Power Jack		The LED is OFF				Pass		v1.00 Build 6 
(2010-11-30)

						LAN Connection Indication		Link Up		When the DUT has a successful Ethernet connection, confirm that the LED is solid lighting in green				Pass		v1.00 Build 6 
(2010-11-30)

								Link Down		When the LAN is not connected, confirm that the LED is solid lighting in red.				Pass		v1.00 Build 6 
(2010-11-30)

								Video/Audio Data is being transmitted through wired connection		When the Video /Audio Data is being transmitted via wired connection, confirm that the LED is blinking in green (Blinking green, 0.1 sec On and 0.1 sec Off).				Pass		v1.00 Build 6 
(2010-11-30)

						WLAN Connection Indication		Steady for connection to a wireless network		When the DUT has a successful wireless connection, confirm that the LED is on in green		When working on the Infrastructure mode		Pass		v1.00 Build 6 
(2010-11-30)

												When working on the Ad-Hoc mode		Pass		v1.00 Build 6 
(2010-11-30)

								The wireless connection is Down		When the WLAN is not connected, confirm that the LED is on in red.		When working on the Infrastructure mode		Pass		v1.00 Build 6 
(2010-11-30)

												When working on the Ad-Hoc mode		Pass		v1.00 Build 6 
(2010-11-30)

								Video/Audio Data is being transmitted through wireless connection		When the Data is being transmitted through wireless connection, confirm that the LED is blinking in green (Blinking green, 0.1 sec On and 0.1 sec Off).		When working on the Infrastructure mode		Pass		v1.00 Build 6 
(2010-11-30)

												When working on the Ad-Hoc mode		Pass		v1.00 Build 6 
(2010-11-30)

				WPS LED Indication		Start to execute the WPS Push Button - Press and hold the push button at least 3 seconds				When press and hold the push button at least 3 seconds, the WPS LED will be flashing				Pass		v1.00 Build 6 
(2010-11-30)

						When the WPS is in process				Confirm that the WPS LED alternates turning on for 0.2 seconds and off for 0.1 second for minutes.				Pass		v1.00 Build 6 
(2010-11-30)

						When WPS fails				Confirm that the WPS LED alternates turning on for 0.2 seconds and off for 0.1 second for 2 minutes first and then the WPS LED is turned on and off every 0.1 second for 5 minutes				Pass		v1.00 build5

						When WPS is success				Confirm that the WPS LED is solid lighting in blue and then the LED will be turn off after 5 minutes				Pass		v1.00 Build 6 
(2010-11-30)

		IR Illumination				The test results refer to 11_Day_Night_Mode_Test work sheet

		IR-Cut Filter				The test results refer to 11_Day_Night_Mode_Test work sheet

		Reset Button - When press the Reset button at least 3 seconds, confirm that the configuration will be restored to the default settings												Pass		v1.00 Build 6 
(2010-11-30)

		Hardware Test





02_Network Test

		Test Items										Result		Test Firmware Version		Note

		Network Test

		DHCP Configuration Test		Configure DHCP on the DUT		Use [Internet Connection setup wizard] to configure DHCP				Confirm that the DUT can get IP address/Subnet Mask/Gateway/Primary DNS/Secondard DNS from DHCP server		Pass		v1.00 Build 6 
(2010-11-30)

						Use the [Manual Internet Connection setup] button /[Network Setup] Web UI to configure DHCP				Confirm that the DUT can get IP address/Subnet Mask/Gateway/Primary DNS/Secondard DNS from DHCP server		Pass		v1.00 build5

				DHCP Functionaliity Test		When the DUT is connected to a wired network, confirm that you can access the DUT that is configured to DHCP						Pass		v1.00 Build 6 
(2010-11-30)

						When the DUT is connected to a wireless network, confirm that you can access the DUT that is configured to DHCP						Pass		v1.00 Build 6 
(2010-11-30)

				DHCP Lease Time Test								Pass		v1.00 build5

				IP Camera will automatically configure itself with an fixed IP address and subnet mask - 192.168.0.20/255.255.255.0 when a DHCP server isn't available.								Pass		v1.00 Build 6 
(2010-11-30)

				When unplug and then re-plug in the LAN cable, confirm that DHCP function works properly								Pass		v1.00 build5

				When drop the wireless connectiopn and then reconnect again, confirm that DHCP function works properly								Pass		v1.00 build5

				When reboot the IP Camera, confirm that DHCP function works properly								Pass		v1.00 build5

		Static IP Configuration Test		Configure Static IP on the DUT		Use [Internet Connection setup wizard] to configure Static IP				Confirm that the IP address/Subnet Mask/Gateway/Primary DNS/Secondard DNS setting could be set to the DUT		Pass		v1.00 Build 6 
(2010-11-30)

						Use the [Manual Internet Connection setup] button /[Network Setup] Web UI to configure static IP				Confirm that the IP address/Subnet Mask/Gateway/Primary DNS/Secondard DNS setting could be set to the DUT		Pass		v1.00 build5

				Static IP Functionaliity Test		When the DUT is connected to a wired network, confirm that you can access the DUT that is configured to static IP						Pass		v1.00 Build 6 
(2010-11-30)

						When the DUT is connected to a wireless network, confirm that you can access the DUT that is configured to static IP						Pass		v1.00 build5

				Primary/Secondary DNS server function test		When set an valid primary DNS server and invalid secondary DNS server, confirm that the E-Mail/DDNS function work properly.						Pass		v1.00

						When set an invalid primary DNS server and valid secondary DNS server, confirm that the E-Mail/DDNS function work properly.						Pass		v1.00 build5

				UI Error Handling Check		When enter invalid configuration for IP Address setting						Pass		v1.00 build5

						When enter invalid configuration for Subnet Mask						Pass		v1.00 build5

						When enter invalid configuration for Default Gateway						Pass		v1.00 build5

						When enter invalid configuration for Primary DNS						Pass		v1.00 build5

						When enter invalid configuration for Secondary DNS						Pass		v1.00 build5

				Static IP Functionaliity Test		When the DUT is connected to a wired network, confirm that you can access the DUT that is configured to static IP						Pass		v1.00 build5

						When the DUT is connected to a wireless network, confirm that you can access the DUT that is configured to Static IP						Pass		v1.00 build5

				When unplug and then re-plug in the LAN cable, confirm that static IP function works properly								Pass		v1.00 build5

				When drop the wireless connection and then reconnect again, confirm that static IP function works properly								Pass		v1.00 build5

				When reboot the IP Camera, confirm that static IP function works properly								Pass		v1.00 build5

		PPPoE Configuration and Functionality Test		Configure Static IP on the DUT		Use [Internet Connection setup wizard] to configure PPPoE				Confirm that the DUT can connected to the Internet		Pass		v1.00 Build 6 
(2010-11-30)

						Use the [Manual Internet Connection setup] button /[Network Setup] Web UI to configure PPPoE				Confirm that the DUT can connected to the Internet		Pass		v1.00 build5

						When enter the wrong User Name/password, confirm that the Status/Device Info webpage still display the LAN IP configuration						Pass		v1.00 build5

				Disable PPPoE		When change the Network Setting from PPPoE to DHCP, confirm that the DHCP function works properly (The initial setup is to configure static IP on DUT).						Pass		v1.00 build5

						When change the Network Setting from PPPoE to Static IP, confirm that the Static IP function works properly (The initial setup is to configure DHCP IP on DUT).						Pass		v1.00 build5

				Redialing PPPoE Connection Test		Power off and then power on the ADSL modem (Confirm the DUT's IP address change to LAN IP configuration, then power on the ADSL modem)						Pass		v1.00 build5

						Unplug and then re-plug the Ethernet cable from Camera						Pass		v1.00 build5

						Power off and then power on the Camera						Pass		v1.00 build5

		UPnP Function Test		Enabled the UPnP option.		UPnP functionality Test		Device Discovery and Device Presentation 
- An IP Camera icon is shown in the My Network Places window in Windows XP/Windows Vista/Windows 7
- To see its properties, right-click the IP Camera icon and select Properties from the short-cut menu. This opens the IP Camera Properties window. Confirm the properties can match with IP Camera's product information.				Pass		v1.00 Build 6 
(2010-11-30)

								To access the IP Camera's Web GUI, double-click the IP Camera icon in the My Network Places window.				Pass		v1.00 Build 6 
(2010-11-30)

								When configure DHCP or Static IP, confirm that the UPnP function works properly				Pass		v1.00 Build 6 
(2010-11-30)

								When change the HTTP Port number, confirm that you still can access the IP Camera's web GUI by double-click the IP Camera icon in the My Network Places window.				Pass		v1.00 Build 6 
(2010-11-30)

						Confirm that UPnP Icon can show the correct model name, IP address and HTTP Port Number						Pass		v1.00 Build 6 
(2010-11-30)

				Disable UPnP		When UPnP is disabled, Confirm that the IP Camera icon will not display in My Network Places in Windows XP/Windows Vista/Windows 7						Pass		v1.00 build5

		Port Settings		Configure HTTP Port		When set a valid port number, confirm that the Web GUI could be accessed using the configured HTTP port		While test PC and IP Camera are connect to the same local network via wired connectioon				Pass		v1.00 Build 6 
(2010-11-30)		To launch two firefox program concurrently, one is using to config HTTP port and another is using to perform the Live View. After change to the HTTP port to no-80, the live view in firefox could not be terminated.

								While test PC and IP Camera are connect to the same local network via wireless connection				Pass		v1.00 build5

								While configure DHCP in the DUT				Pass		v1.00 build5

								While configure Static IP in the DUT				Pass		v1.00 build5

								While configure PPPoE in the DUT				Pass		v1.00 build5

						UI Error Handling		Set the invalid port setting		the number is not between 1 to 65535		Pass		v1.00 build5

										the setting is not the digital number		Pass		v1.00 build5

		UPnP Port Forwarding		While complete the UPnP Port settings, confirm that the port mappings are automatically added on the NAT router.								Pass		v1.00 Build 6 
(2010-11-30)

				While complete the UPnP Port settings, confirm that you can access the IP Camera when it is behind the NAT router				IP Camera is using in Ethernet mode				Pass		v1.00 Build 6 
(2010-11-30)

								IP Camera is using in Wireless mode				Pass		v1.00 build5

								IP Camera is configuring to DHCP mode				Pass		v1.00 build5

								IP Camera is configuring to Static IP mode				Pass		v1.00 Build 6 
(2010-11-30)

				When the HTTP Port is changed from the current setting to the new ones, confirm that the current port forwared entry should be deleted on the NAT router.								Pass		v1.00 build5

				When disable "UPnP Port Forwarding", you will not access the IP Camera when it is behind the NAT router								Pass		v1.00 build5

				The UPnP Port Forward status will show "Port Open Success" on the IP Cam Status WebUI when IP Cam's UPnP Port Forwarding works properly.								Pass		v1.00 build5

		DDNS Test		DDNS Setting		Use [Internet Connection setup wizard] to configure DDNS settings		When IP CAM is directly connected to Internet (via ADSL PPPoE connection)		Confirm the Dlinkddns function works properly		Pass		v1.00 build5

										Confirm the Dyndns function works properly		Pass		v1.00 Build 6 
(2010-11-30)

								When IP CAM is behind the router and configure IP Cam's LAN setting to DHCP or Static IP		Confirm the Dlinkddns function works properly		Pass		v1.00 Build 6 
(2010-11-30)

										Confirm the Dyndns function works properly		Pass		v1.00 build5

								Go to Status webpage, confirm the DDNS status indicates "success".		IP CAM is directly connected to Internet (via ADSL PPPoE connection)		Pass		v1.00 build5

										IP CAM is behind the router		Pass		v1.00 Build 6 
(2010-11-30)

						Use [Dynamic DDNS] WebUI to configure DDNS settings		When IP CAM is directly connected to Internet (via ADSL PPPoE connection)		Confirm the Dlinkddns function works properly		Pass		v1.00 build5

										Confirm the Dyndns function works properly		Pass		v1.00 build5

								When IP CAM is behind the router and configure IP Cam's LEN setting to DHCP or Static IP		Confirm the Dlinkddns function works properly		Pass		v1.00 build5

										Confirm the Dyndns function works properly		Pass		v1.00 build5

								Go to Status webpage, confirm the DDNS status indicates "success".		IP CAM is directly connected to Internet (via ADSL PPPoE connection)		Pass		v1.00 build5

										IP CAM is behind the router		Pass		v1.00 build5

				Others		When Router's WAN port get the new IP address, confirm that the DDNS function will update the new ones automatically. (Polling time is 10 minutes)						Pass		v1.00 build5

						Time out (hours)		UI Error Handling - Enter invalid setting				Pass		v1.00

								IP Cam will force the DDNS update for the specified interval time.				Pass		v1.00

						When the PPPoE connection is disconnected and then re-connecting, confirm that the DDNS function should be working properly						Pass		v1.00 build5

				Disabled the DDNS								Pass		v1.00 build5

		LLTD		Confirm that You can see the IP Camera in Windows Vista/Windows 7 Network Map and the icon name should be the same with the camera name setting				Using the IP Camera in Ethernet mode				Pass		v1.00 Build 6 
(2010-11-30)

								Using the IP Camera in wireless mode				Pass		v1.00 build5

								Using DHCP in the IP camera				Pass		v1.00 Build 6 
(2010-11-30)

								Using static IP in the IP camera				Pass		v1.00 build5

								Change the  default camer name				Pass (Note)		v1.00 Build 6 
(2010-11-30)		Note: If the camer name length exceeds maximum length of 16 characters, the LLTD icon name will show "Unknown".

				When the Network Map displays, you can point your mouse at a device for information, such as the device’s IP (Internet Protocol) address, Name and MAC address								Pass		v1.00 Build 6 
(2010-11-30)

				When right-click the IP Cam icon and select "view the device webpage" in Network Map, you can launch the IP Camera's Web GUI.				When IP Cam's HTTP Port is configured to 80				Pass		v1.00 Build 6 
(2010-11-30)		Note: If disable UPnP on the camera  initially, the "view device webpage" function is also disabled.

								When IP Cam's HTTP Port is configured to non-80				Pass		v1.00 Build 6 
(2010-11-30)

		Network Test





03_WiFi Test

		Test Items														Result		Test Firmware Version		Note

		Wireless Network Test

		Wireless Enable/Disable Test		Enabled the wireless settings.												Pass		v1.00 build5

				Disabled the wireless settings.						When IP Camera is connected to wired network						Pass		v1.00 build5

										When IP Camera is connected to wireless network						Pass		v1.00 build5

				When the IP Cam's wirelsss interface is disabled, the WPS function still could be activated.												Pass		v1.00 build5

		Wireless SSID Test		Enter the SSID name manually.						Infrastructure (Set the AP's BroadCast SSID option to disable first)						Pass		v1.00 build5

										Ad-Hoc						Pass		v1.00 build5

		Wireless Site Survey Test		Refresh button				When Click the "Refresh" button, IP Camera can re-scan and update the current list of wireless stations that it hears.								Pass (Note)		v1.00 Build 6 
(2010-11-30)

				The Site Survey page displays the information of surrounding wireless stations from last scan result.  List  information  including  SSID,  BSSID,  Signal,  Channel and Encryption algorithm.				SSID - Shows the name of BSS of IBSS network.								Pass (Note)		v1.00 Build 6 
(2010-11-30)

								BSSID - Shows the MAC address of the AP or randomly generated of 
IBSS.								Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Channel - Shows the currently used channel.								Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Encryption - Encryption mode  used  within  the  network				No				Pass		v1.00 build5

												WEP				Pass (Note)		v1.00 Build 6 
(2010-11-30)

												WPA-PSK				Pass		v1.00 build5

												WPA2-PSK				Pass		v1.00 build5

												WPA-PSK/WPA2-PSK				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Signal - Shows the receiving signal strength of specified network.								Pass (Note)		v1.00 Build 6 
(2010-11-30)

				While select the SSID of the network that you want to connect to. It will automatically be filled in the related wireless setting under Wireless Setup webpage				SSID text box will be automatically fill in when select an AP or WLAN Card's SSID in the Site Survey.								Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Channel setting could be set the correct ones automatically				While select an AP or Wireless Router's SSID				Pass		v1.00 build5

												While select an WLAN Card's SSID				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Connection Mode setting could be set to the correct ones				While select an AP or Wireless Router's SSID				Pass (Note)		v1.00 Build 6 
(2010-11-30)

												While select an WLAN Card's SSID				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Wireless Security setting could be set the correct ones				While select an AP's SSID  that the security setting is set to None				Pass		v1.00 build5

												While select an WLAN Card's SSID that the security setting is set to None				Pass		v1.00 build5

												When the security mode is set to WEP		While select an AP or Wireless Router's SSID		Pass		v1.00 build5

														While select an WLAN Card's SSID		Pass (Note)		v1.00 Build 6 
(2010-11-30)

												While select an AP's SSID that the security setting is set to WPA-PSK				Pass		v1.00 build5

												While select an AP's SSID that the security setting is set to WPA2-PSK				Pass		v1.00 build5

												While select an AP's SSID  that the security setting is set to Auto WPA-PSK/WPA2-PSK				Pass (Note)		v1.00 Build 6 
(2010-11-30)

		Wireless mode Test		Infrastructure												Pass (Note)		v1.00 Build 6 
(2010-11-30)

				Ad-Hoc		When WLAN Card acts as the first ad hoc station										Pass (Note)		v1.00 Build 6 
(2010-11-30)

						When IP Camera acts as the first ad hoc station										Pass		v1.00 build5

		Wireless channel Test		Infrastructure mode		Set the Access Point's channel to Auto Detect										Pass (Note)		v1.00 Build 6 
(2010-11-30)

						Set the Access Point's channel to the desired number				When the Wireless Region of Access Point is set USA						Pass		v1.00		Using DIR-615 D3 (v.1.11[Mon 02 Mar 2009] firmware) to execute the test

										When the Wireless Region of Access Point is set Europe						Pass (Note)		v1.00 Build 6 
(2010-11-30)		Using DIR-615 D3 (v.1.11[Mon 02 Mar 2009] firmware) to execute the test

				Ad-Hoc Mode		Set the IP Camera's channel to the desired number				When the Wireless Region of Access Point is set USA						Pass		v1.00 build5		Using DWA-140 installed the RT2870 3.1.0.0 driver to execute the test and DWA-140 is set to the first ad-hoc station

										When the Wireless Region of Access Point is set Europe						Pass (Note)		v1.00 Build 6 
(2010-11-30)		Using DWA-140 installed the RT2870 3.1.0.0 driver to execute the test and DWA-140 is set to the first ad-hoc station

		Wireless security Test		Infrastructure		No Security										Pass		v1.00

						WEP		Open System - When set the IP Camera's Authentication type to Open System		64 Bits		HEX		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5		Using DIR-615 F1 (v.6.01 F/W) to execute the test

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

										128 Bits		HEX		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

								Shared Key - When set the IP Camera's Authentication type to Shared Key		64 Bits		HEX		Key1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

										128 Bits		HEX		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

								Both- When set the IP Camera's Authentication type to Both		64 Bits		HEX		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

										128 Bits		HEX		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

								UI Error Handling		Enter non-HEX characters for WEP Key when set the Key format to HEX.						Pass		v1.00

										The actual Key lenght can't match with the WEP Encryption setting
- 40-or 64-bit ASCII WEP code has five characters 
- 40- or 64-bit HEX WEP code has 10 characters 
- 128-bit ASCII WEP code has 13 characters 
- 128-bit HEX WEP code has 26 characters						Pass		v1.00

						WPA-PSK / WPA2-PSK		Set WPA-PSK/TKIP on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set WPA-PSK/TKIP on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set WPA-PSK/AES on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set WPA-PSK/AES on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set WPA-PSK / Auto TKIP&AES on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set WPA-PSK / Auto TKIP&AES on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set WPA2-PSK/TKIP on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set WPA2-PSK/TKIP on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set WPA2-PSK/AES on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set WPA2-PSK/AES on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set WPA2-PSK / Auto TKIP&AES on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set WPA2-PSK / Auto TKIP&AES on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / TKIP on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / TKIP on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / AES on Access Point/Wireless Router				ASCII Key				Pass		v1.00 build5

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / AES on Access Point/Wireless Router				HEX Key				Pass		v1.00

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / Auto TKIP&AES on Access Point/Wireless Router				ASCII Key				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / Auto TKIP&AES on Access Point/Wireless Router				HEX Key				Pass		v1.00

								UI Error Handling		Enter 64 characters for pre-shared Key setting and the setting contains the non-HEX characters						Pass		v1.00

										Set the Pre-Shared key of length to be under 8 characters						Pass		v1.00

				Ad-Hoc Mode		No Security										Pass		v1.00 build5

						WEP		64 Bits				HEX		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

								128 Bits				HEX		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass (Note)		v1.00 Build 6 
(2010-11-30)

												ASCII		Key 1		Pass		v1.00 build5

														Key 2		Pass		v1.00 build5

														Key 3		Pass		v1.00 build5

														Key 4		Pass		v1.00 build5

								UI Error Handling		Enter non-HEX characters for WEP Key when set the Key format to HEX.						Pass		v1.00

										The actual Key lenght can't match with the WEP Encryption setting
- 40-or 64-bit ASCII WEP code has five characters 
- 40- or 64-bit HEX WEP code has 10 characters 
- 128-bit ASCII WEP code has 13 characters 
- 128-bit HEX WEP code has 26 characters						Pass		v1.00

				WPS		Operate the WPS method				Press the WPS button on your router first and then press the WPS button on IP Camera						Pass		v1.00 build5

										Press the WPS button on IP Camera first and then press the WPS button on your router						Pass		v1.00 build5

										Plug in the Ethernet on IP Camera to execute the WPS push button						Pass		v1.00 build5

										Unplug in the Ethernet on IP Camera to execute the WPS push button						Pass		v1.00 build5

										Initially, the wireless interafce is disabled						Pass		v1.00 build5

										When the wireless is working on Infrastructure mode (Initially, IP Camera is associated to AP1. Using the WPS to connect IP Camera to associate to AP2.)						Pass		v1.00 build5

										When the wireless is working on Ad-Hoc mode						Pass		v1.00 build5

						None - Set the Access Ponit''s security mode to None										Pass		v1.00 build5

						WEP		Open System		64 Bits		HEX		Key 1		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

										128 Bits		HEX		Key 1		Pass		v1.00 build5

												ASCII		Key 1		Pass		v1.00 build5

						WPA-PSK / WPA2-PSK		Set WPA-PSK/TKIP on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set WPA-PSK/TKIP on Access Point/Wireless Router						HEX Key		Pass		v1.00

								Set WPA-PSK/AES on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set WPA-PSK/AES on Access Point/Wireless Router						HEX Key		Pass		v1.00

								Set WPA-PSK / Auto TKIP&AES on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set WPA-PSK / Auto TKIP&AES on Access Point/Wireless Router						HEX Key		Pass		v1.00

								Set WPA2-PSK/TKIP on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set WPA2-PSK/TKIP on Access Point/Wireless Router						HEX Key		Pass		v1.00

								Set WPA2-PSK/AES on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set WPA2-PSK/AES on Access Point/Wireless Router						HEX Key		Pass		v1.00

								Set WPA2-PSK / Auto TKIP&AES on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set WPA2-PSK / Auto TKIP&AES on Access Point/Wireless Router						HEX Key		Pass		v1.00

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / TKIP on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / TKIP on Access Point/Wireless Router						HEX Key		Pass		v1.00 build5

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / AES on Access Point/Wireless Router						ASCII Key		Pass		v1.00 build5

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / AES on Access Point/Wireless Router						HEX Key		Pass		v1.00 build5

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / Auto TKIP&AES on Access Point/Wireless Router						ASCII Key		Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Set Auto WPA (WPA-PSK/WPA2-PSK mix mode) / Auto TKIP&AES on Access Point/Wireless Router						HEX Key		Pass		v1.00 build5

						WebUI Setting		If using WPS to establish an wireless connection on IP Camera (While the Wireless Router is configuring the security to None) initially and then use WebUI to change the IP Cam's Wireless secuity to WPA2-PSK, confirm that this operation can work properly.								Pass		v1.00 build5

		Wireless auto reconnect test				While the Access Point/Wireless Router reboots										Pass (Note)		v1.00 Build 6 
(2010-11-30)

						While the IP Camera reboots										Pass		v1.00 build5

		Network connection exchange test				Switch from wired to wireless		The Test Steps:
1. Plug the Ethernet cable into IP Camera.
2. Execute the WPS to establish the wireless connection between IP Camera and Wireless Router.
3. Unplug the Ethernet cable fform IP Camera and confirm that IP Camera could be access via wireless network.
4. Plug in the Ethernet cable to IP Camera and then disable the wireless interface on Access Point or wireless router.
Pass Criteria:
Confirm that the traffic should transmit/receive via the IP Camera's LAN port and the wireless status\Link status should display "Yes".								Pass		v1.00 build5

						Switch from wireless to wired		The Test Steps:
1. Remove the Ethernet cable from IP Camera.
2. Execute the WPS to establish the wireless connection between IP Camera and Wireless Router, confirm that IP Camera can assoicate to the wireless router via wireless.
3. Plug in the Ethernet cable to IP Camera
Pass Criteria:
Confirm that the traffic should transmit/receive via the IP Camera's LAN port and the wireless status\Link status should display "No".								Pass		v1.00 build5

		Wireless Band Test				Using IP Camera to work work on Infrastructure mode				802.11n Mixed Mode						Pass (Note)		v1.00 Build 6 
(2010-11-30)

										802.11n Only Mode						Pass		v1.00 build5

										802.11g Mixed Mode						Pass		v1.00 build5

										802.11g Only Mode						Pass		v1.00 build5

										802.11b Only Mode						Pass		v1.00 build5

						Using IP Camera to work on ad-hoc mode				802.11g Mixed Mode						Pass (Note)		v1.00 Build 6 
(2010-11-30)

		Wireless Network Test





04_System Test

		Test Items										Result		Test Firmware Version		Note

		System Test

		Selecting a Language for the WebUI Screen Display				Select English				Confirm that the WebUI screen display will be in in English		Pass		v1.00 build5		Function as design: After selecting the specific language, the Display Language of Web GUI will be forced to the specific language.

						Select Traditional Chinese				Confirm that the WebUI screen display will be in in Traditional Chinese		Pass		v1.00 build5

						Select Simplified Chinese				Confirm that the WebUI screen display will be in in in Simplified Chinese		Pass		v1.00 build5

						Select Deutsch				Confirm that the WebUI screen display will be in German language		Pass		v1.00 build5

						Select français				Confirm that the WebUI screen display will be in French language		Pass		v1.00 build5

						Select italiano				Confirm that the WebUI screen display will be in in Italian language		Pass		v1.00 build5

						Select Español				Confirm that the WebUI screen display will be in Spanish language		Pass		v1.00 build5

		Login / Logout Webpage		Login as Admin								Pass		v1.00 Build 6 
(2010-11-30)

				Login as User account								Pass		v1.00 build5

				Logout as Admin								Pass		v1.00 build5

				Logout as User account								Pass		v1.00 build5

		Changing Admin password		Password length is up to 8 characters								Pass		v1.00 build5

				Password length is up to 1 characters								Pass		v1.00 build5

				Password contains the special characters								Pass		v1.00 build5		When enter "123  123" for the password setting, the webUI will pop-up "You have entered an incorrect password. Please try again". This warning message is not appropriated.

				Change the password from non-blank to blank								Pass		v1.00 build5

				If the [Old Password] does not match the exist password								Pass		v1.00 build5

				If the text in the [Retype Password] field does not match the text in the [New Password] field, the setting could not be saved.								Pass		v1.00 build5

				Confirm that the description of pop-up message is proper when [Retype Password] and [Password] can't match.								Pass		v1.00 build5

		Add user account		Enter the username of the user account to be created.		The length of user name is up to 12 characters						Pass		v1.00 build5

						The length of user name is up to 1 characters						Pass		v1.00 build5

						The username contains the special characters						Pass		v1.00 build5		Note：User name is not allowed to enter "：" characters.

						Up to 8 general user accounts can be created.						Pass		v1.00 build5

						When try to add the 9th user account, the WebUI should pop-up an error message to tell "the user account number has exceeded the  limitation.						Pass		v1.00 build5

				Create a password for the user		Set length of password is from 1 to 8 characters						Pass		v1.00 build5

						Set a blank password						Pass		v1.00 build5

						If the text in the [Retype Password] field does not match the text in the [New Password] field, the setting could not be saved.						Pass		v1.00 build5

						Confirm that the description of pop-up message is proper when [Retype Password] and [Password] can't match						Pass		v1.00 build5

				Modify - Change the existing user's password		Enter new password						Pass		v1.00 build5

						Retye new password						Pass		v1.00 build5

						If the text in the [Retype Password] field does not match the text in the [New Password] field						Pass		v1.00 build5

						Validate that the Screen button - Clear is working properly						Pass		v1.00 build5

						Validate that the Screen button - Exit is working properly						Pass		v1.00 build5

				View the user lists								Pass		v1.00 build5

				Delete a selected user from the user lists.								Pass		v1.00 build5

				Web UI should not allow to be logged into with the deleted user account								Pass		v1.00 build5

		Changing camera name		Use [Internet Connection setup wizard] to change camera name								Pass		v1.00 build5

				Use [Maintenance - Admin - Device Setting] to changing camera name								Pass		v1.00 build5

				[camera name] function test		Confirm that the configured camera name could properly display on the Status webpage						Pass		v1.00 build5

						Confirm that the configured camera name could properly display on Live video monitor						Pass		v1.00 build5

		Turn on / off LED light		Set the LED Control to Off				Using the Camera in Ethernet Mode				Pass		v1.00 build5		Function As Design：During DCS-930 is rebooting in process, the LED is still lighting. After DCS-930 is booting up, the LED will be OFF.

								Using the Camera in Wireless Mode				Pass		v1.00 build5

				Set the LED Control from Off to On				Using the Camera in Ethernet Mode				Pass		v1.00 build5

								Using the Camera in Wireless Mode				Pass		v1.00 build5

		User Access Control		Enable								Pass		v1.00 build5

				Disable								Pass		v1.00 build5

		Snapshot URL Authentication		Enable		When enter the port number: 80 to be assigned to the camera				When launch the Snapshot URL with Internet Explorer as the admin privilege with the specific password.		Pass		v1.00 build5		Function as design - When disable the [User Access Control] setting, the [Snapshot URL Authentication] setting will lose effectiveness.

										When launch the Snapshot URL with Internet Explorer as the user privilege with the specific password.		Pass		v1.00 build5

						When enter the port number: non-80 to be assigned to the camera				When launch the Snapshot URL with Internet Explorer as the admin privilege with the specific password.		Pass		v1.00 build5

										When launch the Snapshot URL with Internet Explorer as the user privilege with the specific password.		Pass		v1.00 build5

				Disable								Pass		v1.00 build5

		Time and Date		Use [Internet Connection setup wizard] to setup the Time and Date		On the [Step 4: Setup Time Zone], confirm the webpage can display the correct date and time						Pass		v1.00 build5

						Time Zone -  When select the appropriate Time Zone from the Time Zone menu and then apply the setting, ensure that the OSD time will set to the correct time.						Pass		v1.00 build5

						Confirm that the [Step 4：Setup Time Zone] webpage doesn't have the "typo" issue for the setting description.						Pass		v1.00 build5

						Confirm that the [Step 5：Setup Complete] webpage can display the correct time zone you configured.						Pass		v1.00 build5

				Time and Date Webpage		The [current time] item can display the correct Date&Time						Pass		v1.00 build5		Function as Design：
You must perform "reload current webpage" to show the current time when doing those settings：
1. Using Automatic time configuration to sync the camera time
2. Change the Time Zone setting

						Time Zone -  When select the appropriate Time Zone from the Time Zone menu and then apply the setting, ensure that the OSD time will set to the correct time.						Pass		v1.00 build5		Function as Design：When perfrom the [Copy You Computer's Time Settings], the PC time will be copied to the DUT, but time zone setting did not copy.

				Synchronize with NTP server		By selecting the list NTP server and then click "Save Settings" button, ensure that the OSD time will be adjusted to the desired time that obtained from an NTP server.						Pass		v1.00 Build 6 
(2010-11-30)		Function as design：When NTP sync is fail, camera will not pop-up any notification to tell you any fail status.

						When enable the Time Adjustment with NTP first and then power off, then power on the DUT, confirm that the OSD time is adjusted to the desired time that obtained from an NTP server.						Pass		v1.00 build5

				Set Date and Time Manually		Set Date and Time Manually				When Set the Time to 12:01:01, confirm that the time display should appear 12:01:01PM for OSD time stamp, Status/Device Info/Basic Information section and Setup/Time and Date/Time Configuration section		Pass		v1.00 build5

						Copy You Computer's Time Settings						Pass		v1.00 build5

						When Set invalid MM/DD (like 2010-02-31), the WebUI will pop-up an error message to tell "the setting is invalid".						Pass		v1.00 build5

		Backup/Restore the configuration		Backup setting data		Save Configuration - Save the setting data of the camera in a file. Click Save, and follow the instructions on the Web browser to specify the folder and save the setting data of the camera.						Pass		v1.00 Build 6 
(2010-11-30)

						Browse button - Click Browse and select the file in which the setting data 
is stored.						Pass		v1.00 Build 6 
(2010-11-30)

				Restore setting		Load a valid configuration file. Confirmm that when the settings are loaded, the settings are restored as they were saved.						Pass		v1.00 Build 6 
(2010-11-30)

						Load an invalid configuration file						Pass		v1.00 build5

						Click the [Load Configuration] button without select any file						Pass		v1.00 build5

		Restore to Factory Defaults										Pass		v1.00 Build 6 
(2010-11-30)

		Reboot Device										Pass		v1.00 Build 6 
(2010-11-30)

		Firmware upgrade		Firmware Information		Displays the version of firmware.						Pass		v1.00 Build 6 
(2010-11-30)

						Displays the release date of firmware.						Pass		v1.00 Build 6 
(2010-11-30)

				Browse								Pass		v1.00 Build 6 
(2010-11-30)		Function as Design：The [Browse] display will be localized to the local language dpend on the PC OS language.

				Upload firmware		Upload valid firmware file						Pass		v1.00 Build 6 
(2010-11-30)

						Upload invalid firmware						Pass		v1.00 build5

						Click the [Upload] button without select any file						Pass		v1.00 build5

						Confirm that the DCS-932L firmware can't upload to DCS-932						Pass		v1.00 Build 6 
(2010-11-30)

				Confirm that Firmware Upgrade progress works properly								Pass		v1.00 Build 6 
(2010-11-30)

				When the firmware update is complete, confirm the camera's new firmware version displays on the Firmware Upgrade and Status webpage.								Pass		v1.00 Build 6 
(2010-11-30)

		Status page		Device Info		Camara Name						Pass		v1.00 build5

						Time & date						Pass		v1.00 build5

						Firmware Version						Pass		v1.00 build5

						Static IP Mode		IP address				Pass		v1.00 build5

								Subnet Mask				Pass		v1.00 build5

								Default Gateway				Pass		v1.00 build5

								Primary DNS				Pass		v1.00 build5

								Secondary DNS				Pass		v1.00 build5

						DHCP Mode		IP address				Pass		v1.00 build5

								Subnet Mask				Pass		v1.00 build5

								Default Gateway				Pass		v1.00 build5

								Primary DNS				Pass		v1.00 build5

								Secondary DNS				Pass		v1.00 build5

						PPPoE Mode		IP address				Pass		v1.00 build5

								Subnet Mask				Pass		v1.00 build5

								Default Gateway				Pass		v1.00 build5

								Primary DNS				Pass		v1.00 build5

								Secondary DNS				Pass		v1.00 build5

						DDNS		Enable				Pass		v1.00 build5

								Disable				Pass		v1.00 build5

								Updating….., YYYY-MM-DD hh:mm:ss				Pass		v1.00 build5

								Failure, DDNS server reply error, YYYY-MM-DD hh:mm:ss				Pass		v1.00 build5

								Success, Show the IP address which register in DDNS server, YYYY-MM-DD hh:mm:ss				Pass		v1.00 build5

						UPnP Port Forwarding		Disable				Pass		v1.00 build5

								Enable				Pass		v1.00 build5

								Setting………				Pass		v1.00 build5

								Port open success				Pass		v1.00 build5

								Gateway UPnP disable				Pass		v1.00 build5

								Port already used by gateway				Pass		v1.00 build5

								Gateway wan port disconnected				Pass		v1.00

						FTP Server Test		No test conducted				Pass		v1.00 build5

								Testing…				Pass		v1.00 build5

								Test succeeded				Pass		v1.00 build5

								Invalid username/password				Pass		v1.00 build5

								Can not upload image file. (When set the FTP Access Permission to Read Only)				Pass		v1.00 build5

								Insufficient disk space				Pass		v1.00

								Can't connect to FTP server - Enter the non-existent FTP server address				Pass		v1.00 build5

								TCP/IP Socket Error (When FTP disk quota exceeded)				Pass		v1.00

								Fail to change directory - Enter the non-existent path				Pass		v1.00 build5

						E-mail Test		No test conducted				Pass		v1.00 build5

								Testing…				Pass		v1.00 build5

								Test succeeded				Pass		v1.00 build5

								Can not send e-mail (use xxx.url.com.tw as the SMTP sevrer and don't enter the username and password)				Pass		v1.00 build5

								Invalid username/password (Enter the correct user name, but enter the incorrect password for SMTP Authentication)				Pass		v1.00 build5

								Can not connect to SMTP server (DNS server is invalid or non-existent SMTP server address)				Pass		v1.00 build5

								SMTP server reject (Incorrect SMTP Port Number or enter the incorrect user name and password for SMTP Authentication)				Pass		v1.00 build5

				Active User		Verify [User No.] is displaying properly						Pass		v1.00 build5

						Verify [User Name] is displaying properly						Pass		v1.00 build5

						Verify [IP address] is displaying properly						Pass		v1.00 build5

						Verify [Time] is displaying properly						Pass		v1.00 build5

						Viewing mode		When viewing Live Camera Images in Internet Explorer, the user list can display the active user's informatio n properly.				Pass		v1.00 build5

								When viewing Live Camera Images in Firefox, the user list can display the active user's information properly.				Pass		v1.00 build5

								When viewing Live Camera Images in Safari, the user list can display the active user's information properly.				Pass		v1.00 build5

								When viewing the live camera images over Internet, the user list can display the active user's information properly.				Pass		v1.00 build5

								When Disable [User Access Control] first and then viewing Live Camera Images in IE, Firefox or Safari, confirm that the user name filed should show "Blank".				Pass		v1.00 build 5

				Wireless Status		Connection Mode		Infrastructure				Pass		v1.00 build 5

								Ad-Hoc				Pass		v1.00 build 5

						Link		No				Pass		v1.00 build 5

								Yes		IP Cam is operated in Infrastructure network configurations		Pass		v1.00 build 5

										IP Cam is operated in Ad-Hoc  network configurations		Pass		v1.00 build 5

						SSID Display		IP Cam is operated in Infrastructure network configurations				Pass		v1.00 build 5

								IP Cam is operated in Ad-Hoc  network configurations				Pass		v1.00 build 5

						Channel Display		IP Cam is operated in Infrastructure network configurations				Pass		v1.00 build 5

								IP Cam is operated in Ad-Hoc  network configurations				Pass		v1.00 build 5

						Encryption Display		No		IP Cam is operated in Infrastructure network configurations		Pass		v1.00 build 5

										IP Cam is operated in Ad-Hoc  network configurations		Pass		v1.00 build 5

								WEP		IP Cam is operated in Infrastructure network configurations		Pass		v1.00 build 5

										IP Cam is operated in Ad-Hoc  network configurations		Pass		v1.00 build 5

								WPA-PSK:TKIP				Pass		v1.00 build 5

								WPA-PSK:ASE				Pass		v1.00 build 5

								WPA2-PSK:TKIP				Pass		v1.00 build 5

								WPA2-PSK:ASE				Pass		v1.00 build 5

		Help		Live Video		Camera						Pass		v1.00 build 5

				Setup		Wizard						Pass		v1.00 build 5

						Network Setup						Pass		v1.00 build 5

						Dynamic DNS						Pass		v1.00 build 5

						Image Setup						Pass		v1.00 build 5

						Video						Pass		v1.00 build 5

						Mail						Pass		v1.00 build 5

						FTP						Pass		v1.00 build 5

						Time and Date						Pass		v1.00 build 5

				Maintenance		Admin						Pass		v1.00 build 5

						System						Pass		v1.00 build 5

						Firmware Upgrade						Pass		v1.00 build 5

				Status		Device Info						Pass		v1.00 build 5

		System Test





05_LiveView_Test

		Test Items						Result		Test Firmware Version		Note

		Live View Test

		ActiveX Viewer on Live Video Web GUI		Viewing Live Camera Images in Internet Explorer		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When viewing the live camera images via the Ethernet connection		Pass		v1.00 Build 6 
(2010-11-30)

						When viewing the live camera images via the Wireless connection		Pass		v1.00 Build 6 
(2010-11-30)

				Audio in-sync with video streaming				Pass (Note)		v1.00 Build 6 
(2010-11-30)		Note: If viewing the camera image via wireless connection and the IP Cam has been experiencing occasional periods of very bad latency (Ping is "packet lose" or "response time is tool ong), audio will out-of-sync with video streaming.

				the audio streaming works properly				Pass (Note)		v1.00 Build 6 
(2010-11-30)		Note: When perform "ActiveX" viewing mode via wireless connection, I will hear some "Sonic boom".

				OSD		Date and time overlay		Pass (Note)		v1.00 Build 6 
(2010-11-30)

						Camera name overlay		Pass (Note)		v1.00 Build 6 
(2010-11-30)

				ActiveX viewing can bypass proxy server for local address				Pass		v1.00 build5

				Live Viewing Restore Test - When the ActiveX viewing is in process, try to disconect and then re-connect the network connection. Confirm that the live viewing could be restored.				Pass		v1.00 build5

				Change the zoom level in Internet Explorer 7/8		Confirm that the Live camera image can display properly when using the [Change Zoom Level] to zoom in or zoom out of the camera web GUI in Internet Explorer		Pass		v1.00 Build 6 
(2010-11-30)

		Java Viewer on Live Video Web GUI		Viewing Live Camera Images in Internet Explorer		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 build5

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

						When viewing the live camera images via the Ethernet connection		Pass		v1.00 build5

						When viewing the live camera images via the Wireless connection		Pass		v1.00 build5

				Viewing Live Camera Images in Firefox		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When viewing the live camera images via the Ethernet connection		Pass		v1.00 Build 6 
(2010-11-30)

						When viewing the live camera images via the Wireless connection		Pass		v1.00 build5

				Viewing Live Camera Images in Safari		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 build5

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

						When viewing the live camera images via the Ethernet connection		Pass		v1.00 build5

						When viewing the live camera images via the Wireless connection		Pass		v1.00 build5

				Audio in-sync with video streaming		Using Internet Explorer to view the camera images		Pass (Note)		v1.00 build5		Note: If viewing the camera image via wireless connection and the IP Cam has been experiencing occasional periods of very bad latency (Ping is "packet lose" or "response time is tool ong), audio will out-of-sync with video streaming.

						Using Firefox to view the camera images		Pass (Note)		v1.00 Build 6 
(2010-11-30)		Note: If viewing the camera image via wireless connection and the IP Cam has been experiencing occasional periods of very bad latency (Ping is "packet lose" or "response time is tool ong), audio will out-of-sync with video streaming.

						Using Safari to view the camera images		Pass (Note)		v1.00 build5		Note: If viewing the camera image via wireless connection and the IP Cam has been experiencing occasional periods of very bad latency (Ping is "packet lose" or "response time is tool ong), audio will out-of-sync with video streaming.

				the audio streaming works properly				Pass (Note)		v1.00 Build 6 
(2010-11-30)		Note: While viewing live images from the camera, you sometimes will hear the "Sonic boom" voice the camera’s microphone.

				OSD		Date and time overlay		Pass		v1.00 Build 6 
(2010-11-30)

						Camera name overlay		Pass		v1.00 Build 6 
(2010-11-30)

				Java viewing can bypass proxy server for local address				Pass		v1.00 build5

				Live Viewing Restore Test - When the Java viewing is in process, try to disconect and then re-connect the network connection. Confirm that the live viewing could be restored.				Pass		v1.00 build5		When drop the connection for a period of time and then reconnect the connection, the audio streaming can't work.

		Viewing Still Images on Live Video Web GUI		Viewing Camera Still Images in Internet Explorer		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 build5

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

						When viewing the live camera images via the Ethernet connection		Pass		v1.00 build5

						When viewing the live camera images via the Wireless connection		Pass		v1.00 build5

				Viewing Camera Still Images in Firefox		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

						When viewing the live camera images via the Ethernet connection		Pass		v1.00 Build 6 
(2010-11-30)

						When viewing the live camera images via the Wireless connection		Pass		v1.00 build5

				Viewing Live Camera Still Images in Safari		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 build5

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

						When viewing the live camera images via the Ethernet connection		Pass		v1.00 build5

						When viewing the live camera images via the Wireless connection		Pass		v1.00 build5

		Digital Zooming button on Live Video Web GUI		Use the Digital zoom feature to magnify images by up to 4× in Internet Explorer		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

				Use the Digital zoom feature to magnify images by up to 4× in Firefox		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

				Use the Digital zoom feature to magnify images by up to 4× in Safari		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 build5

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

		Audio On/Off button on the Live Video Web GUI		Use the On/Off button to set audio to On using Internet Explorer		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

				Use the On/Off button to set audio to Off using Internet Explorer		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

				Use the On/Off button to set audio to On using Firefox		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

				Use the On/Off button to set audio to Off using Firefox		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 Build 6 
(2010-11-30)

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

				Use the On/Off button to set audio to On using Safari		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 build5

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

				Use the On/Off button to set audio to Off using Safari		When login to the web GUI as the admin privilege with the specific password		Pass		v1.00 build5

						When login to the web GUI as the user privilege with the specific password		Pass		v1.00 build5

		Switching the Viewing Mode on Live Video Web GUI		Select ActiveX option first,  and then change the Java Option in Internet Explorer				Pass		v1.00 build5

				Select Java option first,  and then change the ActiveX Option in Internet Explorer				Pass		v1.00 build5

		View Mode (The setting is located on the Video web GUI)		Set View Mode to ActiveX		Viewing Live Camera Images in Internet Explorer when login to the web GUI as the admin privilege with the specific password.		Pass		v1.00 Build 6 
(2010-11-30)

						Viewing Live Camera Images in Internet Explorer when login to the web GUI as the user privilege with the specific password.		Pass		v1.00 build5

				Set View Mode to Java		Viewing Live Camera Images in Internet Explorer when login to the web GUI as the admin privilege with the specific password.		Pass		v1.00 Build 6 
(2010-11-30)

						Viewing Live Camera Images in Internet Explorer when login to the web GUI as the user privilege with the specific password.		Pass		v1.00 build5

						Viewing Live Camera Images in Firefox when login to the web GUI as the admin privilege with the specific password.		Pass		v1.00 Build 6 
(2010-11-30)

						Viewing Live Camera Images in Firefox when login to the web GUI as the user privilege with the specific password.		Pass		v1.00 build5

						Viewing Live Camera Images in Safari when login to the web GUI as the admin privilege with the specific password.		Pass		v1.00 build5

						Viewing Live Camera Images in Safari when login to the web GUI as the user privilege with the specific password.		Pass		v1.00 build5

				Set View Mode to Image		Viewing Live Camera Images in Internet Explorer when login to the web GUI as the admin privilege with the specific password.		Pass		v1.00 Build 6 
(2010-11-30)

						Viewing Live Camera Images in Internet Explorer when login to the web GUI as the user privilege with the specific password.		Pass		v1.00 build5

						Viewing Live Camera Images in Firefox when login to the web GUI as the admin privilege with the specific password.		Pass		v1.00 Build 6 
(2010-11-30)

						Viewing Live Camera Images in Firefox when login to the web GUI as the user privilege with the specific password.		Pass		v1.00 build5

						Viewing Live Camera Images in Safari when login to the web GUI as the admin privilege with the specific password.		Pass		v1.00 build5

						Viewing Live Camera Images in Safari when login to the web GUI as the user privilege with the specific password.		Pass		v1.00 build5

		Cell Phone Monitoring		Support video streaming on iPhone via http by link url, http://IP Cam's IP Address/i				Not Test		v1.00

				Support video streaming on other Smartphone (like Symbian OS Cell Phone, Windows Mobile Phone…etc)  via http by link url, http://IP Cam's IP Address/m				Pass		v1.00		Using Nokia N95 to execute the test

		Night Mode Of/Off Control		Set the Night Mode to On		Using Internet Explorer to configure the setting when the WebUI is under ActiveX viewing		Pass		v1.00 Build 6 
(2010-11-30)

						Using Internet Explorer to configure the setting when the WebUI is under Java viewing		Pass		v1.00 Build 6 
(2010-11-30)

						To configure the setting in Firefox		Pass		v1.00 build5

						To configure the setting in Safari		Pass		v1.00 build5

				Set the Night Mode to Off		Using Internet Explorer to configure the setting when the WebUI is under ActiveX viewing		Pass		v1.00 Build 6 
(2010-11-30)		Using Nokia N95 to execute the test

						Using Internet Explorer to configure the setting when the WebUI is under Java viewing		Pass		v1.00 Build 6 
(2010-11-30)

						To configure the setting in Firefox		Pass		v1.00 build5

						To configure the setting in Safari		Pass		v1.00 build5

		Live View Test





06_Image Setting

		Test Items										Result		Test Firmware Version		Note

		Image Setting Test

		Image Setup		Light Frequency				60Hz				Pass		v1.00

								50Hz				Pass		v1.00

				Anti Flicker				Enable				Pass		v1.00 build5

								Disable				Pass		v1.00 build5

				Flip Image				Enable				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Disable				Pass (Note)		v1.00 Build 6 
(2010-11-30)

				Mirror				Enable				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								Disable				Pass (Note)		v1.00 Build 6 
(2010-11-30)

				Enable both Flip + Mirror								Pass (Note)		v1.00 Build 6 
(2010-11-30)

				Brightness Control				5				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								4				Pass		v1.00 build5

								3				Pass		v1.00 build5

								3				Pass		v1.00 build5

								1				Pass		v1.00 build5

								0				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								-1				Pass		v1.00 build5

								-2				Pass		v1.00 build5

								-3				Pass		v1.00 build5

								-4				Pass		v1.00 build5

								-5				Pass (Note)		v1.00 Build 6 
(2010-11-30)

				Contrast Control				5				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								4				Pass		v1.00 build5

								3				Pass		v1.00 build5

								3				Pass		v1.00 build5

								1				Pass		v1.00 build5

								0				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								-1				Pass		v1.00 build5

								-2				Pass		v1.00 build5

								-3				Pass		v1.00 build5

								-4				Pass		v1.00 build5

								-5				Pass (Note)		v1.00 Build 6 
(2010-11-30)

				Saturation Control				5				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								4				Pass		v1.00 build5

								3				Pass		v1.00 build5

								3				Pass		v1.00 build5

								1				Pass		v1.00 build5

								0				Pass (Note)		v1.00 Build 6 
(2010-11-30)

								-1				Pass		v1.00 build5

								-2				Pass		v1.00 build5

								-3				Pass		v1.00 build5

								-4				Pass		v1.00 build5

								-5				Pass (Note)		v1.00 Build 6 
(2010-11-30)

		Image Setting Test





07_Image Streaming Setting

		Test Items						ActiveX Viewer				Java Viewer				Still Image Viewer				Note

		Resolution		Frame Rate		Jpeg Quality		Results		Test Firmware Version		Results		Test Firmware Version		Results		Test Firmware Version

		Image Streaming Settings Test

		640X480		Auto		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)

				20		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5		The setting could be applied, but the actual frame rate can't reach the setting value. This is because the CPU is not powerful to handle the heavy video data.

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5		The setting could be applied, but the actual frame rate can't reach the setting value. This is because the CPU is not powerful to handle the heavy video data.

				15		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				7		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				5		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				1		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

		320X240		Auto		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				30		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				20		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				15		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				7		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				5		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				1		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

		160X120		Auto		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)

				30		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				20		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				15		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				7		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				5		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)		Pass		v1.00 Build 6 
(2010-11-30)

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

				1		Very Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Low		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Medium		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

						Very High		Pass		v1.00 build5		Pass		v1.00 build5		Pass		v1.00 build5

		Image Streaming Settings Test





08_Audio Setting

		Test Items						Result		Test Firmware Version		Note

		Audio Test

		Audio Setting		On- Select the camera’s microphone is enabled		You can monitor the audio from the camera's microphone by select the On option		Pass		v1.00 Build 6 
(2010-11-30)

				Off- Select the camera’s microphone is disabled		You can mute the audio by select the Off option the listen button		Pass		v1.00 Build 6 
(2010-11-30)

						When select the Off option, confirm that the Audio On/Off button should be gray out on the Live Video web GUI.		Pass		v1.00 Build 6 
(2010-11-30)

		Volume Setting		turn the volume down		Perform "Audio Volume Adjust" in Internet Explorer		Pass		v1.00 build5

						Perform "Audio Volume Adjust" in Firefox		Pass		v1.00 Build 6 
(2010-11-30)

						Perform "Audio Volume Adjust" in Safari		Pass		v1.00 build5

				turn the volume up		Perform "Audio Volume Adjust" in Internet Explorer		Pass		v1.00 build5

						Perform "Audio Volume Adjust" in Firefox		Pass		v1.00 Build 6 
(2010-11-30)

						Perform "Audio Volume Adjust" in Safari		Pass		v1.00 build5

		Audio Test





09_MotionDetection

		Test Items										Result		Test Firmware Version		Note

		Motion Detection Setup Test

		Motion Detecion Setup		Enable video motion				To configur the setting in Internet Explorer				Pass		v1.00 Build 6 
(2010-11-30)

								To configur the setting in Firefox				Pass		v1.00 build5

								To configur the setting in Safari				Pass		v1.00 build5

				Disable video motion				To configur the setting in Internet Explorer				Pass		v1.00 build5

								To configur the setting in Firefox				Pass		v1.00 build5

								To configur the setting in Safari				Pass		v1.00 build5

				The Privew screen can display the live camera image				To launch the Motion Detecion webUI in Internet Explorer				Pass		v1.00 Build 6 
(2010-11-30)

								To launch the Motion Detecion webUI in Firefox				Pass		v1.00 Build 6 
(2010-11-30)

								To launch the Motion Detecion webUI in Firefox				Pass		v1.00 build5

				The Privew screen will automatically reszie depend pn the image resolution setting				While set the resolution to 640 x 480				Pass		v1.00 Build 6 
(2010-11-30)

								While set the resolution to 320 x 240				Pass		v1.00 Build 6 
(2010-11-30)

								While set the resolution to 160 x 120				Pass		v1.00 build5

				Sensitivty				To configur the setting in Internet Explorer				Pass		v1.00 Build 6 
(2010-11-30)

								To configur the setting in Firefox				Pass		v1.00 build5

								To configur the setting in Safari

				Draw motion area				To configur the setting in Internet Explorer				Pass		v1.00 Build 6 
(2010-11-30)

								To configur the setting in Firefox				Pass		v1.00 Build 6 
(2010-11-30)

								To configur the setting in Safari				Pass		v1.00 build5

				Erase motion area				To configur the setting in Internet Explorer				Pass		v1.00 build5

								To configur the setting in Firefox				Pass		v1.00 Build 6 
(2010-11-30)

								To configur the setting in Safari				Pass		v1.00 build5

				Save settings								Pass		v1.00 Build 6 
(2010-11-30)

				Don't Save settings								Pass		v1.00 build5

				The audio feature (listen) is disabled on the Preview screen				Test the item in Internet Explorer web browser				Pass		v1.00 Build 6 
(2010-11-30)

								Test the item in Firefox web browser				Pass		v1.00 Build 6 
(2010-11-30)

								Test the item in Safari web browser				Pass		v1.00 build5

		Motion Detection Setup Test





10_Mail

		Test Items												Result		Test Firmware Version		Note

		Sending a monitor image via e-mail test

		E-Mail Setting		SMTP Server Address										Pass		v1.00 Build 6 
(2010-11-30)

				SMTP Server Port Setting		Standard SMTP Port - 25								Pass		v1.00

						Non-Standard SMTP Port								Pass		v1.00 Build 6 
(2010-11-30)

						UI Error Handling		the port number is not between 1 to 65535						Pass		v1.00

								the setting is not the digital number						Pass		v1.00

								Set invalid setting like as 1.0						Pass		v1.00

				Sender E-mail Address										Pass		v1.00 Build 6 
(2010-11-30)

				Receiver E-mail Address										Pass		v1.00 Build 6 
(2010-11-30)

				SMTP Authentication User Name										Pass		v1.00 Build 6 
(2010-11-30)		Note：If you use the ms"x".hinet.net E-Mail to send the E-Mail, the user name and password filed just need to leave "blank".

				SMTP Aithentication Password										Pass		v1.00 Build 6 
(2010-11-30)

				SMTP Authentication Test		None								Pass		v1.00 build5

						Send Email with SMTP SSL using Port 465				Using Gmail as your SMTP server				Pass		v1.00 Build 6 
(2010-11-30)

										Using Yahoo Mail as your SMTP server				Pass
( Note )		v1.00		Known Issue：When using Yahoo! Mail to send the snapshot, you will find the E-Mail sending will be terminated for a period of time. This is because the restrictions apply when sending emails from a Yahoo Mail account: 
Yahoo Mail email send limit - no more than 100 emails or recipients per hour 
Yahoo Mail other SMTP limits - max 10Mb per message for the free Yahoo Mail Service, or 20Mb per message for Yahoo! Mail Plus

						Send Email with SMTP STARTTLS using Port 587				Using Gmail as your SMTP server				Pass		v1.00 Build 6 
(2010-11-30)

		Sending an Image via Email		Enable emailing images to email account		Enable								Pass		v1.00 Build 6 
(2010-11-30)

						Disable								Pass		v1.00 build5

				Periodical sending		Always - Periodical sending is always effective.								Pass		v1.00 Build 6 
(2010-11-30)

						Schedule: You can specify the period during which periodical sending is effective.		Monday		Start		Hours		Pass		v1.00 build5		Function As Design：FTP and E-MAIL schedule checking is on 1 second interval, so if second is schedule on xx, Firmware maybe check on the end of  xxth second, this mean there only a little time on the xxth second (for example, only 1/10 second) to startup FTP and E-mail task (this also need time to start the task). So, we cannot control the timing within one second.

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

										End		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

								Tuesday		Start		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

										End		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

								Wednesday		Start		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

										End		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

								Thursday		Start		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

										End		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

								Friday		Start		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

										End		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

								Saturday		Start		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

										End		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

								Sunday		Start		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

										End		Hours		Pass		v1.00 build5

												Minutes		Pass		v1.00 build5

												Seconds		Pass		v1.00 build5

				Motion Detection		[E-mail motion frame immediately] Option		When motion is detected, confirm that the camera will send one E-Mail with one attached image file to the specified E-Mail address						Pass		v1.00 build5		Known Issue：If motion detection triggered is too short like as 1 second, the E-Mail image may not get the action when motion is triggered.

						[E-mail attached with 6 frames] option		When the alarm detected by the motion detection function, IP Camera will send an E-Mail with 6 attached  image files.						Pass		v1.00 Build 6 
(2010-11-30)

								Frame interval time		If this parameter is set to [0.5s], confirm the attached images are displayed at regular 0.5 second time intervals.				Pass		v1.00 build5

										If this parameter is set to [1s], confirm the attached images are displayed at regular 1 second time intervals.				Pass		v1.00 Build 6 
(2010-11-30)

				Interval		Type the interval at which you want to send an e-mail periodically.								Pass		v1.00 Build 6 
(2010-11-30)		Product Limitation：Maybe the E-mail notification will be determine the spam mail when E-mail interval is too short like as 1 and Schedule setting Always.

						UI Error Handling		the setting is not the digital number						Pass		v1.00

								Set invalid setting like as 1.0						Pass		v1.00

				E-Mail Content Checking		The Subject of E-Mail Checking		The subject that will be displayed in E-mail messages sent by the camera - Confirm that the the subject of e-mail message should be displayed as		"Record Always by E-mail, YYYY-MM-DD, HH:MM:SS" while selecting "Always" for Time Schedule setting on the Mail WebUI.				Pass		v1.00 Build 6 
(2010-11-30)

										"Record by Schedule E-mail, YYYY-MM-DD, HH:MM:SS" while selecting "Schedule" and define an effective period for Time Schedule setting on the Mail WebUI.				Pass		v1.00 Build 6 
(2010-11-30)

										"Record by Motion Detection E-mail, YYYY-MM-DD, HH:MM:SS" while selecting "Motion Detecion option for Time Schedule setting on the Mail WebUI.				Pass		v1.00 Build 6 
(2010-11-30)

										"E-Mail Test, YYYY-MM-DD, HH:MM:SS" while execute "Test E-Mail Account".				Pass		v1.00 Build 6 
(2010-11-30)

						The body content of E-Mail checking		The text that will be displayed in the body of E-mail messages sent by the camera 
The text should be displayed as: 
Camera Name : DCS-932
IP Address : xxx.xxx.xxx.xxx
Time : YYYY-MM-DD HH:MM:SS						Pass		v1.00 Build 6 
(2010-11-30)

						Attach Images to Email - Confirm that the e-mail message should contain one snapshot image, which released the event.				if you select to transfer images by E-mail while configuring a timer (Always or Schedule option) or motion detection (E-Mail motion frame immediately option)				Pass		v1.00 Build 6 
(2010-11-30)

						Attach Images to Email - Confirm that the e-mail message should contain six snapshot image, which released the event.				if you select to transfer images by E-mail while configuring motion detection (E-Mail attached with 6 frames)				Pass		v1.00 Build 6 
(2010-11-30)

				Test Button		Test Button - Perform an e-mail notification test to check if e-mail notification is properly carried out according to your settings								Pass		v1.00 Build 6 
(2010-11-30)

		Sending a monitor image via e-mail test





11_FTP

		Test Items										Result		Test Firmware Version		Note

		Sending a monitor image to an FTP server

		FTP Setting		Host Name - Type either the FTP server name to upload still images , or the IP address of the FTP server.								Pass		v1.00 Build 6 
(2010-11-30)		Function as Design：DCS-930(L) can't support IPv6.

				Port Number setting		Standard FTP Port - 21						Pass		v1.00 build5

						Non-Standard FTP Port						Pass		v1.00 Build 6 
(2010-11-30)

						UI Error Handling		the number is not between 1 to 65535				Pass		v1.00

								the setting is not the digital number				Pass		v1.00

								Set invalid setting like as 1.0				Pass		v1.00

				User Name		anonymous mode						Pass		v1.00 build5		Note：When using DNS-343 as the FTP server, you must enter anonymous for user name setting.

						account mode - Type the user name for the FTP server						Pass		v1.00 Build 6 
(2010-11-30)

				Password - Type the password for the FTP server using								Pass		v1.00 Build 6 
(2010-11-30)

				Path - Type the path to the destination								Pass		v1.00 build5

				Passive Mode		Yes						Pass		v1.00 Build 6 
(2010-11-30)

						No						Pass		v1.00 Build 6 
(2010-11-30)

		Sending Images to FTP Server		Enable uploading images to the FTP server		Enable						Pass		v1.00 Build 6 
(2010-11-30)

						Disable						Pass		v1.00 build5

				Always - Periodical sending is always effective.								Pass (Note)		v1.00 Build 6 
(2010-11-30)		Known Issue：There will have the "image lose" problem about 1% when always upload image to FTP server. The problem is caused by FTP Server response time is too slow or PC is not powerful.

				Schedule - You can specify the period during which periodical sending is effective.		Monday		Start		Hours		Pass		v1.00 build5		Function As Design：FTP and E-MAIL schedule checking is on 1 second interval, so if second is schedule on xx, Firmware maybe check on the end of  xxth second, this mean there only a little time on the xxth second (for example, only 1/10 second) to startup FTP and E-mail task (this also need time to start the task). So, we cannot control the timing within one second.

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

								End		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

						Tuesday		Start		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

								End		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

						Wednesday		Start		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

								End		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

						Thursday		Start		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

								End		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

						Friday		Start		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

								End		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

						Saturday		Start		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

								End		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

						Sunday		Start		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

								End		Hours		Pass		v1.00 build5

										Minutes		Pass		v1.00 build5

										Seconds		Pass		v1.00 build5

				Motion Detection		When motion is detected, the camera will send a snapshot to the specified FTP server						Pass		v1.00 Build 6 
(2010-11-30)		Product Limitation：If motion detection triggered is too short like as 1 second, the FTP may not get the image. Please set Image Frequency is auto to avoid this issue.

						Endurance Test - When continuous to trigger the motion detection, confirm that the camera also continuous to send a snapshot to the specified FTP server						Pass		v1.00

				Image Sending Frequency		Frames/Second						Pass		v1.00 Build 6 
(2010-11-30)

						Seconds/Frame		Valid Setting - the number is between 1 to 65535				Pass		v1.00 Build 6 
(2010-11-30)

								UI Error Handling		the setting is not the digital number		Pass		v1.00

										Set invalid setting like as 1.0		Pass		v1.00

				Base File Name								Pass		v1.00 build5

				File		Overwrite						Pass		v1.00 build5

						Date/Time Suffix - The date & time suffix is added to the image file name		Create Sub-Folder		None		Pass		v1.00 Build 6 
(2010-11-30)

										0.5 hour		Pass		v1.00 Build 6 
(2010-11-30)

										1 hour		Pass		v1.00 build5

										1 day		Pass		v1.00 build5

						Sequence Number Suffix Up to N		Valid Setting - the number is between 1 to 65535				Pass		v1.00 Build 6 
(2010-11-30)		Function As Design：When FTP setting [Sequence Number Suffix Up to N], if FTP Server got the same number image, the old one will be overwrite.

								UI Error Handling		the number is not between 1 to 65535		Pass		v1.00

										the setting is not the digital number		Pass		v1.00

										Set invalid setting like as 1.0		Pass		v1.00

		Test Button				Perform the FTP Connection Verification test to check whether IP Cam can properly upload an test image file to the specific FTP server						Pass		v1.00 Build 6 
(2010-11-30)

		Ftp auto resume failed transfer				When the FTP upload image works in progress, power off the FTP srver. After an amount of time (Over 12 hours), then power on the FTP server.  Confirm that IP Cam should auto reconnect and resume of interrupted snapshot transfers.				Using IP Cam in Ethernet Mode		Pass		v1.00 build5

										Using IP Cam in Wireless Mode		Pass		v1.00 build5

						When the FTP upload image works in progress, power off the camera. After an amount of time, then power on the camera.  Confirm that IP Cam should auto reconnect and resume of interrupted snapshot transfers.						Pass		v1.00 build5

						When the FTP upload image works in progress, drop the connection from IP Camera. After an amount of time, then re-corrent the network connection. Confirm that IP Cam should auto reconnect and resume of interrupted snapshot transfers.				Using IP Cam in Ethernet Mode		Pass		v1.00 build5

										Using IP Cam in Wireless Mode		Pass		v1.00 build5

		Sending a monitor image to an FTP server





12_IR&ICR_Test

		Test Items						Results		Test Firmware version		Note

		Day/Noght Mode Setting

		Day/Noght Mode Setting		Set Day/Night Mode to Auto		When the IP Cam is located in a low-light or nighttime condition, confirm that 
1. the IR LED is automatically turned on
2. the IR-cut filter is automatically turned off
3. IP camera delivers the monochrome images		Pass		v1.00 Build 6 
(2010-11-30)		Function as design - When the light sensor detect the environment illumination is too low over 5 seconds, IP Camera will set the Day/Night Mode setting to Night mode.

						When the IP Cam is located in bright conditions, confirm that 
1. the IR LED is automatically turned off 
2. the IR cut filter is automatically turned on
3. IP camera delivers the color images		Pass		v1.00 Build 6 
(2010-11-30)

						UI Setting - Set the Day/Night mode to Always Night Mode in the supporting Web browser.
Confirm that when you can set the Day/Night mode to Auto Mode on the Day/Night Mode webUI using Internet Explorer/Firefox/Safari, the IR LED and IR-Cut Filter can work properly depend on the design specs.		Pass		v1.00 build 5

				Set Day/Night Mode to Manual		Set the Night Mode to ON the Live Video WebUI, confirm that
1. the IR LED is turned on manually
2. the IR-cut filter is turned off manually
3. IP camera delivers the monochrome images		Pass		v1.00 Build 6 
(2010-11-30)

						Set the Night Mode to OFF the Live Video WebUI, confirm that
1. the IR LED is turned off manually
2. the IR-cut filter is turned on manually
3. IP camera delivers the color images		Pass		v1.00 Build 6 
(2010-11-30)

						UI Setting - Set the Day/Night mode to On/Off in the supporting Web browser.
Confirm that 
1. when you can set the Day/Night mode to On/Off on the Live Video webUI using Internet Explorer/Firefox/Safari, , the IR LED and IR-Cut Filter can work properly depend on the design specs.
2. Feature Access Rights - Confirm that only administrators can access the feature.		Pass		v1.00 build 5

				Set Day/Night Mode to Always Day Mode		confirm that
1. the IR LED is always turned off 
2. the IR-cut filter is always turned on manually
3. IP camera always delivers the color images		Pass		v1.00 Build 6 
(2010-11-30)

						UI Setting - Set the Day/Night mode to Always Day Mode in the supporting Web browser.
Confirm that you can set the Day/Night mode to Always Day Mode on the Day/Night Mode webUI using Internet Explorer/Firefox/Safari		Pass		v1.00 build 5

				Set Day/Night Mode to Always Night Mode		confirm that
1. the IR LED is always turned on 
2. the IR-cut filter is always turned off
3. IP camera always delivers the monochrome images		Pass		v1.00 Build 6 
(2010-11-30)

						UI Setting - Set the Day/Night mode to Always Night Mode in the supporting Web browser.
Confirm that when you can set the Day/Night mode to Always Night Mode on the Day/Night Mode webUI using Internet Explorer/Firefox/Safari, the IR LED and IR-Cut Filter can work properly depend on the design specs.		Pass		v1.00 build 5

				Set Day/Night Mode to Day Mode Schedule		Confirm that IP Camera should switch to day mode at the time you set in the Schedule Setting.		Pass		v1.00 Build 6 
(2010-11-30)		Function as desion: If Start Time and End Time are set to 00:00, the setting means IP Cam will be set to Night mode for all day.

		Day/Noght Mode Setting





13_Special Condition Test

		Test Items						Pass Criteria		Result		Test Firmware Version		Note

		Special Condition Test

		Endurance Test		Using D-ViewCAM to perfrom the multi-streaming session test with DCS-932		1. Using DCS-932 in wireless mode
2. Configure the IP Cam's video settings to VGA/Auto FPS/Very High image quality
3. Add the DCS-932 to the D-ViewCAM (Repeat "add DCS-932" to the D-ViewCAM for 10 times) 
4. Using the multi camera page to view images from one DCS-932 in D-ViewCAM
5. Running the test over 12 hours.		The device will not crash through 12 hours.		Pass		v1.00 build5

		Endurance Test		Use ActiveX view + Java Viewer to perform the multi-streaming viewing  +  Continuous E-Mail Snapshot + Continuous FTP Snapshot		1. IP Cam is using in wirelwess mode
2. Configure the IP Cam's video settings to VGA/Auto FPS/Very High image quality
3. Create 5 camera live view using ActiveX view in IE
4. 3. Create 5 camera live view using Java view in Firmware
4. Enable send snapshot by E-Mail function (Sending Intervel Time：30 seconds)
5. Enable send snapshot by FTP function (Sening Frequency：1 frames/1second)
6. Running the test over 12 hours.		The device will not crash through 12 hours.		Pass		v1.00 build5

		Endurance Test		Use ActiveX viewer + Java viewer to view Live Video		1. IP Cam is connected to an wired network
2. Configure the IP Cam's video settings to VGA/Auto FPS/Very High image quality
3. Launh 5 IE8 programs to access the DUT.
4. Launh 5 firefox programs to access the DUT.
5. Running the test over 12 hours.		The device will not crash through 12 hours.		Pass		v1.00

		Endurance Test		Use ActiveX view + Java Viewer to perform the multi-streaming viewing  +  Continuous E-Mail Snapshot + Continuous FTP Snapshot		1. IP Cam is using in wirelwess mode
2. Configure the IP Cam's video settings to VGA/Auto FPS/Very High image quality
3. Create 5 camera live view using ActiveX view in IE
4. 3. Create 5 camera live view using Java view in Firmware
4. Enable send snapshot by E-Mail function (Sending Intervel Time：30 seconds)
5. Enable send snapshot by FTP function (Sening Frequency：1 frames/1second)
6. Running the test over 12 hours.		1. The device will not crash through 12 hours.
2. There is no "E-Mail Lose" issue
3. There is no "FTP snapshot lose" issue		Pass
( Note )		v1.00		Note：Durung the test, FTP and E-mail function will have the lose image files and E-Mail issues. This is because the IP Cam does not have enough CPU/Memory resource to handle the heavy tasks.

		Endurance Test		Use D-ViewCAM to view the Live Video + E-Mail + FTP		1. IP Cam is using in wireless mode
2. Configure the IP Cam's video settings to VGA/Auto FPS/Very High image quality
3. Setup 10 live view settings to access the DUT
4. Enable send snapshot by E-Mail function while occur the Motion detecion alarm 
5. Enable send snapshot by FTP function (Sening Frequency：3 frames/1second)
6. Running the test over 12 hours.		1. The device will not crash through 12 hours.		Pass		v1.00		Note：Durung the test, FTP and E-mail function will have the lose image files and E-Mail issues. This is because the IP Cam does not have enough CPU/Memory resource to handle the heavy tasks.

		Repeat "Restore the configuration file"		1. Lauch the DUT' web GUI
2. Go to the Backup and Restore Config webpage
3. Try to restore the configuration file on the DUT
4. Repeat "restore the config file on the DUT" for 10 times				After running the test for 10 times, confirm that the DUT still works properly.		Pass		v1.00

		Repeat the "Firmware Upgrade"		1. Lauch the DUT' web GUI
2. Go to the Firmware Upgrade webpage
3. Try to upload the test firmware on the DUT
4. Repeat "uplad the firmware on the DUT" for 10 times				After running the test for 10 times, confirm that the DUT still works properly.		Pass		v1.00

		Repeat "power on/off the DUT"		1. Plug the power adapter into the DUP
2. During the DUT is booting in process, power off the DUT.
3. Repeat step 1~2 for 10 times				After running the test for 10 times, confirm that the DUT still works properly.		Pass		v1.00

		Special Condition Test





Aaa.jpg




MBD002681DB/Aaa.jpg

2 D Link Corporati

i Favorites &) Suggested Sites » 2] Get More Add-ons ~
2 Most Visited |_| Getting Started

| D-Link Corporaion. | WIRELESS INTERNET CAME.

Product: DCS-930 Frmware versio
Produ

C5-930 Frmware version: 0.60

“This section shows your IP camera's ive video. You can control your settings using buttons below.

Current resolution is 320x240. ction shows your IP camera's ive video. You an control your settin

Current resolution is 320x24

FUNCTION

LIVE VIDEO
o7 ~(@ 0"(ai (a10#*(&

SURUEILLANCE
SURUEILLANCE

Copyright 2010, D-Link Corporation / D-Link Systems, Inc. All ights reserved.
Copyright 2010, D-Link Corporation / D-Link Systems, Inc. Al rights reserved.

‘ e 17y SHEPM [
=R 4/27/2010








