DES-3010F/3010FL/3010G/3018/3026 & DHS-3010F/3010G/3018/3026

Firmware Release Note  
Firmware: 3.00.032 (PROM：1.01.006)

Hardware: A1/A2 for DES-3000 series, D1/D2 for DHS-3000 series 

Date: July. 10, 2006

Problems Resolved:
1.DES-3018 .BIN file write to DES-3010F, port link fail
2. PROM code upgrade to v1.01.006 for new BCM532x series P12 IC introduce, its hardware version is A2/D2.

3. DES-3000 series IP-MAC issue.
Firmware: 3.00.025 (PROM：1.01.005)

Hardware: A1 for DES-3000 series, D1 for DHS-3000 series 

Date: Jun. 5, 2006

Add new features:
1.MAC notification
2.Cos based on MAC DA/TOS/DSCP
3.IP/MAC Binding
4.BPDU filtering per port
5.Multicast filtering mode

6. Add save log command.
7. Support new module: DEM-201FL

8. Support chip BCM532x series P12 IC

Problems Resolved:
1. Fix: Incorrect SNMP value in Bridge MIB -dot1d STP Port Designated Bridge/Root
2. Fix: STP LBD function but CPU 100% periodically.

3. Fix: factory test issue: DES-3010FL MAC address error.

4. Fix: The source port of DES-3010F SNMP trap was = "0"
5. Fix IGMP Snooping issue - Stop a stream may also stop another stream play in the same port/PC.
Firmware: 2.00.026 (PROM：1.01.005)

Hardware: A1 for DES-3000 series, D1 for DHS-3000 series 

Date: Feb. 27, 2006

Fixed LED issue when reboot

Led bright one times when DUT enter CLI (As R1).
Firmware: 2.00.023 (PROM：1.01.005)

Hardware: A1 for DES-3000 series, D1 for DHS-3000 series 

Date: Feb. 21, 2006

Add support new flash:

S29GL032M90TFIR40
W19B320ABT7H
AT49BV322D-70TU
Firmware: 2.00.020 (PROM：1.01.003)

Hardware: A1 for DES-3000 series, D1 for DHS-3000 series 

Date: Dec. 26, 2005

Problems Resolved:
1. Fix D-Link Russia reported security issue. Correction actions:

* Remove super password

* Change backdoor password to console access only.

2. Fix “trusted_host” IP works in telnet/web, but fails in SNMP problem.

3. Fix WinXP 802.1x client showing wrong message when running “local 802.1x”  

4. Fix message error (IP=0.0.0.0) when sending “linkup/down” trap.

5. Fix static FDB table problem when co-working with port-security function. 

6. Fix failed to configure “Unicast/Multicast static filtering table” from D-View SNMP tool.

7. Fix Web UI Java script security issue: If using user-level account login from Web UI (eg., Firefox) and then disable Java script of web, that user-level account can have admin-level access right.
8. Fix incorrectly sending “port security access violation trap” issue.
Enhancements:

1. DHCP Auto-configuration
2. Web UI supports non-IE browser
3. STP loopback prevention
4. Bandwidth control GUI/CLI message remind

5. SMTP client Log enhancement
6. Log admin password/IP change activity enhancement

7. SIM commander
8. CPU interface filtering
9. Port Security Violation Trap/Log
Notes:

1. For firmware upgrade from R1 to R2, please disable 802.1x state first. Then re-configure the 802.1x function in R2 firmware version.

2. After upgrade firmware from R1 to R2, user need re-configure the SIM and syslog function. Because these functions be upgraded.

DES-30xx Firmware 1.01.021 (Released: June 15, 2005)

First release version. For features, please check the Data Sheet.







