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Section 1 - Product Overview

Package Contents

* D-Link DAP-1522 Xtreme N Duo Wireless Bridge

* Power Adapter (Use with the power supply provided by
the manufacturer)

* CAT5 Ethernet Cable

* Rubber Feet

e CD-ROM with User Manual

Note: Using a power supply with a different voltage rather than the one included
with the DAP-1522 will cause damage and void the warranty for this product.

System Requirements

e Computers with Windows®, Macintosh®, or Linux-based operating systems with an installed Ethernet
adapter
* Internet Explorer Version 6.0, Mozilla 1.7.12 (5.0), or Firefox 1.5 and above (for configuration)
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Section 1 - Product Overview

Introduction

TOTAL PERFORMANCE
Combines award winning access point features and Draft 802.11n wireless technology to provide the best wireless performance

TOTAL SECURITY
The most complete set of security features including WPA2 and MAC Address Control to protect your network against outside
intruders

TOTAL COVERAGE
Provides greater wireless signal rates even at farther distances for best-in-class Whole Home Coverage.

ULTIMATE PERFORMANCE

The D-Link Xtreme N™ Duo Wireless Bridge (DAP-1522) is a draft 802.11n compliant device that delivers real world performance
of up to 650% faster than an 802.11g wireless connection (also faster than a 100Mbps wired Ethernet connection). Create a
secure wireless network to share photos, files, music, video, printers, and network storage throughout your home. Connect the
Xtreme N™ Duo Wireless Bridge to router and share your high-speed Internet access with everyone on the network. In addition,
this Wireless Bridge includes a Quality of Service (QoS) engine that keeps digital phone calls (VolP) and online gaming smooth
and responsive, providing a better Internet experience.

EXTENDED WHOLE HOME COVERAGE

Powered by Xtreme N™ Duo technology, this high performance Wireless Bridge provides superior Whole Home Coverage while
reducing dead spots. The Xtreme N™ Duo Wireless Bridge is designed for use in bigger homes and for users who demand
higher performance networking. Add an Xtreme N™ Duo notebook or desktop adapter and stay connected to your network from
virtually anywhere in your home.

TOTAL NETWORK SECURITY

The Xtreme N™ Duo Wireless Bridge supports all of the latest wireless security features to prevent unauthorized access, be it
from over the wireless network or from the Internet. Support for WPA and WEP standards ensure that you’ll be able to use the
best possible encryption method, regardless of your client devices.

* Maximum wireless signal rate derived from IEEE Standard 802.11g, 802.11a and Draft 802.11n specifications. Actual data throughput will vary. Network conditions and
environmental factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental
conditions will adversely affect wireless signal range.
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Section 1 - Product Overview

Features

* Faster Wireless Networking - The DAP-1522 provides up to 300Mbps* wireless connection with other 802.11n
wireless clients. This capability allows users to participate in real-time activities online, such as video streaming,
online gaming, and real-time audio. The performance of this 802.11n wireless access point gives you the freedom
of wireless networking at speeds 650% faster than 802.11g.

e Compatible with 802.11a, 802.11b, and 802.11g Devices - The DAP-1522 is still fully compatible with the
IEEE 802.11a/b/g standard, so it can connect with existing 802.11a/b/g PCI, USB, and Cardbus adapters.

e Advanced Firewall Features - The Web-based user interface displays advanced network management features
including Content Filtering, which allows easily applied content filtering based on MAC Address.

* WPS PBC- (Wi-Fi Protected Setup Push Button Configuration) Push Button Configuration is a button that can
be pressed to add the device to an existing network or to create a new network. A virtual button can be used
on the utility while a physical button is placed on the side of the device.

This easy setup method allows you to form a secured wireless link between the DAP-1522 and another WPS
enabled device. A PC is no longer needed to log into the Web-based interface.

*WPS PIN - (Wi-Fi Protected Setup Personal Identification Number ) A PIN is a unique number that can be used
to add the access point to an existing network or to create a new network. The default PIN may be printed on
the bottom of the access point. For extra security, a new PIN can be generated. You can restore the default
PIN at any time. Only the Administrator (“admin” account) can change or reset the PIN.

e User-friendly Setup Wizard - Through its easy-to-use Web-based user interface, the DAP-1522 lets you
control what information is accessible to those on the wireless network, whether from the Internet or from your
company’s server. Configure your access point to your specific settings within minutes.
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Section 1 - Product Overview

Hardware Qverview
Connections

AP-Auto-Bridge Switch Reset
Three-way switch used to select Pressing the Reset button restores the access
AP, Auto, or Bridge mode. point to its original factory default settings.

LAN Ports (1-4)

Connect Ethernet devices such as computers,
switches, game consoles, setup boxes and
hubs.

Power Receptor
Receptor for the supplied power
adapter.
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Section 1 - Product Overview

Hardware Qverview
LEDs

[ e A
Bridge LED AP LED
A blinking light indicates that the A blinking light indicates that the
DAP-1522 is in bridge mode DAP-1522 is in AP mode.

Wireless Bridge () DAP-1522

LAN LEDs
Power LED _ A solid light indicates a connection to an
A solid light indicates a proper connection Ethernet-enabled device on ports 1-4. This

to the power supply. LED blinks during data transmission.

WPS LED

A solid lightindicates a successful
WPS connection. A blinking light
indicates the device is trying to
establish a connection.
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Section 2 - Installation

Installation

This section will walk you through the installation process. Placement of the DAP-1522 is very important. Do not place
the DAP-1522 in an enclosed area such as a closet, cabinet, or in the attic or garage.

Before you Begin

Please configure the Wireless Bridge with the computer that was last connected directly to your modem. Also, you can
only use the Ethernet port on your modem. If you were using the USB connection before using the Wireless Bridge,
then you must turn off your modem, disconnect the USB cable and connect an Ethernet cable to the Internet port
on the Wireless Bridge, and then turn the modem back on. In some cases, you may need to call your ISP to change
connection types (USB to Ethernet).

If you have DSL and are connecting via PPPoE, make sure you disable or uninstall any PPPoE software such as
WinPoet, Broadjump, or Enternet 300 from your computer or you will not be able to connect to the Internet.

D-Link DAP-1522 User Manual 9



Section 2 - Installation

Wireless Installation Considerations

The D-Link wireless access point lets you access your network using a wireless connection from virtually anywhere
within the operating range of your wireless network. Keep in mind, however, that the number, thickness and location

of walls, ceilings, or other objects that the wireless signals must pass through, may limit the range. Typical ranges vary
depending on the types of materials and background RF (radio frequency) noise in your home or business. The key

to maximizing wireless range is to follow these basic guidelines:

1.

Keep the number of walls and ceilings between the D-Link access point and other network devices to a
minimum - each wall or ceiling can reduce your adapter’s range from 3-90 feet (1-30 meters.) Position
your devices so that the number of walls or ceilings is minimized.

.Be aware of the direct line between network devices. A wall that is 1.5 feet thick (.5 meters), at a

45-degree angle appears to be almost 3 feet (1 meter) thick. At a 2-degree angle it looks over 42 feet
(14 meters) thick! Position devices so that the signal will travel straight through a wall or ceiling (instead
of at an angle) for better reception.

. Building Materials make a difference. A solid metal door or aluminum studs may have a negative effect

on range. Try to position access points, wireless access points, and computers so that the signal passes
through drywall or open doorways. Materials and objects such as glass, steel, metal, walls with insulation,
water (fish tanks), mirrors, file cabinets, brick, and concrete will degrade your wireless signal.

.Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices or appliances that

generate RF noise.

. If you are using 2.4GHz cordless phones or X-10 (wireless products such as ceiling fans, lights, and

home security systems), your wireless connection may degrade dramatically or drop completely. Make
sure your 2.4GHz phone base is as far away from your wireless devices as possible. The base transmits
a signal even if the phone in not in use.

D-Link DAP-1522 User Manual
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Section 2 - Installation

AP/Bridge/Auto Mode

Depending on how you want to use your DAP-1522 will determine which mode you use. This section will help you
figure out which setting works with your setup.

AP Mode

If you already have a wired or wireless router, and want to add a MediaBand (5GHz wireless), to your network, you
will need to move the switch on the back panel of the DAP-1522 to “AP”.

Bridge Mode

If you want to wirelessly connect multiple Ethernet enabled devices such as game consoles, media players, or network
attached storage devices you will need to move the switch on the back panel of the DAP-1522 to “Bridge”.

\\ Y
4 &;-& | i e
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Section 2 - Installation

Auto Mode

If the switch on the back panel of the DAP-1522 is set to “Auto”, the device will wait for 30 seconds, looking for an IP
address. If an IP address is found, it will automatically shift to AP mode. If an IP address is not located, the DAP-1522
will automatically shift to Bridge mode.

Create a Full MediaBand (5GHz wireless) Network

If you have two DAP-1522 devices and want to create a wireless network with full MediaBand technology you will need
to connect one Wireless Bridge to your router and move the switch on the back panel to “AP”. The second Wireless

Bridge will need to be placed next to your Ethernet-enabled devices and you will need to move the switch on the back
panel to “Bridge”.

D-Link DAP-1522 User Manual 12



Section 3 - Configuration

Configuration for AP Mode

This section will show you how to configure your new D-Link wireless access point using the web-based configuration
utility.

Web-based Configuration Utility

To access the configuration utility, open a web-browser
such as Internet Explorer and enter the friendly address

3 D-Link - Microsoft Internet Explorer

for AP mode (dlinkap). File Edit View Favorites Tools  Help
e Back - \_.JI \ﬂ @ .- ;j f.._j Search
Address |:§| dlinkap ﬂ Go

Product Page : DAP-1522

Select Admin from the drop-down menu and then enter
your password. Leave the password blank by default.

If you get a Page Cannot be Displayed error, please
refer to the Troubleshooting section for assistance.

WIRELESS
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Section 3 - Configuration

Setup Wizard

Click Launch Wireless Setup Wizard to quickly B
configure your access point. - 1)-1L1n

To set up your wireless network, click Add Wireless C-=//BL - B NN N NV
’ WIRELESS SETTIMGS Helpful Hints..
Device With WPS and skip to page 22.

The following ¥eb-based wizards are designed to assist you in your wirgless network setup and
wireless device connection,

If you want to enter your settings without running the o D v e e AN G
wizard, click Manual Wireless Network Setup and

.
Skl p to page 24 . If you would lke to utiize easy to use web-based wizard to assist you in connecting your DAP-

1522 to the wireless network, click on the button below.

[ Launch ‘Wireless Setup Wizard ]

Note: Some changes made wsing this Setup Wizard may require you to change some settings
on your wirgless client adapters so they can still connect to the D-Link Access Point,

MANUAL WIRELESS NETWORK SETUP

If your wireless network is already set up with Wi-Fi Protected Setup, manual confguration of
the wireless network wil destroy the existing wirgless network, If vou would like to configure
the wireless settings of your new access point manually, then dick on the Manual Wirsless
MNetwork Setup button below,

[ Manual Wireless Netwoark Setup

ADD WIRELESS DEYICE WITH WPS (WIFI PROTECTED SETUP) WIZARD

This wizard is designed to assist you in connecting your DAP-1522 to wirgless network using
WPS, It will guide yvou through step-by-step instructions on how to get vour wireless device
connected. Click the button below to begin,

[ Add Wireless Device With WPs
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Section 3 - Configuration

Wireless Setup Wizard

This Wizard is designed to assist you in connecting your wireless device to your access point. It will guide you through
step-by-step instructions on how to get your wireless device connected.

Enter the Device Name of the AP and click Next to [ Firmware Verson : 1.00
continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

Enter the Device Mame of the AP, Recommand to change the Device Mame if there're maore than one D-Link
devices within the subnet, Click Next to continue,

Device Name {NetBIOS Name)

WIRELESS

If you want to change the admin account password, [EEEEEEEs
enter a new password and click Next.

¥ou may change the admin account password by entering in a nesy password, Click Next to continue.

WIRELESS
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Section 3 - Configuration

Select Auto as the configuration method only if your
wireless device supports Wi-Fi Protected Setup.

Skip to page 17 for Manual configuration.

CI |Ck Next tO Contl n ue . Please select one of the following configuration methods and click next to continue.

& Auto - Select this option if your wireless device supports WPS (Wi-Fi Pratected Setup)

O Manual - Select this option if you want to setup your network manually

WIRELESS

Click Save to save your network settings. Prckct Pace : DAP-1522

Please keep the following information for future reference.

Wireless Network Mame (SSID) :  dlink
802,11 Band :  5GHz
Channel : 36
Wireless Security Mode :  WPA2-Personal/ AUTO (also known as WPAZ2 Personal)

Metwork Key ©  kkNYBnzOX

WIRELESS
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Section 3 - Configuration

Product Page : DAP ) Firrri ion : 1.00

The following screen opens to indicate that you have

Saving Changes.

WIRELESS

Select Manual as the configuration method to set up &St o

pmm—m—— —
(SELECTCONFIGURATIONMETHOD

Click Next to continue.

Please select one of the following configuration methods and click next to continue.

O Auto - Select this option if your wireless device supports WRS (WiFi Protected Setup)

(3 Maral - Select this option if you want to setup your network rmanually

17
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Section 3 - Configuration

Enter a network name and choose Automatically assign [ rmuias varsen : 11
a network key.

el

To Manually assign a network key, skip to page 19.

CI ICk Next tO Contl n Ue . Give your netwotk a name, using up to 32 characters.
Metwork Mame (SSID) :
80211 Band (O24GHz (&) 5EH:
Channel =5
&uto Channel Scan

(%) Automatically assign a network key (Recommended)

Ta prevent outsiders from accessing your netwark, the AP will automatically assign a security key (also
called WEP or WPA key) to your network,

() Manually assign a network key

Use this option if your prefer to create your own key,

Use WPA encryption instead of WEP (WP is stronger than WEP and all D-Link wireless client adapters
support WPAY.

WIRELESS

If you choose WPA-PSK encryption, the following |[EEEREEESES Firmere Version  1.00
screen will show you your Network Key to enter on your
wireless clients.

Click Save to finish the Setup Wizard. [emwooeree ]

Please keep the following information for future reference.

Wireless Netwark Mame (SSID) :  dlink
802,11 Band : 5GHz
Channel :  Auto Channel Scan
Wireless Security Mode @ WPA-PSK

Metwork Key . 7ZdtBzw3

WIRELESS

D-Link DAP-1522 User Manual 18




Section 3 - Configuration

If you choose WEP encryption, the following screen will
show you your Network Key to enter on your wireless

clients.

Click Save to finish the Setup Wizard.

Choose Manually assign a network key to create you

own key.

Click Next to continue.

“1)-1.AK

Please keep the following information for future reference.

Wireless Network Marme (SSID) @ dlink
802,11 Band :  5GHz

Channel :  Auto Channel Scan
wireless Security Mode :  WEP

Metwork Key :  CF4D3ECOAEOD2015ED425117AF

Give your network a name, using up to 32 characters.

Metwork Mame (3SID) :
802,11 Band O 2.4GHz (&)5GHz
Charnel =6

Auta Channel Scan

O sutomatically assign a netwark key [Recormmended)

To prevent outsiders from accessing your network, the AP will autornatically assign a security key (also
called WEP or WPa key) to your network,

® Manualy assign a network key

Use this option if your prefer to create your own key,

Use WPA encryption instead of WEP (WPA is stronger than WEP and all D-Link wireless client adapters
support WPA),

WIRELESS

WIRELESS
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Section 3 - Configuration

For WPA encryption, enter a Network Key between 8 [y
and 63 characters long or enter exactly 64 characters
using 0-9 and A-F.

Click Next to continue.

The WPA [Wi-Fi Protected Access) key must meet one of the folowing guidelines

- Between 2 and 62 characters (& longer WPA key is maore secure than a short one)

Networkkey:

WIRELESS

If you select WPA encryption, the following screen will [EETErRees =

oo, /o1 MO K 0 enierenyourueess g
. mranliy.
clients. _

Click Save to finish the Setup Wizard. [orwoowewere ]

Please keep the following information for future reference.

wireless Network Mame (SSID) :  dlink
902,11 Band :  5GHz
Channel @ Auto Channel Scan
Wireless Security Mode @ WPA-PSK

MNetwork Key : 12345678

WIRELESS
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Section 3 - Configuration

For WEP encryption, enter a Network Key exactly 5 or |[EEIESaets
13 characters long or exactly 10 or 26 characters using
0-9 and A-F.

Click Next to continue.

- Exactly 3 ar 13 characters

- Exactly 10 or 26 characters using 0-9 and A-F

The WEP (wWired Equivalent Privacy) key must meet one of the following guidelines

A longer WEP key is more secure than a short one

Neworkkey: |

WIRELESS

If you select WEP encryption, the following screen will == ;
show you your network key to enter on your wireless et .

clients.
CSEWPCOMPLETE:

Please keep the following information for future reference.

Click Save to finish the Setup Wizard.

wireless Metwork Mame (SSID) :
802,11 Band :

Charnel :

Wirgless Security Mode :

MNetwork Keyy :

dlink
SGHz
Auto Channel Scan
YWEP

12345

WIRELESS
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Section 3 - Configuration

Add Wireless Device With WPS

This Wizard is designed to assist you in your wireless network setup. It will guide you through step-by-step instructions
on how to set up your wireless network and how to make it secure.

Select PIN to use your PIN number from your wireless e Firmviare Versin : 100
device to connect to your network.

For PBC configuration, skip to page 23.
| ADD A WIRELESS DEVICE WITH WPS (WL-FI PROTECTED SETUP)

CI |Ck Con nect to Contlnue_ There are two ways to add a wireless device to your wireless network:

- PIN (Personal Identification Number)
- PBC (Push Button Configuration)
@ PIN: 74985412
Please enter the PIN from your wireless device and click the below "Connect” button

) PBC
Please press the push button on your wireless device and press the "Connect” button

below within 120 seconds

WIRELESS

Start WPS on the wireless device you are adding to you EEEIEEIEES Frmare Versor: 1.0
wireless network to complete the setup.

USING PIN NUMBER

Please start WPS on the wireless device you are adding to your network within 118 seconds

WIRELESS
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Section 3 - Configuration

Select PBC to use the Push Button Configuration to [ Fi

connect to your network.
_
| ADD WIRELESS DEVICE WITH WPS (WI-FI PROTECTED SETUP)

Click Connect to continue.

There are two ways to add wireless device to your wireless network:
- PIN ({Personal Identification Murmner)
- PBC (Push Button Configuration)
O PIN:
Please enter the PIMN from your wireless davice and click the below "Connect” button

© PBC
Flease press the push button on your wireless device and press the "Connect” button

below within 120 seconds

WIRELESS

Press down the Push Button on the wireless device you [EreS
are adding to your network to complete the setup.

Please press down the Push Button (physical or virtual) on the wireless device you are adding to your wireless
network within 116 seconds ...

WIRELESS
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Section 3 - Configuration

Manual Configuration
Wireless Settings

Wirsless Mode: The ourrent wireless mode i set to Access Poin, it |
will create a wireless infrastructure network. By F ) —

you do not want to use wireless, uncheck the box to
disable all the wireless functions. & Use this section to configure the wireless settings for your access point, Please note that

changes made on this section may also need to be duplicated on your Wireless Client,

[ Save Settings ] [ Don't Save Settings ]

Wireless Network When you are browsing for available wireless

Name: networks, this is the name that will appear in the list
(unless Visibility Status is set to Invisible, see below). wireless Mode : Access Paint
This name is also referred to as the SSID. For security Enable Wireless :
purposes, it is highly recommended to change from Hieless N o ome (ot te s
the pre-configured network name. 802.11 Mode : [Fxedaimands0ziis ]
Enable Auto Channel Scan : []

802.11 Band: Operating frequency band. Choose 2.4GHz for e s s
visibility to legacy devices and for longer range. Channel Width :
Choose 5GHz for least interference. visibility Status : @ visile O Invisble

WIRELESS SECURITY MODE

802.11 Mode: If you choose 2.4GHz band, than select one of the Security Mode : |Disable Wreless Securty (not reccrmmendsd) V|
following:
Mixed 802.1 1 n’ 802_119 and 802_1 1 b _ Se|ect |f you WI-FI PROTECTED SETUP (ASD CALLED WCN 2.0 IN WINDOWS VISTA)
are using a mix of 802.11n, 11g, and 11b wireless LockWireIessESr;?:llJJI:t;r
clients. 802.11b Only - Select if you are only using et N+ 12345678

802.11b wireless clients. [ eneratemewPIN__ | [ ResetPINtoDefadk |
802.11g Only - Select if you are only using 802.11g e e e )

wireless clients.

802.11n Only - Select if you are only using 802.11n

wireless clients.

Mixed 802.11g and 802.11b - Select if you are using a mix of 802.11g and 11b wireless clients.

Mixed 802.11n and 802.11g - Select if you are using a mix of 802.11n and 11g wireless clients.

If you choose 5GHz band, then select either 802.11a Only, 802.11n Only, or Mixed 802.11n and 802.11a.
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Section 3 - Configuration

Enable Auto The Auto Channel Scan setting can be selected to allow the DAP-1522 to choose the channel with the least amount of
Channel Scan: interference.

Wireless Channel: Indicates the channel setting for the DAP-1522. The Channel can be changed to fit the channel setting for an existing wireless
network or to customize the wireless network. If you enable Auto Channel Scan, this option will be grayed out.

Transmission Rate: Select the transmit rate. It is strongly suggested to select Best (automatic) for best performance.
Channel Width: Select the Channel Width:
Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.
20MHz - Select if you are not using any 802.11n wireless clients.
Visibility Status: Select Invisible if you do not want the SSID of your wireless network to be broadcasted by the DAP-1522. If Invisible is
selected, the SSID of the DAP-1522 will not be seen by Site Survey utilities so your wireless clients will have to know the
SSID of your DAP-1522 in order to connect to it.
Security Mode: Refer to page 63 for more information regarding the wireless security.
Enable: Enable the Wi-Fi Protected Setup feature.
Lock Wireless Locking the wireless security settings prevents the settings from being changed by any new external registar using its PIN.
Security Settings: Devices can still be added to the wireless network using Wi-Fi Protected Setup. It is still possible to change wireless network
settings with Manual Wireless Network Setup, Wireless Network Setup Wizard, or an existing external WLAN Manager
Registar.

Current PIN: Shows the current value of the access point’s PIN.

Generate New Create a random number that is a valid PIN. This becomes the access point’s PIN. You can then copy this PIN to the user
PIN: interface of the registrar.

Reset PIN to Restore the default PIN of the access point.
Default:

Reset to Resets Wi-Fi Protected Status to Not Configured. Vista WPS icon will only be displayed when the Wi-Fi Protected Status is
Unconfigured: Not Configured.
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Section 3 - Configuration

Network Settings

DHCP

This section will allow you to change the local network settings of the access point and to configure the DHCP

settings.

LAN Connection Use the drop-down menu to select Dynamic IP
Type: (DHCP) to automatically obtain an IP address on
the LAN/private network.

Device Name: Enterthe Device Name of the AP. It is recommended
to change the Device Name if there is more than
one D-Link device within the subnet.

mMrafl

WIZARD

SETUP ADYANCED MAINTENANCE STATUS “

Use this section to configure the internal netwiork settings of your access point and ako to
configure the built-in DHCP Server to assign IP addresses to the computers on your netwaork,
The IP Address that is configured here is the [P Address that you use to access the Web-based
rmanagement interface. If you change the IP Address bere, you may need to adjust your PC's
network settings to access the network again.

[ savesettings | [ Don'tsavesetings |

LAN SETTINGS

Use this section to configure the internal network settings of your access point, The 1P Address
that is configured here is the IP Address that you use to access the Web-based management
interface. If you change the IP Address here, you may need to adjust your PC 's network
settings to access the netwark again,

LAN Connection Type : | Dynanic IP (DHCP)

DEVICE NAME (NETBIODS NAME)

Device Name : |dlinkap

Helpful Hints..
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LAN Connection
Type:

Access Point IP
Address:

Subnet Mask:
Default Gateway:

Device Name:

Static IP

Select Static IP Address if all the Internet port’s IP information is provided to you by your ISP. You will need to enter in
the IP address, subnet mask, gateway address, and DNS address(es) provided to you by your ISP. Each IP address
entered in the fields must be in the appropriate IP form, which are four octets separated by a dot (x.x.x.x). The Access
point will not accept the IP address if it is not in this format.

Use the drop-down menu to select Static IP if your
ISP assigned you the IP address, subnet mask,
gateway, and DNS server addresses. Select
Dynamic IP (DHCP) to automatically assign an
IP address to the computers on the LAN/private
network.

Enter the IP address of the access point. The default
IP address is 192.168.0.50. If you change the IP
address, once you click Apply, you will need to enter
the new IP address in your browser to get back into
the configuration utility.

Enter the Subnet Mask assigned by your ISP.
Enter the Gateway assigned by your ISP.
Enter the Device Name of the AP. Itis recommended

to change the Device Name if there is more than
one D-Link device within the subnet.

DAP-1522 /l

HelpFul Hin!

SETUP ADYANCED MAINTENAMCE STATUS HELP

Lza this section to configure the internal network settings of your access point and also to
configure the built-in DHCP Server to assign IP addresses to the computers on your netwaork,
The IP Address that is configured here is the IP Address that you use to access the Web-based
management interface, If you change the IP Address here, you may need to adjust your PC's
network settings to access the network again.

[ Save Setkings ] [ Don't Save Settings ]

ACCESS POINT SETTINGS

Use this section to configure the internal netwark settings of youwr access point. The 1P Address
that is configured here is the IP Address that you use to access the web-based managernent
interface. If you change the IP Address here, you may need to adjust your PC s netwaork
settings to access the network again,

LAN Connection Type :
Access Point IP Address :
Subnet Mask :
Default Gateway : I:l

DEYICE NAME (NETBIDS NAME)

Device Name
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Advanced
MAC Address Filter

The MAC address filter section can be used to filter network access by machines based on the unique MAC addresses
of their network adapter(s). It is most useful to prevent unauthorized wireless devices from connecting to your network.
A MAC address is a unique ID assigned by the manufacturer of the network adapter.

Configure MAC When “Turn MAC Filtering OFF” is selected,
Filtering: MAC addresses are not used to control network & » = 11
access. When “Turn MAC Filtering ON and

ALLOW computers listed to access the network’ ]| S IR - I e T N

is selected, only computers with MAC addresses [ ores e Helpful Fints..
listed in the MAC Address List are granted network [ BB | e MaC (Mecis Access Controler) Acdvess fiter option s used t control network access basedl | |
access. When “Turn MAC Filtering ON and DENY IR FSTER e e e B e i el S AP T e
computers listed to access the network” is selected, [ | et e

any computer with a MAC address listed in the MAC  Savesettngs ][ DontSave settngs |

Address List is refused access to the network. [UPPE————

Configure MAC Fltering below
| Turn MAC Filkering OFF

Add MAC This parameter allows you to manually add a MAC
Fi"ering Rule: filtering rule. Click the Add button to add the new ADD MAC FILTERING RULE

MAC filtering rule to the MAC Filtering Rules list at macaddress | | [ L[ [T [ ]

the bottom of this screen.

MAC FILTERING RULES
MAC Address Delete MAC Address Delete
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Advanced Wireless

Transmit Power: Set the transmit power of the antennas.

“1-LIN

Beacon Period: Beacons are packets sent by an Access Point to

synchronize a wireless network. Specify a value.
100 is the default setting and is recommended _

MAC Al S FILTER

. ; : At ; If t farrilar with these Advanced Wireless settings, 2 the help zecti
DTIM Interval: (S[;tettlr}l/geryATlrja_?ll('\)/I IT:Igagglr}nl\{lde:;igli)f;rlrilt::g iﬁfea:_:;g e be\;gtieaarigronpt?nrgﬂ mudiw Pl Sv;&c:g& ireless settings, plaase read the help section
of the next window for listening to broadcast and

[ Save Sethings ][ Don't Save Settings ]

multicast messages. ADYANCED WIRELESS SETTINGS
Transmit Power @ | 100% v
RTS Threshold: This value should remain at its default setting of Beacon Period : 100 (fnse, ange:25~500, defaul:100)

(
2346. If inconsistent data flow is a problem, only a DTIM Interval |1 f{range: 115, cefaut:1)

minor mOdiﬁcation ShOUld be made RTS Threshold : |z346  (range: 256--2346, default:2346)
(

Fragmentation Threshold : 2346 (range: 1500~2346, default:2346, even number anky)
WM Enable :

Fragmentation The fragmentation threshold, which is specified short 61

Threshold: in bytes, determines whether packets will be
fragmented. Packets exceeding the 2346 byte
setting will be fragmented before transmission.
2346 is the default setting.

IGMP Snooping :

WMM Enable: WMM is QoS for your wireless network. This will improve the quality of video and voice applications for your wireless
clients.

Short GI: Check this box to reduce the guard interval time therefore increasing the data capacity. However, it is less reliable and may
create higher data loss.

IGMP Snooping: This enables IGMP snooping for the wireless connection. We recommend enabling this if you often use multicast services
such as video conferencing and streaming audio/video.
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WLAN Partition

WLAN Partition allows you to segment your Wireless network by managing access to both the internal station and
Ethernet access to your WLAN.

Internal Station Use the drop-down menu to either Allow or Deny
Connection: internal station connection. "DLink

// SETUP ADY¥ANCED MAINTENANCE STATUS HELP

WLAN PARTITION SETTINGS

Internal Station Connection :
Ethernet to WLAN Access

Ethernet to Use the drop-down menu to either Allow or Deny
WLAN Access: Ethernet to WIreIeSS LAN aCCGSS. [ Save Sethings ][ Don't Save Settings ]
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QoS

Quality of Service (QoS) feature regulates flow of data through the access point by assigning a priority to each packet,
which enhances your experience of using a wireless network by prioritizing the traffic of different applications. Enabling
this option allows the AP to prioritize traffic. There are two options available for the special application.

Enable QoS: Enable this option if you want QoS to prioritize your
traffic.

"DA4ink '
QoS Type: There are two options available for your special

application: (1) Priority by LAN Port, and (2) Priority - [ow.«// N NESI >~ | I

by Protocol. weoessarm I

Qos prioritizes the traffic of various wireless applications.

ADVANCED WIRELESS

Priority by LAN Port: There are four priority levels for all LAN ports. The ez

[ Save Settings ][ Don't Save Settings ] ere are two o ':ns '(I)r
priority level values assigned are 1 for Background, e fedhe
3 for Best Effort, 5 for Video and 7 for Voice (Voice [ ===
is the highest level and Background is the lowest Fnable Qos:

= Q0S Type : [Frioty by L Pt [v]
level).at a normal priority.

PORT QOS

LAN Port 1 Priority : | Background [
LAN Port 2 Priority : | Best Effort [
LAN Port 3 Priority :
LAN Port 4 Priority :
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Priority by Protocol: Users can set the priority and percentage of |[EESurTeEs Frrware Version : 1.10
total bandwidth reserved for each of their four
traffic categories. Please note that the combined
percentage value of transmission limits does not
have to be 100%, these percentages represent the
maximum bandwidth designated for each traffic
category. Sy — (s Prefizes 512 SRC O s wireess spplcasons
= [ savesettings | [ Don'tSave Settings |
Wireless to The value entered here indicates the wireless to | EESEI.
Ethernet: Ethernet speed required before the Advanced QoS Enable Qos : _
function is enabled. Advanced QoS will be enabled 005 T ity o ]
once the total bandwidth reaches or surpasses the
set value. The suggested range is 800 ~ 96000kbits/ Ethernet to Wireless : Koflsec defauits1200 Kofdfsec
Wireless to Ethernet : kbit/sec default:51200 kbit/sec
sec. ACK/DHCP/ICMP/DNS Priority : Lirit : %
Web Traffic Priority : Limt :
Ethernet to The value entered here indicates the Ethernet to Mail Traffic Prorty : [ieo o] Lt :
Wireless: wireless speed required before the Advanced QoS s E:tt
function is enabled. Advanced QoS will be enabled '

once the total bandwidth reaches or surpasses the
set value. The suggested range is 800 ~ 96000kbits/
sec.

ACK/DHCP/ICMP/ Represents the priority value and bandwidth limit applied to ACK, DHCP, ICMP, and DNS for packet delivering.
DNS Priority:

Weh Traffic Priority: Traffic generated by typical Web services (packets sent through ports 80,443, 3128 and 8080).
Mail Traffic Priority: Traffic generated by e-mail sending and receiving (ports 25, 110, 465 and 995).
Ftp Traffic Priority: Traffic generated by FTP Uploading and Downloading (ports 20, 21).

Other Traffic Other traffic generated that does not regard the aforementioned packet delivery.
Priority:

Note: Normally the wireless connection transmits application data packets based on the wireless to Ethernet speed and Ethernet to wireless speed.
Users can treat the two speeds as system transmission bandwidth, where all applications will share the whole system bandwidth based on assigned

priorities. Note that the maximum amount of bandwidth that can be used is the same as the set value of both speeds.

D-Link DAP-1522 User Manual 32




Section 3 - Configuration

Traffic Manager

Traffic Manager assigns the device’s entire bandwidth, which includes both the wireless to Ethernet speed and Ethernet
to wireless speed. The user may add rules for data transmission performance between the access point device and
the individual client. For unlisted client traffic, users can either choose to deny or forward packet transferred for such

clients.

Enable Traffic Traffic Manager enables traffic control of the
Manager: delivering and receiving of data packets.

Unlisted Clients There are two options available for Unlisted Clients
Traffic: Traffic: (1) deny, and (2) forward.

Ethernet to This section allows the user to indicate the device’s
Wireless: maximum bandwidth from Ethernet to wireless.

Wireless to This section allows the user to indicate the device’s
Ethernet: maximum bandwidth from wireless to Ethernet.

Product Page : DAP-1522

mramni
)] | v B e | e | |

WLAN PARTITION

QOs

TRAFFIC MANAGER.

Traffic Manager gives you control of your network traffic,increasing the efficiency of your
network and reducing your overall bandwidth requirements .

[ Save Settings ] [ Don't Save Settings ]

Traffic Manager : [Enable [+]

Unlisted Clients Traffic: O Deny & Forward
Ethernet to Wireless : kbit/sec ,default:51200 kbit/sec
Wireless to Ethernet : kbi/sec default:51200 kbit/sec

ADD TRAFFIC MANAGER RULE

Name :

Client IP{optional):
Client MAC(optional):
Ethernet to Wireless : kbit/sec
Wireless to Ethernet : kbit/sec

Ethernet to Wireless to
Name Client Ip Client Mac Wireless Ethernet Edit Del
Speed Speed

Firmware Version : 1.10

Helpful Hints_.

Enable this option if you
want w TRAFFIC
MANAGER to control
wireless traffic speed.

S
TRAFFIC MANAGER :-.’- =

are not required.
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Add Traffic Manager Rule

In Traffic Manager Rule enter settings for each user of your network, using adequate IP (Client IP) or MAC address (Client
MAC). Set appropriate Ethernet to Wireless and Wireless to Ethernet speeds for the traffic you want to regulate.

Name: Enter a name for your new rule.

Client IP The IP address assigned to the client.
(optional):

Client MAC By assigning MAC addresses to the set of traffic manager rules, specific rules can be defined for individual devices.
(optional) :

Ethernet to Represents the available bandwidth for client data to be forwarded from Ethernet to wireless, the suggested range is 800 ~
Wireless: 96000kbits/sec.

Wireless Represents the available bandwidth for client data to be forwarded from wireless to Ethernet, the suggested range is 800 ~
to 96000kbits/sec.
Ethernet:

Note: Normally the wireless connection transmits application data packets based on the wireless to Ethernet speed and
Ethernet to wireless speed. Users can treat the two speeds as system transmission bandwidth, where all applications will
share the whole system bandwidth based on assigned priorities. Note that the maximum amount of bandwidth that can be
used is the same as the set value of both speeds.
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Tools
Admin

This page will allow you to change the Administrator password. The administrator password has read/write access.

Password: Enter a new password for the Administrator Login
Name. The administrator can make changes to the
settings.

Verify Password: Enter the same password that you entered in the M“
previous textbox in order to confirm its accuracy.  ADMINISTRATOR SETTINGS e

The ‘admin’ accounts can access the management interface. The admin has readjwrite access
and can change passwords,

AV LA

By default thete is no passwaord configured. I is highly recormended that you create a
password to keep your access point secure,

[ Save Sethings ][ Dan't Save Settings ]

ADMIN PASSWORD

Please enter the same password into both boxes, for confirmation.

Verify Password :
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Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system
clock. From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically
adjust the time when needed.

Time Zone: Select the Time Zone from the drop-down menu.

“1)=-0. 1N

Daylight Saving: To select Daylight Saving time manually, tick the

Ensble Dayight Saving check box. Next uee the

drop-down menu to select a Daylight Saving Offset

and then enter a Start date and an end date for The Time Configuration option allows you to configure, update, and maintain the carrect time
daylight saving time. ‘ T 1 DR T ) S, o S o e gt
automatically adjust the time when needed.
Date and Time: To manually input the time, enter the values in these [ sziosotng: J[_port smvesergy ]
fields for the Year, Month, Day, Hour, Minute, and TIME CONFIGURATION
Second and then click Save Settings. You can also e |D(1I01I2000) — R
. 5 - - ime Zone : GMT-08:00) Pacific Time (US & Canada); Tijuana
click the Copy Your Computer’s Time Settings Enable Daylight Saving : B ]
button at the bottom of the screen. Daylight Saving Offset :

Month  Week  Day of Week Time
Daylight Saving Dates : poT crart

DST End

SET THE DATE AND TIME MANUALLY

Date And Time : Year Month |Jan v| Day |3 v|
Havr Minute [23 v| second [18 v [ v]

[ Copy Your Computer's Time Settings ]
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System

Save to Local Use this option to save the current access point
Hard Drive: configuration settings to a file on the hard disk ofthe = » 2 5111
computer you are using. First, click the Save button.

Vouwil hen see  lecalog, where you can seleci ]/ SETERNMNTICTIN -+ TSN

a location and file name for the settings. E
TU 1 Tr?efSYStemdsittIng section allows_ you hto reboot tr?e fdewce, darfre?tore t_he acc_lulass pomii" to
Load from Local Use this option to load previously saved access Sortings, g any s that you v gttt e
- . . . . . FIR . :
Hard Drive: point ﬁonl;'gl:jfatlon Sett'TQS- F'fﬂ, USfe th? OV e e | T e e e oot e T e o
control to find a previously save file of configuration
- -
settings. Then, click the Load button to transfer
those settings to the access point. Save To Local Hard Drive :
~ ril:ig-ura n buttan,
. . . . . . Load F Local Hard Dy : ([(Browse... |
Restore to Factory This option will restore all configuration settings e |]
Default: back to the settings that were in effect at the time
the access pOInt was Shlpped from the faCtory Restore To Factory Default : [ Restore Factory Defaks |
Any settings that have not been saved will be lost, Restore sl settings o the factory dsfats
including any rules that you have created. If you Reboot The Device : [__Reboot the Device

want to save the current access point configuration
settings, use the Save button above.

Note: Restoring the factory default settings
will not reset the Wi-Fi Protected Status to Not
Configured.

Reboot the Device: Click to reboot the access point.
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Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard
drive of the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link

support website for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard
drive from this site.

Browse: After you have downloaded the new firmware, click
Browse to locate the firmware update on your
hard drive. Click Upload to complete the firmware

upgrade. oo 1 I T~ I T

Up I Oad' Once yOU have a flrmware update on yOUf CompUter, Use the Firmware section to install the latest firmware code to improve functionality and
use this option to browse for the file and then upload |E&E performance,
the information into the access pOint. FIRMWARE [ Savesettings | [ Don't Save Settings |

FIRMWARE INFORMATION

Current Firmware Version : 1.00
Current Firmware Date : 11:44:01 01/23/2008

FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory
defaults. Before performing an upgrade, be sure to save the current configuration
from the Maintenance - Admin screen.

To upgrade the firmware, your PC must have a wired connection to the access point.
Enter the name of the firmware upgrade file, and click on the Upload button.

Upload : | |(Browse.. )
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Status
Device Info

This page displays the current information for the DAP-1522. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware
version. D-Lin

LAN: Displays the MAC address and the private (local)
IP settings for the access point. _

DEVICE INFO

Wireless LAN: Displays the wireless MAC address and your

Al of your network connection detals are displayed on this page. The firmware version is also

wireless settings such as SSID and Channel. | Uisplyed here.

GENERAL

Firmware Version : 1.00 , 11:44:01 01/23/2008

Connection Type : Static IP
MAC Address : 00:1d:62:12:12:0f:9¢C
IP Address : 192,168.0,50
Subnet Mask : 255,255.255.0

Default Gateway :

WIRELESS LAN
wireless Radio : Enabled
MAC Address : 00:1d:62:12:12:0f:9c
Network Name(SSID) : dink
Channel : 36

Security Type : WPA-Auto- Persanal / Auto

Wi-Fi Protected Setup : Enabled / Configured

D-Link DAP-1522 User Manual 39



Section 3 - Configuration

Wireless

The wireless section allows you to view the wireless clients that are connected to your wireless access point.

MAC Address:

UpTime:

Mode:

Signal:

The Ethernet ID (MAC address) of the wireless
client.

BIEFII].

DAP-1522 // SETUP ADYANCED MAINTENANCE S5TATUS “

DEVICE INFC Helpful Hint

WIRELESS Wiew the wireless clients that are connected to your access paint.

Displays the amount of time the wireless client has
been connected to the access point.

The transmission standard being used by the client.
Valuesare 11a, 11b, 11g, 11ngor 11nafor802.11a, E
802.11b, 802.11g or 802.11n respectively. oL oG]

NUMBER OF WIRELESS CLIENTS : O

This is a relative measure of signal quality. The

value is expressed as a percentage of theoretical

best quality. Signal quality can be reduced by distance, by interference from other radio-frequency sources (such as cordless
telephones or neighboring wireless networks), and by obstacles between the access point and the wireless device.
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Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn’t enough
internal memory for all events, logs of older events are deleted but logs of the latest events are retained. The Logs
option allows you to view the access point logs. You can define what types of events you want to view and the level
of the events to view. This access point also has external Syslog Server support so you can send the log files to a
computer on your network that is running a Syslog utility

What to View: There are three types of logs that can be viewed: 7
System Activity, Wireless Activity, and Notice. Tick =t =5 111
the corresponding check box for the type(s) that

you want displayed in the log. Ca=

Hi
4 | the o b
= wieww the logs. vou can define the event levels to view. =l cloaliy -
STATISTICS

Enable Tick this check box and enter a Log Server name
Remo‘e Log: or IP addreSS tO enable the remOte |Og feature wWhat to View : Systemn Activity wWireless Activity Motice

Enable Remote Log : [ Log Server / IP Address : I:l

Apply Log Click this button to immediately filter the log results
Settings Now: so that only the selected options appear in the Log

[ Apply Log Settings Now |

Details section of this screen.
Page 1 of 3
Refresh: Updates the log details on the screen so it displays Time Priority  Message
. . Uptime 0 day 10:02:00 [S¥SACT Jwweb login success from 192, 168.0.5
any recent aCtIVIty Uptime 0 day 10:08:52 [S¥SACT ] Device is operating in AP rode!
Uptime 0 day 10:08:48 [Wireless]Stop Wirsless success
Uptime 0 day 10:08:48 [Wireless JInitiate Wireless success
Clea r: Clears a” Of ‘the Iog Contents Uptime 0 day 10:08:48 [Wireless]auto channel:Best channel is 48
Uptime 0 day 10:08:48 [Wireless]Stop Wireless succass
Uptime 0 day 09:55:44 [wWireless Jinitiate Wireless success
H H H H H Uptime 0 day 09:55:39 [Wireless]Stop Wireless success
Sa"e Log: ThIS Optlon WI ” Save the aCCGSS pOInt tO a |Og fl |e Uptime 0 day 09:55:39 [Wireless JInitiate Wireless success
On your Compute r Uptime 0 day 09:55:38 [wWireless JStop wWireless success
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Statistics

The Statistics page displays all of the LAN and Wireless packets transmit and receive statistics.

TX Packets: The total number of packets sent from the access
point. D-LIN

RX Packets: The total number of packets received by the access m“

point.

Traffic Statistics display receive and transmit packets passing through your access point,

TX Packets Displays the number of packets that were dropped e
Dropped: while sending, due to errors, collisions, or access

point resource limitations.
TX Packets Packets : 2793 RYX Packets Packets : 5235
TX Packets Dropped : O RX Packets Dropped : 0
TX Packets Bytes : 3145352 RX Packets Bytes : 362973

RX Packets Displays the number of packets that were dropped
Dropped: while receiving, due to errors, collisions, or access
point resource limitations. WIRELESS STATISTICS

TX Packets Packets : R¥ Packets Packets :
TX Packets Dropped : RX Packets Dropped :

TX Bytes: Displays the number of bytes that were sent from
the access point.

TX Packets Bytes : RX Packets Bytes :

RX Bytes: Displays the number of bytes that were received
by the access point.
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mranii
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Configuration for Bridge Mode

This section will show you how to configure your new D-Link wireless MediaBridge using the web-based configuration
utility.

Web-based Configuration Utility

To access the configuration utility, open a web-browser
such as Internet Explorer and enter the friendly address

3 D-Link - Microsoft Internet Explorer

for Bridge mode (dlinkap). File Edit View Favorites Tools Help
Qs - © - ¥ [A) (] Psews
Address [&] dinkap ~| & a0

Select Admin from the drop-down menu and then enter |[EENEEENEE:: Firmwars Verson : 1.00

your password. Leave the password blank by default.

If you get a Page Cannot be Displayed error, please

Log in to the Bridoe:

refer to the Troubleshooting section for assistance. e

Password || | [(Login ]

WIRELESS
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Setup Wizard

This wizard is designed to assist you in configuring the wireless settings for your bridge. It will guide you through
step-by-step instructions on how to setup your wireless network.

Click Launch Wireless Setup Wizard to begin.

mrafinl,

DAP-1522 SETUP ADYANCED MAINTENANCE S5TATUS HELP

WIZARD

MICROSOFT WINDOWS CONNECT NOW WIZARD

The following Web-based Setup Wizard is designed to assist you in your wireless netwaork setup,
This Setup Wizard will guide you through step-by-step instructions on how to set up your
wireless network and how to make it secure,

Click Launch Wireless Setup Wizard '

Enter the Device Name of the AP and click Next to
continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

}[ Launch Wireless Setup Wizard ]

Note: Some changes made wsing this Setup YWizard may require you to change some settings
on your wirgless client adapters so they can stil connect to the D-Link Access Point,

Enter the Device Mame of the AP, Recommand to change the Device Mame if there're more than one D-Link
devices within the subnet. Click Next to continue,

Device Name (NetBIDS Name)

WIRELESS
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If you want to change the admin account password, [EiEEEaacs rmate Verson : 1.00

D-Link

enter a new password and click Next.

You may change the admin account password by entering in a new password, Click Next to continue,

Yetify Password ©

WIRELESS

Select Auto configuration if you want to use Wi-Fi [ —

D-Link

Protected Setup.

If you want to set up your network manually, skip to page
47.

Please select one of the following configuration methods and dlick next to continue.

Click Next to continue.

(& Auto (Select this option if you want to Lse WiFi Protected Satup)
) Manual (Select this option if vou want to setup your network manualy)

WIRELESS
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Select PIN to connect your wireless device with WPS. p-1522 —

For PBC configuration, skip to page 46.

Enter the PIN number used into you access point and
CI |Ck cOn nect_ There are two ways to add wirless device to your wireless network:

- PIN (Personal Identification Murmner)

- PBC (Push Button Configuration)

& PIN ; 12345678
[ Generate New PIN ] [ Reset PIN ko Defaul ]

Please Enter the above PIN information into your Acces Point and click the below
"Connect” hutton.

O pBC
Please press the push button on your wirsless device and press the "Connect” button

below within 120 seconds

WIRELESS

Start WPS on the wireless device you are adding to you
wireless network to complete the setup.

Please start WPS on the wireless device you are adding to your wireless network within 115 seconds .,

WIRELESS
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Select PBC to use the Push Button Configuration to
connect to your network.

Click Connect to continue.

There are two ways to add wireless device to your wireless network:

- PIM (Personal Identification Murnner)

- PEC (Push Button Configuration)

O PIN : 12345678
[ Generate MewPIN | [ ResetPINtoDefault |

Please Enter the above PIN information into your Acces Point and click the below
"Connect” button.

@ PBC
Pleasa press the push button on your wireless device and press the "Connect” button

belowy within 120 seconds

WIRELESS

Press down the Push Button on the wireless device you [ErEEE
are adding to your network to complete the setup.

Please press down the Push Button {physical or virtual) on the wireless device you are adding to your wireless
network within 119 seconds ...

WIRELESS
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Section 3 - Configuration

Select Manual configuration to set up your network [EFEEEREreEs smmware Verson : 1,00

D-Link

manually.

Click Next to continue.

Please select one of the following configuration methods and click next to continue.

O Auto (Select this option if you want to use Wi-F Protected Setup)
& Manual (Select this option if you want to setup your network manualy)

WIRELESS

Enter the Wireless Network Name of the AP or click the [EliEalste
Site Survey button to find the AP. .
D-Link

Click Next to continue on to page 50.

Yo can enter the Wirsless Netwark Name of AP o use site survey to find the AP,

Wireless Network Name (351D | | [ site survey

WIRELESS
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Section 3 - Configuration

If you clicked on Site Survey, the following screen will

be displayed. | A LLANEE
Find your access point from the list and click Connect CstEsuRVEYPAGE
to Comp|ete the Setup Wizard. 55D BSSID CH  Serwity  Sonal  Type A
Tron_11g 00:50:62:35.97:30 1 WRA-PSIK 50% Infrastructure O
dlinkmargg 00:1D:BANZ0FE2 1 WPAAUTO-PSK 50% Infrastructure O
dlink 00:17:9436:47:9C 1 OFEN 50% Infrastructure O 3
D-Link DA-G3672B 00:50:BA11:22:30 1 OFEN B8% Infrastructure O 7
123456789012345678901 23456789012 00:18:02:1B:87:96 3 OFEN 52% Infrastructure O
AlexDI524 00:13:46:A1A404 4 SHARED 80% Infrastructure (O |
james54g 00:13:46:E53CT72 B WRA-EAR 50% Infrastructure O
dif24s 00A7:9ACF96:0C B SHARED 54% Infrastructure O
dlink EC 00:0F:3D:30:90:0E B WPA-P Sk 50% Infrastructure O
default 00:55:19:06:2401 6 OFEN 52% Infrastructure O
SD1VAPBD 00:11:95:95:CA18 6 WPA-P Sk 52% Infrastructure O
¢ AN1VAPRL NA1TA5 45 CAIR R OPFM AM%  Infrastrichire ‘(; i)
11}

WIRELESS

Choose which Security Mode you want to use and click [
Next to continue.

Please select the wireless security mode,

Maone (%)
WEP O
wea O
w2 O

WIRELESS
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Section 3 - Configuration

If you choose WEP, enter the wireless security password EEEIESEEES
and click Next to complete the Setup Wizard.

Please enter the wireless security password to establish wireless connection.

Key Type:
Key Size:

WIRELESS

If you choose WPA, enterthe WPA Personal Passphrase [t Rises verdon : 1,00
and click Next to complete the Setup Wizard.
D-Link

Please enter the WPA personal passphrase to establish wireless connection.

WPA Personal Passphrace
(B to 63 characters)

WIRELESS
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If you choose WPA2, enter the WPA2 Personal

Passphrase and click Next to complete the Setup
Wizard.

Firrriw. sion ¢+ 1.00

Please enter the WPA2 personal passphrase to establish wireless connection.

WPAZ Personal Passphrase ¢
(8 to 63 characters)

The following screen opens to indicate that you have
successfully saved your new settings.

Firrry

Saving Changes,

WIRELESS
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Wireless Mode: Select Infrastructure to connect to a wireless (AP) Access

Site Survey:

Enable Wireless:

Wireless

Point, select Ad-hoc to connect to another bridge or wireless
station.

A function that looks for available wireless networks.
Tick the check box to enable the wireless function. If you do

not want to use wireless, uncheck the box to disable all the
wireless functions.

Wireless Network Service Set Identifier (SSID) is the name of your wireless

Name:

802.11 Band

802.11 Mode:

Enable Auto
Channel Scan:

Wireless Channel:

network. Create a name using up to 32 characters. The SSID
is case-sensitive.

The options include 2.4GHz, 5GHz, and 2.4GHz/5GHz. This
option is unavailable in Bridge Mode.

If all of the wireless devices in your wireless network can
connect in the same transmission mode, you can improve
performance slightly by choosing the appropriate “Only”
mode. If you have some devices that use a different
transmission mode, choose the appropriate “Mixed” mode.
This option is unavailable in Bridge Mode.

The Auto Channel Scan setting is used to allow the
DAP-1522 to choose the channel with the least amount of
interference.

This option is unavailable in Bridge Mode.

Indicates the channel setting for the DAP-1522. The Channel
can be changed to fit the channel setting for an existing
wireless network or to customize the wireless network. This
option is unavailable in Bridge Mode.

-I-IHIII

DAP-1522, | SETUP ADVANCED MAINTENANCE STATUS HELP

WIZARD
WIRELESS
NETWORK S

SETTINGS

Use this section to configure the wireless settings for your access point. Please note that
changes made on this section may also need to be duplicated on your Wireless Client.

[ Save Settings ] [ Don't Save Settings ]

Wireless Mode : Bridge Mode
Enable Wireless :
Wireless Network Name : |dink (Also caled the S51D)
802.11 Band : 2.4GHz 5GHz 2.4GHz/5GHz
802.11 Mode :
Enable Auto Channel Scan :
Wireless Channel :
Transmission Rate : (Mbitfs)
Channel Width :

Visibility Status : Visble *_ Invisible

WIRELESS SECURITY MODE

Security Mode : | Disable Wireless Security (not recommended) ||

WI-FI PROTECTED SETUP (ALSO CALLED WCHN 2.0 IN WINDOWS VISTA)
Enable :

Enable :
MACSoume:
MAC Address : l:ll:ll:ll:ll:ll:l

Port  MAC Address

Select the SSID which you
want your bridge to conne
to.

If you h.:w enabled

WIRELESS NETWORK SETTINGS =

WIRELESS
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Section 3 - Configuration

Transmission Rate: Select the transmit rate. It is strongly suggested to select Best (automatic) for best performance. This option is unavailable
in Bridge Mode.

Channel Width: Select the Channel Width:
Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.
20MHz - Select if you are not using any 802.11n wireless clients.

Visibisibility Status: This setting determines whether the DAP-1522 will continue to periodically broadcast its presence on the network. This option
is unavailable in Bridge Mode.

Security Mode: Refer to page 65 for more information regarding wireless security.

Enable: Enable the Wi-Fi Protected Setup feature.

Wireless MAC Cloning

Enabling this option allows the user to manually assign the source MAC address to forward packets. If not manually
assigned, the packet’s source MAC address field will be automatically selected as the DAP-1522’s MAC address.

MAC Address: Enter the desired MAC address connected to your DAP-1522 to enable the clone function.

Scan: Click the Scan button to search for all available devices connected to your DAP-1522’s Ethernet ports
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Section 3 - Configuration

Network Settings

Static

This section will allow you to change the local network settings of the bridge and to configure the Static settings.

LAN Connection Use the drop-down menu to select Static IP if your
Type: ISP assigned you the IP address, subnet mask, & » 21
gateway, and DNS server addresses. Select

Dynarmic IP (DHCP) to automatically assign an —

IP address to the computers on the LAN/private

network. wREEs

Access Point IP Enter the IP address assigned by your ISP.
Address:

Subnet Mask: Enter the Subnet Mask assigned by your ISP.
Default Gateway: Enter the Gateway assigned by your ISP.
Device Name: Enter the Device Name of the AP and click Next to
continue. It is recommended to change the Device

Name if there is more than one D-Link device within
the subnet.

Use this section to configure the internal netwaork settings of your access point and also to
configure the built-in DHCP Server to assign IP addresses to the computers on your network,
The IP Address that is configured here is the IP Address that you use to access the Web-based
management interface. If you change the IP Address here, you may need to adjust your PC's
network settings to access the network again.

[ Save Settings ][ Don't Save Settings ]

LAN SETTINGS

Lse this section to configure the internal network settings of your access point, The [P Address
that is configured here is the 1P Address that vou use to access the web-based management
interface. If you change the IP Address here, you may need to adjust your PC s network
settings to access the netwaork again,

LAN Connection Type : Statlc il
Access Point IP Address : m
Subnet Mask : 255 255.255,0

Default Gateway :

DEVICE NAME (NETBIOS NAME)

Device Name : |dinkap

Helpful Hints..
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Section 3 - Configuration

LAN Connection Select DHCP to automatically obtain an IP address
Type: on the LAN/private network.

continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

DHCP

METWOREK SETTINGS |

Use this section to configure the internal netwaork settings of your bridge and also to configure
the built-in DHCP Server to assign IP addresses to the computers on your netwark, The IP
Address that is configured here is the IP Address that you use to access the Web-based
managerment interface. If you change the IP Address here, you may need to adjust your PC's
netwark settings to access the network again.

[ Save Settings ] [ Don't Save Settings ]

LAN SETTINGS

Use this section to configure the internal network settings of your bridge. The [P Address that is
configured here is the IP Address that you use to access the Web-based management interface.
If you change the IP Address here, you may need to adjust your PC's network settings to access
the network again.

LAN Connection Type :

DEVICE NAME {NETBIDS NAME)

Device Name: |diinkap

WIRELESS
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Advanced
Advanced Wireless

Transmit Power: Set the transmit power of the antennas.

| AN

RTS Threshold: This value should remain at its default setting of

2436, It Inconsistent data flow 1s a problem, only 2 foi. s« R SRR v T IO

minor modification should be made. Helpral Hints
ADVANCED WIRELESS

If you are not famiiar with these Advanced Wireless settings, please read the help section

Fragmentation The fragmentation threshold, which is specified el e P A== e
Threshold: in bytes, determines whether packets will be ([ save settings ] [ Dertt save Settings ]
fragmented. Packets exceeding the 2346 byte P —————
setting will be fragmented before transmission. Transmit Power : 100% %]
2346 is the default setting. RTS Threshold : [2346 (range: 2562346, default2346)
Fragmentation Threshold : (range: 1500~2346, default:2346, even number only)
Short GI: Check this box to reduce the guard interval time Short GI :

therefore increasing the data capacity. However,
it is less reliable and may create higher data loss.
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Section 3 - Configuration

Tools
Admin

This page will allow you to change the Administrator password. Admin has read/write access.

Password: Enter a new password for the Administrator Login

Name. The administrator can make changestothe & b &

DAP-1522 SETUP ADYANCED MAINTENANCE S5TATUS “

settings.

Verify Password: Enter the same password that you entered in the
previous textbox in order to confirm its accuracy.

The ‘admin' accounts can access the managernent interface. The admin has read)fwrite access
and can change passwords,

By default there is no password configured. It i highly recormended that you create a
password to keep your access point secure.

[ Save Settings ][ Don't Save Settings ]

ADMIN PASSWORD

Please enter the same password into both boxes, for confirmation.

Password:
Verify Password :

Helpful Hints..
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Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system
clock. From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically
adjust the time when needed.

Time Zone: Select the Time Zone from the drop-down menu.
C1D~-LIN

Daylight Saving: To select Daylight Saving time manually, tick the

Enable Daylight Saving check box. Next use the

drop-down menu to select a Daylight Saving Offset e Helpful Hints.
and then enter a Start date and an end date fOI’ The Time Configuration option alows you to configure, update, and maintain the carrect time
. . . G on the internal systemn clock. From this section you can set the time zone that you are in and

dayl |ght SaV'ng t|me PN | et the NTP (Metwork Time Protocal) Server. Daylight Saving can also be configured to

Date and T_ me ] automatically adjust the time when needed.
ime.
. . . [ Save Settings ] Don't Save Sektings

To manually input the time, enter the values in these = .

fields for the Year, Month, Day, Hour, Minute, and TIME CONFIGURATION

Second and then click Save Settings. You can also e f(g:j_fﬁ?j; s e

click the Copy Your Computer’s Time Settings Enable Daylight Saving : [

button at the bottom of the screen. Daylight Saving Dffset :

Month  week  Day of Week Time
Daylight Saving Dates : poT crart

DST End

SET THE DATE AND TIME MANUALLY

Date And Time : vear Maonth |Jan v| Day |3 v|
Hour Minute [6  v| Second (21 w| [ v]

[ Copy Your Computer's Time Settings ]
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System

Save To Local Hard Use this option to save the current access point
Drive: configuration settings to a file on the hard disk of &y 2 111

DAP-1522 // SETUP ADYANCED MAINTENANCE STATUS HELP

the computer you are using. First, click the Save
button. You will then see a file dialog, where you can

select a location and file name for the settings. pr—
UE T:efSystemdSeftting section alows you hto reboot tpe fdevice, CIDrfresltore the acc_lulass point" to
Load From Local Use this option to load previously saved access [ St L e B L e G, RS
Hard Drlve: p0|nt Conﬁgu I'a'[i0n Set“ngs F| rSt, use the Browse il The cirrent sy;tem settig‘gs can bs ;avgd a5 a file lgnto Ithedlodcal hardhdrive. The saved file or
. . . . . any other saved setting file created by device can be uploaded into the unit.
control to find a previously save file of configuration !
settings. Then, click the Load button to transfer

those settings to the access point. ave To LocalHard Drve : (S cars ]

Configuration button,

Restore To Factory This option will restore all configuration settings Load From Local Hard Drive : | CBioes.. ]
Default: back to the settings that were in effect at the time [ femeCofoomntionrse |
the access point was shipped from the factory. Restore To Factory Defauit : [ FesersFadayoerals ]
Any settings that have not been saved will be lost, Restars al settings to the factery defauits
including any rules that you have created. If you Reboot The Device : [ FiearEeE ]
want to save the current access point configuration
settings, use the Save button above.

Rehoot The Device: Click to reboot the bridge.
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Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard
drive of the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link

support site for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard drive
from the D-Link support site.

Browse: After you have downloaded the new firmware, click
Browse to locate the firmware update on your
hard drive. Click Upload to complete the firmware

upgrade.

Up I Oad: Once lyou have a ﬁrmware Update on your CompUter’ Use the Firmmware section to install the latest firrmware code to improve functionalty and
use this option to browse for the file and then upload |E&EL CEUELEIES
the information into the brldge FIRMWARE [ savesettings | [ DontSave Settings |

FIRMWARE INFORMATION ch

Current Firmware Version : 1.00

Current Firmware Date : 11:44:01 01/23/2008

FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory
defaults. Before performing an upgrade, be sure to save the current configuration
from the Maintenance - Admin screen.

To upgrade the firmware, your PC must have a wired connection to the access point.
Enter the name of the firmware upgrade file, and click on the Upload button.

Upload : | |CBrowse.. )
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Status
Device Info

This page displays the current information for the DAP-1522. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware
version. D-Lin

LAN: Displays the MAC address and the private (local)
IP settings for the access point. _

DEVICE INFO

Wireless LAN: Displays the wireless MAC address and your

Al of your network connection detals are displayed on this page. The firmware version is also

wireless settings such as SSID and Channel. displayed here.

GENERAL

Firmware Version : 1.00 , 11:44:01 01/23/2008

Connection Type : Static IP
MAC Address : 00:1d:62:12:12:0f:9¢C
IP Address : 192,168.0,50
Subnet Mask : 255,255.255.0

Default Gateway :

WIRELESS LAN
wireless Radio : Enabled
Status : disconnected
MAC Address : 00:1d:6a2:12:12:0f.9c
Network Name(SSID) : dink
Channel : 1

Security Type : WPA-Auto- Persanal [ Auto

Wi-Fi Protected Setup :Enabled / Configured
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Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn’t enough
internal memory for all events, logs of older events are deleted but logs of the latest events are retained. The Logs
option allows you to view the access point logs. You can define what types of events you want to view and the level

of the events to view. This access point also has external Syslog Server support so you can send the log files to a
computer on your network that is running a Syslog utility

What to View: There are three types of logs that can be viewed: .
System Activity, Wireless Activity, and Notice. Tick |l

the corresponding check box for the type(s) that
you want displayed in the log.

DEVICE IMFC

view the logs. You can define the event levels to view,
Enable Tick this check box and enter a Log Server name
what to View : Systamn Activity wirgless Activity Hotice
Remote Log: or IP address to enable the remote log feature.
Enable Remote Log : [] Log Server / IP Address : I:l
Apply Log Click this button to immediately filter the log results (e og setings Now ]
Settings Now: so that only the selected options appear in the Log
Details section of this screen.
Time Priority Message
Refresh: Updates the log details on the screen so it displays v e e
any recent activity Uptime 0 day 09:55:29 [Wireless JInitiate Wireless success
" Uptime 0 day 09:55:38 [wireless1Stop Wireless success
Uptime 0 day 09:32:23 [S¥SaCT web login success from 192.168.0.5
- Clears all of the log contents. 52:::223:: = E\i‘:i?;:;lrii::: Wi e
ear: g

Uptime 0 day 09:32:05 [wireless ]Stop wWireless success
Uptime 0 day 09:30:05 [S¥SaCT web login success from 192.168.0.5

Sa"e Log: ThlS 0pt|0n Wl” Save the acceSS pomt to a Iog f||e Uptime 0 day 09:27:59 [S¥SAaCT Iweb logout from 192.168.0.5

on your computer.
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Help

mrasniil,

DAP-1522 SETUP ADYANCED MAINTENANCE STATUS | HELP |

SETUP

Setup Help
ADYAMCED o WIZARD
_— o WIRELESS
MAIMTEMAMNCE o Metwork: Settings
STATLS

Advanced Help

o Advanced Wireless

Maintenance Help
s Admin
o Time
« Systermn
» Fitrnware

Status Help
¢ Device Info
e L0Q
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Wireless Security

This section will show you the different levels of security you can use to protect your data from intruders. The
DAP-1522 offers the following types of security:

* WPA2 (Wi-Fi Protected Access 2) * WPA2-PSK (Pre-Shared Key)
* WPA (Wi-Fi Protected Access) * WPA-PSK (Pre-Shared Key)
* WEP (Wired Equivalent Privacy)

What is WEP?

WEP stands for Wired Equivalent Privacy. It is based on the IEEE 802.11 standard and uses the RC4 encryption

algorithm. WEP provides security by encrypting data over your wireless network so that it is protected as it is transmitted
from one wireless device to another.

To gain access to a WEP network, you must know the key. The key is a string of characters that you create. When
using WEP, you must determine the level of encryption. The type of encryption determines the key length. 128-bit
encryption requires a longer key than 64-bit encryption. Keys are defined by entering in a string in HEX (hexadecimal
- using characters 0-9, A-F) or ASCII (American Standard Code for Information Interchange — alphanumeric characters)
format. ASCII format is provided so you can enter a string that is easier to remember. The ASCII string is converted to
HEX for use over the network. Four keys can be defined so that you can change keys easily.
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What is WPA?

WPA, or Wi-Fi Protected Access, is a Wi-Fi standard that was designed to improve the security features of WEP (Wired
Equivalent Privacy).

The 2 major improvements over WEP:

* Improved data encryption through the Temporal Key Integrity Protocol (TKIP). TKIP scrambles the keys
using a hashing algorithm and, by adding an integrity-checking feature, ensures that the keys haven'’t
been tampered with. WPA2 is based on 802.11i and uses Advanced Encryption Standard (AES) instead
of TKIP.

» User authentication, which is generally missing in WEP, through the extensible authentication protocol
(EAP). WEP regulates access to a wireless network based on a computer’'s hardware-specific MAC
address, which is relatively simple to be sniffed out and stolen. EAP is built on a more secure public-key
encryption system to ensure that only authorized network users can access the network.

WPA-PSK/WPA2-PSK uses a passphrase or key to authenticate your wireless connection. The key is an alpha-numeric
password between 8 and 63 characters long. The password can include symbols (17*&_) and spaces. This key must
be the exact same key entered on your wireless bridge or access point.

WPA/WPA2 incorporates user authentication through the Extensible Authentication Protocol (EAP). EAP is built on a
more secure public key encryption system to ensure that only authorized network users can access the network.
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Configure WEP in AP Mode

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1. Log into the web-based configuration by opening a web browser and entering the IP address of the access point
(192.168.0.50). Click on Setup and then click Wireless Settings on the left side.

2. Next to Security Mode in the Wireless Security Mode

section, select WEP.

Security Mode : | WEP v
3.Nextto WEP Key Lengthinthe WEP section, selectboththetype | EZ
of input (hexidecimal or ASCII) and the level of encryption (64- WEP Key Length : [64Bit (10 hex digits) v
bitor 128-bit). Hex - (recommended) Letters A-F and numbers 0-9 | WEPKey walue:
are Va”d_ Verify WEP Key value :

Default WEP Key : |\WEPEKey 1 |+
Authentication :

4. Next to Default WEP Key and the first selection on the
drop-down menu, WEP Key 1. Enter a WEP key that you create in the WEP Key value and Verify WEP Key value
fields. Make sure you enter this key exactly on all your wireless devices. You may enter up to 4 different keys using
the Default WEP Key drop-down menu.

5. Next to Authentication, select Open or Shared Key.
6. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a

wireless adapter, you will lose connectivity until you enable WEP on your adapter and enter the same WEP key as
you did on the access point.
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Configure WPA-Personal (PSK) in AP Mode

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1. Log into the web-based configuration by opening a web browser
and entering the IP address of the access point (192.168.0.50).
Click on Setup and then click Wireless Settings on the left
side.

WIRELESS SECURITY MODE

Security Mode : | WPA-Personal v

WPA Mode : | suto (WPA o WRAZ) v
Cipher Type : | TKIP -

2. Next to Security Mode in the Wireless Security Mode section,
select WPA-Personal.

Group Key Update Interval : |1300 (seconds)

PRE-SHARED KEY

3. Next to WPA Mode in the WPA section, select Auto (WPA or Passphrase :
WPA2), WPA2 Only, or WPA Only. Use Auto if you have
wireless clients using both WPA and WPAZ2.

4. Next to Cipher Type, select TKIP, AES, or TKIP and AES.

5. Next to Group Key Update Interval, enter the amount of time before the group key used for broadcast and multicast
data is changed.

6. Next to the Pre-Shared Key section, enter a key in the Passphrase field. The key is entered as a passphrase in ASCII
format at both ends of the wireless connection. The passphrase must be between 8-63 characters.

7. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a
wireless adapter, you will lose connectivity until you enable WPA-PSK on your adapter and enter the same passphrase
as you did on the access point.

(o0
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Configure WPA-Enterprise (RADIUS) in AP Mode

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption

due to the added overhead.

1. Log into the web-based configuration by opening a web browser
and entering the IP address of the access point (192.168.0.50).
Click on Setup and then click Wireless Settings on the left
side.

2. Next to Security Mode in the Wireless Security Mode section,
select WPA-Enterprise.

3. Next to WPA Mode in the WPA section, select Auto (WPA or
WPA2), WPA2 Only, or WPA Only. Use Auto if you have
wireless clients using both WPA and WPAZ2.

4. Next to Cipher Type, select TKIP, AES, or TKIP and AES

WIRELESS SECURITY MODE

Security Mode : | WPA-Enterprise -

WPA Mode : | Auto (WPA or WRAZY v
Cipher Type : | TKIP v
Group Key Update Interval : |1300 (seconds)

EAP (8D2.1X)

RADIUS Server IP Address :
RADIUS Server Port @ (1812
RADIUS Server Shared Secret :

5. Next to Group Key Update Interval, enter the amount of time before the group key used for broadcast and multicast

data is changed.

6. Next to RADIUS Server IP Address in the EAP (802.1X) section, enter the IP Address of your RADIUS server.

7.Next to RADIUS Server Port, enter the port you are using with your RADIUS server. 1812 is the default port.

8. Next to RADIUS Server Shared Secret, enter the security key.

9. Click Save Settings at the top of the window to save your settings.
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Configure WEP in Bridge Mode

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1.Log into the web-based configuration by opening a web browser and entering the IP address of the bridge
(192.168.0.50). Click on Setup and then click Wireless Settings on the left side.

2. Next to Security Mode in the Wireless Security Mode

i Security Mode : |WEP w
section, select WEP.
wep |
3.Nextto WEP Key Lengthinthe WEP section, selectboth the type WEP Key Length : |64t (10bex dits) 8

WEP Key value :
Verify WEP Key value :

of input (hexidecimal or ASCII) and the level of encryption (64-
bitor 128-bit). Hex - (recommended) Letters A-F and numbers 0-9 Default WEP Key : [WEr Koy 1 19
are valid. Authentication :

4. Next to Default WEP Key and the first selection on the drop-down menu, WEP Key 1. Enter a WEP key that you
create in the WEP Key value and Verify WEP Key value fields. Make sure you enter this key exactly on all your
wireless devices. You may enter up to 4 different keys using the Default WEP Key drop-down menu.

5. Next to Authentication, select Open or Shared Key.
6. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a

wireless adapter, you will lose connectivity until you enable WEP on your adapter and enter the same WEP key as
you did on the access point.
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Configure WPA-Personal (PSK) in Bridge Mode

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1. Log into the web-based configuration by opening a web browser e -———
and entering the IP address of the bridge (192.168.0.50). Click Security Mode : [Wpa-Persond 3
on Setup and then click Wireless Settings on the left side.

WPA Mode : | Auto (WPS ar WRAZ) v

2. Next to Security Mode in the Wireless Security Mode section, Cipher Type : [T =
select WPA-Personal. Group Key Update Interval : (seconds)

PRE-SHARED KEY

Passphrase :

3. Next to WPA Mode in the WPA section, select Auto (WPA or
WPA2), WPA2 Only, or WPA Only. Use Auto if you have
wireless clients using both WPA and WPA2.

4. Next to Cipher Type, select TKIP, AES, or TKIP and AES.

5. Next to Group Key Update Interval, enter the amount of time before the group key used for broadcast and multicast
data is changed.

6. Next to the Pre-Shared Key section, enter a key in the Passphrase field. The key is entered as a passphrase in ASCII
format at both ends of the wireless connection. The passphrase must be between 8-63 characters.

7. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a
wireless adapter, you will lose connectivity until you enable WPA-PSK on your adapter and enter the same passphrase
as you did on the access point.
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Connect to a Wireless Network
Using Windows® XP

Windows® XP users may use the built-in wireless utility (Zero Configuration Utility). The following instructions are for
Service Pack 2 users. If you are using another company’s utility or Windows® 2000, please refer to the user manual
of your wireless adapter for help with connecting to a wireless network. Most utilities will have a “site survey” option
similar to the Windows® XP utility as seen below.

If you receive the Wireless Networks Detected bubble, click :” W"’E'E‘S%"f‘"'""':s d:“m%‘d N
. NE Or MOre WIreless NETWOrks are in range o IS CoOmpuUter.,
on the center of the bubble to access the utility. Ta see the list and cannect, cick this message
or

Right-click on the wireless computer icon in your system tray Change Windows Firewal settings
(lower-right corner next to the time). Select View Available Open Network Connections
Wireless Networks. Repair

Yiew Available Wireless Networks

" Wireless Network Connection 6
Network Tasks Choose a wireless network
The utility will display any available wireless networks in your PRETSRTR P ———
area. Click on a network (displayed using the SSID) and click @ *
the connect button. (( J) :Zs;t“u:dwwrelessnetwmrk l[l[lﬂu
(E Unsecured wireless network l[l[l[lu

If you get a good signal but cannot access the Internet, N e

check you TCP/IP settings for your wireless adapter. Refer
to the Networking Basics section in this manual for more
information.

@ Security-enabled wireless network
This network requires a network key. If you want to connect to this

network, dick Connect.

((?J) v
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Configure WEP

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP key being used.

1. Open the Windows® XP Wireless Utility by right-clicking Change Windons Firenal settings
on the wireless computer icon in your system tray Cpen Network Connections
(lower-right corner of screen). Select View Available Repair

Wireless Networks. Yiew Available Wireless Networks

") Wireless Network Connection 6 E'

Hetwork Tagi Choose a wireless network
g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more
information,
N gat irel twork Test e
=2 f a home or small offce (“[r)
Unsecured wireless network l[l[l[lﬂ
. . . . default
2. Highlight the wireless network (SSID) you would like to Related Tasks (g '
. i L bout wirel Unsecured wireless network ln[l[l
connect to and click Connect. Y eorkng —
Change the order of ﬁ . =
preferred networks 't Security-enabled wireless network lluuu

testl

%ﬁ- Change advanced
settings
ﬁ Security-enabled wireless network

This network requires a network key. If you want to connect to this
network, dick Connect.

((ﬁ:) )

[£3
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3. The Wireless Network Connection box will appear. Enter the Wireless Network Connection X
same WEP key that is on your access point and click Connect.

The network 'testl’ requires a network key (also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this netwark.

It may take 20-30 seconds to connect to the wireless network. If the B
connection fails, please verify that the WEP settings are correct. s |

The WEP key must be exactly the same as on the wireless access
pOInt Connect l [ Cancel
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Configure WPA-PSK

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP key being used.

1. Open the Windows® XP Wireless Utility by right-clicking Change WWindars Firenal settngs
on the wireless computer icon in your system tray Open Network Connections
(lower-right corner of screen). Select View Available Repair

Wireless Networks Yiew Available Wireless Networks

") Wireless Network Connection 6 E'

P Choose a wireless network
g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more
information,
< gat = Dnic Test L]
TR e (‘ﬁ’)
Unsecured wireless network l[l[l[lﬂ
. . . . default
2. Highlight the wireless network (SSID) you would like to Related Tasks 4 R !
. i) L bout wirel Unsecured wireless network Iﬂl]l]
connect to and click Connect. Y ety e —
Change the order of ﬁ . =
preferred networks 't Security-enabled wireless network lluuu

test1

(3» Change advanced
settings

ﬁ Security-enabled wireless network

This network requires a network key. If you want to connect to this

network, dick Connect.

@

£
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3. The Wireless Network Connection box will appear. Enter the Wireless Network Connection X
WPA-PSK passphrase and click Connect. -

The network 'testl’ requires a network key (also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this netwark.

It may take 20-30 seconds to connect to the wireless network. If the Type the key, and then dick Connect.
connection fails, please verify that the WPA-PSK settings are correct. Network key: |

The WPA-PSK passphrase must be exactly the same as on the
wireless access point. Comect ] [ concs
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Connect to a Wireless Network
Using Windows® Vista

Windows® Vista users may use the convenient, built-in wireless utility. Follow these instructions:

From the Start menu, go to Control Panel, and then click on
Network and Sharing Center.

The utility will display any available wireless networks in your
area. Click on a network (displayed using the SSID) under
Select a network to connect to and then click the Connect
button.

J|ZE + Control Panel » Network and Sharing Center

Network and Sharing Center

View computers and devices

View full map
A W _ .« @
o ]
]
- Multiple networks Intermet
(This computer)
L4 D-Link (Public network) Custom
Access Local anly
Canrme tn Wireless Netwerk Connec tion 2 (D-Link) Vimws ctatise
il Siqnal strength: Exeellent Disconnec t
A4 Unidentified network (Public network) Custom:
Access Lecal anly
Connection Lacal Area Connection w statu
% Sharing and Discovery
Metwork discovery @ On 162
-t Optinns File sharing @ on (3]
Windows Firewsll Pubhc folder sharing o Off (]

Select a network to connect to

Show [Al =

Unzecure d networlk

&;, D-Link

== Name: D-Link

Signal Strength: Excellent
Security Type: Unsecured
Radio Type: 802.11g
SSI0: D-Link

Set up a connection or network
1 Open Network and Sharing Center
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Click Connect Anyway to continue.

The utility will display the following window to indicate a
connection is being made.

The final window indicates the establishment of a successful
connection.

The next two pages display the windows used to connect to
either a WEP or a WPA-PSK wireless network.

D-Link is an unsecured network

\‘E Infarmation sent over this netwark might he visible te others,

4!

<+ Connect to a different network

[ cancer ]
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Configure WEP

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP key being used.

Click on a network (displayed using the SSID) using WEP
under Select a network to connect to and then click the
Connect button.

Enter the appropriate security key or passphrase in the field
provided and then click the Connect button.

Type the network security key or passphrase for D-Link

The person who setup the network can give you the key or passphrase.

= ¥ you have a USE flash drive with network settings for D-Link, insert it now.
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Configure WPA-PSK

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP key being used.

Click on a network (displayed using the SSID) using WPA-
PSK under Select a network to connect to and then click the

Connect button.

Enter the appropriate security key or passphrase in the field
provided and then click the Connect button.

Select a network to connect ta

Show [l -

=]

! 5- D-Link Secunty-enabled network

U\

Type the network security key or passphrase for D-Link

The person who setup the network can give you the key or passphrase.

[ Display characters

£ Hyouhavea USB flash drive with network settings for D-Link, insert it now.
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and operation of the DAP-1522.
Read the following descriptions if you are having problems. (The examples below are illustrated in Windows® XP. If
you have a different operating system, the screenshots on your computer will look similar to the following examples.)

1. Why can’t | access the web-based configuration utility?

When entering the IP address of the D-Link access point (192.168.0.50 for example), you are not connecting to a
website on the Internet or have to be connected to the Internet. The device has the utility built-in to a ROM chip in the
device itself. Your computer must be on the same IP subnet to connect to the web-based utility.

* Make sure you have an updated Java-enabled web browser. We recommend the following:

* Internet Explorer 6.0 or higher

* Netscape 8 or higher

* Mozilla 1.7.12 (5.0) or higher

* Opera 8.5 or higher

* Safari 1.2 or higher (with Java 1.3.1 or higher)
e Camino 0.8.4 or higher

* Firefox 1.5 or higher

* Verify physical connectivity by checking for solid link lights on the device. If you do not get a solid link light, try using
a different cable or connect to a different port on the device if possible. If the computer is turned off, the link light may
not be on.

* Disable any internet security software running on the computer. Software firewalls such as Zone Alarm, Black Ice,
Sygate, Norton Personal Firewall, and Windows® XP firewall may block access to the configuration pages. Check the
help files included with your firewall software for more information on disabling or configuring it.
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* Configure your Internet settings:

* Go to Start > Settings > Control Panel. Double-click the Internet Options Icon. From the Security tab,
click the button to restore the settings to their defaults.

* Click the Connection tab and set the dial-up option to Never Dial a Connection. Click the LAN Settings
button. Make sure nothing is checked. Click OK.

* Go to the Advanced tab and click the button to restore these settings to their defaults. Click OK three
times.

* Close your web browser (if open) and open it.

* Access the web management. Open your web browser and enter the IP address of your D-Link access point in the
address bar. This should open the login page for your the web management.

* |f you still cannot access the configuration, unplug the power to the access point for 10 seconds and plug back in.
Wait about 30 seconds and try accessing the configuration. If you have multiple computers, try connecting using a
different computer.

2. What can | do if | forgot my password?

If you forgot your password, you must reset your access point. Unfortunately this process will change all your settings
back to the factory defaults.

To reset the access point, locate the reset button (hole) on the rear panel of the unit. With the access point powered
on, use a paperclip to hold the button down for 10 seconds. Release the button and the access point will go through
its reboot process. Wait about 30 seconds to access the access point. The default IP address is 192.168.0.1. When
logging in, the username is admin and leave the password box empty.
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3. Why can’t | connect to certain sites or send and receive emails when connecting through my access
point?

If you are having a problem sending or receiving email, or connecting to secure sites such as eBay, banking sites, and
Hotmail, we suggest lowering the MTU in increments of ten (Ex. 1492, 1482, 1472, etc).

Note: AOL DSL+ users must use MTU of 1400.

To find the proper MTU Size, you’ll have to do a special ping of the destination you’re trying to go to. A destination
could be another computer, or a URL.

* Click on Start and then click Run.

* Windows® 95, 98, and Me users type in command (Windows® NT, 2000, and XP users type in cmd) and
press Enter (or click OK).

* Once the window opens, you’ll need to do a special ping. Use the following syntax:

C:~>ping yahoo.com —F -1 1482
ping [url] [-f] [-]] [MTU value] Pinging yahoo.com [66.94.234.131 with 1482 bytes of data:

Packet needs to be fragmented but set.
needs to be fragmented but set.
needs to be fragmented but set.
needs to be fragmented but set.

Ping statistics for 66.94.234.13:
Packets: Sent = 4. Recedived = B, Lost = 4 (188x loss>.
Approximate round trip times in milli—seconds:

Example ping yahoo.com _f _I 1472 Hinimum = Bms,. Maximum = Bns. Average = Bms

C:~>ping yahoo.com —F -1 1472

Finging yahoo.com [66.94.234.131 with 1472 bytes of data:

66.94.234.13: bytes=1472 time=93ms TIL=52
66.94.234.13: bytes=1472 time=18%9ms TTL=52
66.94.234.13: bytes=1472 time=120ms TTL=52
Reply from 66.94.234_.13: bytes=1472 time=283ms TTL=5%2

Ping statistics for 66.94.234.13:

Packets: Sent = 4. Received = 4, Lost = B (Bx loss),.
Approximate round trip times in milli—seconds:

Minimum = ?3mz, Maximum = 2B83mz. Average = 132ms

Gz
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You should start at 1472 and work your way down by 10 each time. Once you get a reply, go up by 2 until you get a
fragmented packet. Take that value and add 28 to the value to account for the various TCP/IP headers. For example,
lets say that 1452 was the proper value, the actual MTU size would be 1480, which is the optimum for the network

we’re working with (1452+28=1480).

Once you find your MTU, you can now configure your access point with the proper MTU size.

To change the MTU rate on your access point follow the steps below:
* Open your browser, enter the IP address of your access point (192.168.0.50) and click OK.

» Enter your username (admin) and password (blank by default). Click OK to enter the web configuration
page for the device.

* Click on Setup and then click Manual Configure.
* To change the MTU enter the number in the MTU field and click Save Settings to save your settings.

» Test your email. If changing the MTU does not resolve the problem, continue changing the MTU in
increments of ten.
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Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and compatible high-speed wireless
connectivity within your home, business or public access wireless networks. Strictly adhering to the IEEE standard,
the D-Link wireless family of products will allow you to securely access the data you want, when and where you want
it. You will be able to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and receives data with radio signals
instead of wires. Wireless LANs are used increasingly in both home and office environments, and public areas such
as airports, coffee shops and universities. Innovative ways to utilize WLAN technology are helping people to work and
communicate more efficiently. Increased mobility and the absence of cabling and other fixed infrastructure have proven
to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless adapter cards used on laptop
and desktop systems support the same protocols as Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a conventional Ethernet LAN in
order to use servers, printers or an Internet connection supplied through the wired LAN. A Wireless Access pointis a
device used to provide this link.
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What is Wireless?

Wireless or Wi-Fi technology is another way of connecting your computer to the network without using wires. Wi-Fi
uses radio frequency to connect wirelessly, so you have the freedom to connect computers anywhere in your home
or office network.

Why D-Link Wireless?

D-Link is the worldwide leader and award winning designer, developer, and manufacturer of networking products.
D-Link delivers the performance you need at a price you can afford. D-Link has all the products you need to build your
network.

How does wireless work?

Wireless works similar to how cordless phone work, through radio signals to transmit data from one point A to point
B. But wireless technology has restrictions as to how you can access the network. You must be within the wireless
network range area to be able to connect your computer. There are two different types of wireless networks Wireless
Local Area Network (WLAN), and Wireless Personal Area Network (WPAN).

Wireless Local Area Network (WLAN)

In a wireless local area network, a device called an Access Point (AP) connects computers to the network. The access
point has a small antenna attached to it, which allows it to transmit data back and forth over radio signals. With an
indoor access point as seen in the picture, the signal can travel up to 300 feet. With an outdoor access point the signal
can reach out up to 30 miles to serve places like manufacturing plants, industrial locations, college and high school
campuses, airports, golf courses, and many other outdoor venues.

D-Link DAP-1522 User Manual 86



Appendix A - Wireless Basics

Wireless Personal Area Network (WPAN)

Bluetooth is the industry standard wireless technology used for WPAN. Bluetooth devices in WPAN operate in a range
up to 30 feet away.

Compared to WLAN the speed and wireless operation range are both less than WLAN, but in return it doesn’t use
nearly as much power which makes it ideal for personal devices, such as mobile phones, PDAs, headphones, laptops,
speakers, and other devices that operate on batteries.

Who uses wireless?

Wireless technology as become so popular in recent years that almost everyone is using it, whether it’s for home,
office, business, D-Link has a wireless solution for it.

Home
* Gives everyone at home broadband access
* Surf the web, check email, instant message, and etc
* Gets rid of the cables around the house
* Simple and easy to use

Small Office and Home Office
* Stay on top of everything at home as you would at office
* Remotely access your office network from home
* Share Internet connection and printer with multiple computers
* No need to dedicate office space
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Where is wireless used?

Wireless technology is expanding everywhere not just at home or office. People like the freedom of mobility and it’s
becoming so popular that more and more public facilities now provide wireless access to attract people. The wireless
connection in public places is usually called “hotspots”.

Using a D-Link Cardbus Adapter with your laptop, you can access the hotspot to connect to Internet from remote
locations like: Airports, Hotels, Coffee Shops, Libraries, Restaurants, and Convention Centers.

Wireless network is easy to setup, but if you’re installing it for the first time it could be quite a task not knowing where to

start. That's why we’ve put together a few setup steps and tips to help you through the process of setting up a wireless
network.

Tips

Here are a few things to keep in mind, when you install a wireless network.

Centralize your access point or Access Point

Make sure you place the bridge/access point in a centralized location within your network for the best performance. Try
to place the bridge/access point as high as possible in the room, so the signal gets dispersed throughout your home.
If you have a two-story home, you may need a repeater to boost the signal to extend the range.

Eliminate Interference

Place home appliances such as cordless telephones, microwaves, and televisions as far away as possible from the

bridge/access point. This would significantly reduce any interference that the appliances might cause since they operate
on same frequency.
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Security

Don’t let you next-door neighbors or intruders connect to your wireless network. Secure your wireless network by
turning on the WPA or WEP security feature on the access point. Refer to product manual for detail information on

how to set it up.
Wireless Modes

There are basically two modes of networking:

e Infrastructure — All wireless clients will connect to an access point or wireless bridge.

» Ad-Hoc — Directly connecting to another computer, for peer-to-peer communication, using wireless network
adapters on each computer, such as two or more DAP-1522 wireless network Cardbus adapters.

An Infrastructure network contains an Access Point or wireless bridge. All the wireless devices, or clients, will connect
to the wireless bridge or access point.

An Ad-Hoc network contains only clients, such as laptops with wireless cardbus adapters. All the adapters must be in
Ad-Hoc mode to communicate.
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Networking Basics

Check your IP address

After you install your new D-Link adapter, by default, the TCP/IP settings should be set to obtain an IP address from
a DHCP server (i.e. wireless router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type emd and click OK.

o (G YWINDOWS\system 32'cmd. exe
At the prompt, type ipconﬁg and press Enter. Microsoft Windows XP [Uersion 5.1.2600]

(C>» GCopyright 1985-28P1 Microsoft Corp.

This will display the IP address, subnet mask, and ISR E It

the default gateway of your adapter. [indous 1P Gonfiguration

Ethernet adapter Local Area Connection:
If the address is 0.0.0.0, check your adapter A U T I
installation, security settings, and the settings Pefault Gateway ;

C:“Documents and Settings>_

on your access point. Some firewall software
programs may block a DHCP request on newly
installed adapters.

If you are connecting to a wireless network at a hotspot (e.g. hotel, coffee shop, airport), please contact an employee
or administrator to verify their wireless network settings.
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Statically Assign an IP address

If you are not using a DHCP capable gateway/access point, or you need to assign a static IP address, please follow
the steps below:

Step 1
Windows® XP - Click on Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click My Network Places > Properties.

Step 2
Right-click on the Local Area Connection which represents your D-Link network adapter and select Properties.

Step 3
Highlight Internet Protocol (TCP/IP) and click Properties.

Step 4
Click Use the following IP address and enter an IP address that is on the same subnet as your network or the LAN
IP address on your access point. :

Internet Protocol (TCP/IP) Properties

Example: If the access point’s LAN IP address is 192.168.0.1, make your IP address Yo can at P ctings ssianed ol you el suats
192.168.0.X where X is a number between 2 and 99. Make sure that the number | """
you choose is not in use on the network. Set Default Gateway the same as the LAN | o s s

IP address of your access point (192.168.0.1). B EEAT TR

Set Primary DNS the same as the LAN IP address of your access point (192.168.0.1). | Y =

The Secondary DNS is not needed or you may enter a DNS server from your B

ISP. R
Step 5 Advance d...
Click OK twice to save your settings.
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Technical Specifications

Standards
e |[EEE 802.11n (draft)
e |EEE 802.11a
« IEEE 802.11g
e |EEE 802.11b
e |EEE 802.3
e |EEE 802.3u

Security
* WPA-Personal
* WPA2-Personal
* WPA-Enterprise
* WPA2-Enterprise
* 64/128-bit WEP

Wireless Signal Rates'

* 300Mbps * 108Mbps
*54Mbps  * 48Mbps
*36Mbps ¢ 24Mbps
*18Mbps ¢ 12Mbps
*11Mbps ¢ 9Mbps

* 6Mbps * 5.5Mbps
* 2Mbps * 1Mbps

Maximum Operating Voltage
3.3V

Maximum Power Consumption
1435 mA

"Maximum wireless signal rate derived from IEEE Standard 802.11g, 802.11a and Draft 802.11n specifications. Actual data throughput will vary. Network conditions
and environmental factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate.

Environmental conditions will adversely affect wireless signal range.
2Range varies depending on country’s regulation.
SThe DAP-1522 doesn’t include 5.25-5.35GHz & 5.47~5.725GHz.

Modulation
¢ 11b: DQPSK, DBPSK and CCK
* 11a/g: BPSK, QPSK, 16QAM, 64QAM, OFDM
¢ 11n: BPSK, QPSK, 16QAM, 64QAM, OFDM, MCS

Frequency Range?
* 2.4GHz to 2.483GHz * 5.15GHz~5.825GHZz?

LEDs
* Power * Bridge
* AP * LAN

Operating Temperature
32°F to 104°F ( 0°C to 40°C)

Humidity
90% maximum (non-condensing)

Safety & Emissions

*FCC *CE
eIC e C-Tick
e CSA

Dimensions

e | =575 inches
* W =4.5 inches
*H =1.25 inches
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