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DAP-2590 D-View Module Release Notes  
Firmware: v1.13
Hardware: B1
D-View Module:v1.13
Date: 10/03/12
Problems Resolved: 
1. MAC Address in Device Info. Displays through retrieving data in MIB instead of being calculated.
2. Log setting: input log server, save and active, but in syslog service manager, it can not receive information.
3. LAN: input gateway first, save it, then del it, click save, it did not take effect.
4. Filter: in this page, the refresh time is so long.
5. AP Array: change ap array from enable to disable, the button of scan should be gray.
6. Traffic manager: edit operation will cause losing data.
7. Schedule: add same mssid item, the module will abnormal.
8. IPV6+MSSID: enable ipv6, in mssid, set security to wpa-eap or 802.1x, the item of radius server should be gray and show external.
9. Log setting: set email notification, click save, it will pop warning message.
10. Traffic manager: in this page, please change the warning message.
11. AP Array: modify the function of scan follow web.
12. Filter: in web, add mac address into mssid, but in module, the mac will show in primary ssid table.
13. Wireless: set ap mode to wireless client, click save, open page again, this page will show wrong.
14. Filter: the item of wireless band should be gray.
15. Client info: connecation with share key, in module, it will show wep.
16. MSSID: primary ssid is share key, enable mssid, it should be pop a warning message.
17. Traffic manager: add traffic manager rule, add uplink speed only, then click delete, it didn't take effect..
18. Administrator settings: in login setting, input password, click save, it didn't take effect.
19. Wireless: set authentication to 802.1x, the item of channel width should gray and show 20MHz.
20. Wireless: mac source is auto, the button of scan should be gray.
21. MSSID: in wireless, set authentication to wap-eap, enable accounting mode, then enable mssid, the accounting should be gray all the same.
22. Filter: modify the filter
23. Log settings: input valid characters in user name, it will pop warning message.
24. . Log settings: input password and confirm password, click save, the confirm password will disappear.
25. . AP Array: input valid characters in ap array name, it will pop warning message.
26. . Wireless: the passphrase will show wrong sometimes.
27. Wireless: set authentication to wpa-eap or 802.1x, input 64 characters in secret, the module will hang.
28. In web, disable ipv6, in device information, it did not show the information of ipv6. enable ipv6, please add the item of IPV6 DNS in module, as in web.
29. Wireless: set ap mode to wireless client, choose one item, the ssid and channel can not change.
30. Filter: set ap mode to wireless client, in filter, click add, it will pop wrong message.
31. Primary ssid's authentication is Share key, in multi-ssid, it will show wong.
32. Performance: in this page, click save, it will show set error, and the settings can not take effect.
33. Wireless: set ap mode to wireless client, enable wireless mac clone, set mac source to manual, after save, it will show auto too.
34. Firmware upload: remove the function of update ssl, follow web.
35. MSSID: in mssid, set wmm disable, it will show enable all the same. this item can not disable.
36. MSSID: set mssid's security to wap-eap, radius server to external, click add, the device will hang.
37. MSSID: set mssid's security to 802.1x, radius server to internal, then change the value of key update interval, click add, it can not take effect.
38. MSSID: set primary ssid's authentication to WAP-EAP, in mssid, it will show wrong.
39. MSSID: in mssid table, the encryption will show null.
40. Schedule: input the invalid time, it should pop warning message sometimes.
41. Schedule: input invalid time frame, in should pop warning message.
42. Schedule: add one item, the "add schedule rule" should be refresh.
43. AP Array: enable AP array, del ap array name, click save, it should pop warning message.
44. Internal RADIUS Server: edit radius account, click save, the "add radius account" should be empty.
45. Traffic control: in QoS, the port range is wrong.
46. Traffic manager: add rule, not input name, it should pop warning message.
47. Traffic manager: the item of name support 15 characters.
48. Traffic manager: please limit the client MAC.
49. Traffic manager: the function of delete work abnormal.
50. Traffic manager: add rules, the client IP and client MAC will show wrong.
51. Traffic control and wds: set ap mode to wds( or wds with ap), in Uplink and Downlink Setting, the wds will gray all the same.
52. Administrator settings: the item of ping control. in module, it will show disable, but in web, it will show enable. in module, it is enable, but in web, it's disable.
53. Administrator settings: the item of password should support 64 characters.
54. Filter: access control is accept, add mac of current client information, the access control should change to reject.
55. Client infor: station connect AP with open system, it will show 11
56. Client info: station connect ap with 802.1x, the authentication will show dot1x.
57. Device info: the item of location can not show integrity.
58. wireless: set cipher type to tkip, the item of channel width should be gray and show 20MHz.
59. AP Array: add the function of Synchronized Parameters.
60. AP Array: change Discsonnect to Disconnect.
61. WDS Info: the authentication is opensystem, but in wds info, it will show 11.
Enhancements: 
---------------------- END ----------------------
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