DWL-G700AP Firmware Release Note  

Firmware: v2.30.b02

Hardware: B1/B2G

Date: May 28, 2008

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x 10e9

Problems Resolved:
1. Fix bug : When setting to AP Client mode, it will become Repeater mode.

Firmware: v2.30.b01

Hardware: B1/B2G

Date: May 21, 2008

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x c1a5

Problems Resolved:
1. Disable DCC.

2. Add AP Client mode with assigned MAC.
Firmware: v2.13.b06

Hardware: B1/B2G

Date: July 24, 2007

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x 40a8
Problems Resolved:
1. Fix Bug : Because the APUT cannot be configured the RADIUS server key using 64 character string .
Firmware: v2.13.b05

Hardware: B1/B2G

Date: July 19, 2007

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x 14ea
Problems Resolved:
1. After WEP Enabled is unable to Disable the WEP by DCC.
Firmware: v2.13.b04

Hardware: B1/B2G

Date: July 12, 2007

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x ec07
Problems Resolved:
1. Add DCC.

Firmware: v2.12.b03(for EU)

Hardware: B1/B2G

Date: Mar 26, 2007

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x 7dcc
Problems Resolved:
1. When the LAN IP is set to “Dynamic IP Address”, don’t check the gateway setting.

Firmware: v2.12.b02(for EU)

Hardware: B1/B2G

Date: Mar 23, 2007

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x 412b
Problems Resolved:
1. After enable the DHCP server, it can’t set DHCP disabled.

2. When the lan setting is set to DHCP client, it will disable the DHCP server.

Firmware: v2.12.b01(for EU)

Hardware: B1/B2G

Date: Mar 21, 2007

Platform status:
1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005

2. WLAN DRIVER : Wed Feb 7 11:22:16 CST 2007
3. Realtek Based : RTL8186 ASP 1.4
4. Runtime Checksum = 0x f13a
Problems Resolved:
1. Use Realtek new ADK and WLAN driver.

2. Bug description : Make sure the state of server-dhcp is enble，then pleas set up the lan and dns server,chose execute，the state of server-dhcp will be disable automatically.

3. There is a issue on D-Track that clients use wireless card on Vista ( DWA-552 / SW: v1.20b1) can connect to any D-Link AP, but DWL-G700AP.
Firmware: v2.11.r02(for EU)

Hardware: B1/B2G

Date: Dec 12, 2006

Platform status:

1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005
2. WLAN DRIVER : Thu Jan 26 17:43:32 CST 2006
3. Runtime Checksum = 0x4eab

Problems Resolved:

1. Fix bug : When DHCP range includes AP’s IP ,it can not avoid.

2. Fix bug : Beacon interval always show the value +19 in the Beacon.

3. Fix bug : It's allowed to key an odd number in Fragmentation.
4. Fix bug : When change the IP from 192.168.0.50 to 192.168.1.50, the start and end ip of DHCP server setting will not be changed to the same IP-range.

5. Fix bug : The status information of gateway is wrong.

6. Fix bug : When the Radius server 1 is not set to the same IP-range and the AP’s default gateway is set to “0.0.0.0”in WPA or WPA2 mode, it will show the error message.

7. Fix bug : Radius server 2 is failed.

Firmware: v2.11.r01(for EU)

Hardware: B1/B2G

Date: Dec 04, 2006

Platform status:

1. CPU BSP : RTL8186, Linux version 2.4.18-MIPS-01.00 Fri Feb 18 11:00:38 CST 2005
2. WLAN DRIVER : Thu Jan 26 17:43:32 CST 2006
3. Runtime Checksum = 0x8cd1

Enhancements:

1. Make IAPP Disabled.

Firmware: v2.10.r15

Hardware: B1/B2G

Date: May 05, 2006

Problems Resolved:

1. After update the firmware, it will hide the continue button and delay 50 sec then show the continue button to be continued.
Firmware: v2.10.r14

Hardware: B1

Date: Mar 30, 2006

Problems Resolved:

1. Bug report Item 27 : If G700AP is set up as the repeater mode, it can’t show the wireless devices which connect to G700AP (repeater) in the “Connected Wireless PCs List” page.

2. Bug report Item 29 : Select an incorrect firmware to upgrade, it will cause the website of G700’ unworkable.There is no warning or inhibition message to prevent it.
3. Delete the Authentication and Antenna Selection items in advanced help homepage.

4. Add Mode Setting item in advanced help homepage.
Firmware: v2.10.r13

Hardware: B1

Date: Feb 27, 2006

Problems Resolved:

1. Add the repeater help strings in the SSID item of help_home.shtml.

2. The WLAN led blinks every second.
Firmware: v2.10.r12

Hardware: B1

Date: Feb 23, 2006

Problems Resolved:

1. Modify the DHCP sever code to make the dhcp client get the ip eaisily
Firmware: v2.10.r11

Hardware: B1

Date: Feb 21, 2006

Problems Resolved:

1. When the client send “GET \n\n” port 80 to httpd sever, the httpd sever will die.
Firmware: v2.10.r10

Hardware: B1

Date: Feb 08, 2006

Problems Resolved:

1. Bug report Item 11 : The G700AP works when the range of IP in DHCP Server is wrong; however, it will show the warning message.
2. Bug report Item 16 : Choosing 128Hex first without applying can’t return to the original setting when press “Cancel” button.
3. Bug report Item 17 : Set G700AP as the repeater mode with WPA-PSK or WPA2-PSK and a wireless device connects to it. After we change the encryption to none or WEP, we must unplug and plug the power of the repeater. Otherwise, the wireless device can only connect to the repeater but it can’t ping the repeater.
4. Bug report Item 18 : Set one G700AP as the AP mode. Set another G700AP as the repeater mode with WPA-PSK or WPA2-PSK and a wireless device connects to it. After we disable the wireless device, the repeater one will disconnect from the AP-mode AP.
5. Bug report Item 19 : Set one G700AP as the AP mode, Set other two G700APs as the repeater mode with WPA-PSK or WPA2-PSK and a wireless device connects to it. After we change the encryption to none or WEP, the repeater function of the first repeater is easily failed.
6. Bug report Item 21 : If there is a blank space in the SSID of AP, the repeater will omit the characters after the bland space. For example: Set SSID as “DWL G700AP” in the AP-mode AP and the repeater-mode AP. In the wireless device, the SSID of the AP-mode AP will show “DWL G700AP” and the SSID of the repeater-mode AP will show “DWL”.
Firmware: v2.10.r09

Hardware: B1

Date: Jan 10, 2006

Problems Resolved:

1. Bug report Item 6 : It’s necessary to set the password every time when using the wizard.
2. Bug report Item 7 : A wireless device can’t connect to G700AP when G700AP is set up as the repeater mode and the WPA-PSK or WPA2-PSK of AP is enabled.
3. Bug report Item 8 : Setting one G700AP as a repeater and another one as the AP mode, the repeater one is easily disconnected from the AP-mode AP when the WPA-PSK or WPA2-PSK of AP is enabled.
4. Bug report Item 9 : The encryption key can not be blank although we disable the WEP.
5. Bug report Item 11 : The G700AP works when the range of IP in DHCP Server is wrong; however, it will show the warning message.
6. Bug report Item 12 : G700AP can be set the LAN IP address from 127 to 224, and the LAN IP mask as 255.255.255.255.
7. Bug report Item 13 : G700AP can be set the LAN IP address without warning message:
IP: 10.255.255.255 Mask: 255.0.0.0
IP: 172.255.0.255 Mask: 255.255.255.0
8. Bug report Item 15 : After HW and FW is reset, the runtime checksum is 0000.
9. Bug report Item 16 : Choosing 128Hex first without applying can’t return to the original setting when press “Cancel” button.
Firmware: v2.10.r08

Hardware: B1

Date: Dec 23, 2005

Enhancements:

1. Change Home and Status help page for D-link request.

Firmware: v2.10.r07

Hardware: B1

Date: Dec 14, 2005

Enhancements:

1. Re-version v2.02.r06test to v2.10.r07.

2. Light the WLAN Led after boot ok.

Firmware: v2.02.r06test

Hardware: B1

Date: Dec 12, 2005

Enhancements:

1. This version is AP+Repeater mode.

2. Move extact web pages before init wireless to make the initialization ok.

Firmware: v2.02.r05

Hardware: B1

Date: Nov 18, 2005

Problems Resolved:

1. Change model name to DWL-2100AP from DWL-G700AP v2.02.r03.
2. Add AP+WDS mode.

3. Change the bridge and bridge-util code to let the multicast packets not forwarding to Wlan0.
Firmware: v2.02cn.r04

Hardware: B1

Date: Oct 04, 2005

Problems Resolved:

1. To change the encryption type of WDS will remove the change of MAC address’s before entering the “Apply” button.

Firmware: v2.02cn.r03

Hardware: B1

Date: September 20, 2005

Problems Resolved:

1. The passphase of wpa-psk and wpd2-psk in WDS mode can be only filled 63 character.

Enhancements:

3. Modify the WDS web page to D-link request.

Firmware: v2.02cn.r02

Hardware: B1

Date: September 16, 2005

Enhancements:

1. Modify the WDS web page to Simple Chinese version.

Firmware: v2.02cn.r01

Hardware: B1

Date: September 15, 2005

Enhancements:

1. Add WDS mode(8 MAC filling and wep (64bits,128bits,wpa-psk and wpa2-psk)).

Firmware: v2.01cn.r14

Hardware: B1

Date: July 12, 2005

Problems Resolved:

1. Fix the reset button isssue if log function is enabled.

Enhancements:

Firmware: v2.01cn.r13

Hardware: B1

Date: July 11, 2005

Problems Resolved:

1.  Fix keyin the wrong MAC address in filter and it still to do.

2.  Fix the DHCP expired time always 10 days.

3.  Fix Log server IP can not delete.

4.  Fix it will change static IP to Dynamic IP when disable th DHCP server.

5.  Add the validate function in the wizard web page and the wireless web page.

Know issue:

1. The reset button is not work if log function is enabled.

Enhancements:

Firmware: v2.01cn.r12

Hardware: B1

Date: June 27, 2005

Problems Resolved:

1. Fix the MAC edit problem at Advance-->Filter web page.
2. Fix the MAC clone problem if there is no connected PC.

3. Fix the checksum problem at hidden web page.

4. Change the English UI to the Simple Chinese UI.

5. Fix the bug that keyin the wrong MAC address in filter and it still to do.

6. Fix the DHCP expired time always 10 days.

7. Fix Log server IP can not delete.

8. Fix the bug that it will change static IP to Dynamic IP when disable th DHCP server.

9. Add the validate function in the wizard web page and the wireless web page.

Boot code:

10. Change the Memory frequence from 120kHz to 108kHz. With this boot code update, the 1.8V voltage tolerance can be enhanced from 1.75V ~ 1.96V to 1.62V ~ 2.0V. That will have the product more robust.
Wireless driver:
11. Add an option to check basic rates of STA according to WiFi test plan or not to check basic rates for compatibility.

12. Fix the DWL-G120 Rev. B3 (Intersil Cohiba solution) and DWL-G710 Rev. A1 incompatible issue.
Enhancements:

DWL-2000AP is the Simple Chinese version of the DWL-G700AP.

Firmware: v2.00.r11

Hardware: B1

Date: Apr 8, 2005

Problems Resolved:

1. Fix the connect PC List problem at Advance-->Filter web page.
2. Fix the chariot testing faild when two client are connection with wireless.

3. Fix the function of Wep Key validate show the message index error.

Enhancements:

None

Firmware: v2.00.r10

Hardware: B1

Date: Apr 4, 2005

Problems Resolved:

1. Change default login with “admin” and null password.

2. Make the tools->admin menu to show numerous stars defaultly.

3. Add the burnning "Region Domain" and "MAC address" function for MP used.
Enhancements:

None

Firmware: v2.00.r09

Hardware: B1

Date: Mar 24, 2005

Problems Resolved:

1. Change GoAhead to mini-httpd web server.

2. Remove "wpa-auto" and "wpa-psk auto" option on wireless web page.

3. Change the files name "*.asp" to "*.shtml". The hidden page has been also moved to "chklst.shtml".

4. Remove the image file of GoAhead logo on first web page. 

5. Add the cameo version tag.
6. Fix occasionally crash during booting up the linux.
Enhancements:

None

Firmware: v1.00.r08

Hardware: A0-5

Date: Mar 19, 2005

Problems Resolved:

1. Boot code: Close the eth driver before jump to linux kernel. 
2. Add the Wep key checking. 
3. Fix the bug that a config data init the wrong value. 
Enhancements:

None

Firmware: v1.00.r07

Hardware: A0.5

Date: Mar 17, 2005

Problems Resolved:
1. fixes the bug that when the config block crash, the flash reset to default initial the wrong value. 
ex: LAN IP from "192.168.0.50" to "192.168.1.254".
Enhancements:

None

Firmware: v1.00.r06

Hardware: A0-5

Date: Mar 15, 2005

Problems Resolved:

1. Add the Radius server 2 for wpa, wpa2 and wpa auto. 

2. Add the "goahead image file" on the first web page（home.asp）. 

3. Modify the text of "wpa auto" and "wpa-psk auto" on the h_wireless.asp web page. 

4. Fix 2 STAs ping each other under infrastructure sometime faild. 
5. Fix the capability with TI solution. 
Enhancements:

None

=============================================================

Firmware: v1.00.r05

Hardware: A0-5

Date:
Problems Resolved:

1. Add the Firmware checksum on hidden web page.
Enhancements:

None

Firmware: v1.00.r04

Hardware: A0-5

Date:
Problems Resolved:

1. One FW fromat" with web/linux together. 

2. PSK passphase length check = 63. 

3. Fix the bug, it will show the wrong content if choose any of the wpa authentication mode. 

4. Filter the dhcp packet only WLAN can get ip, LAN can't get ip.
Enhancements:

None

Firmware: v1.00.r03

Hardware: A0-5

Date: Mar 11, 2005

Problems Resolved:

1. Default value of SSID is "default". 

2. Add the Hidden web page "chklst.asp". 

3. Modify the text "LAN" to "WLAN" on DHCP web page. 

4. Modify the text on Firmware web page. 

5. Remove the text ("xxx dbm") of the antenna transmit power. 

6. D-Link version format is "v1.00". 

7. CAMEO version format is "v1.00.r03". 

8. Change the authentication layout. 

9. It can be listening the UDP packet to do "ESC".
Enhancements:

None

Firmware: v1.00.02

Hardware: A0-5

Date: Feb 24, 2005

Problems Resolved:

1. Fix the bug that boot into linux kernel the baud rate is not correct. 
2. Add the WAP-AUTO and WPA-PSK-AUTO. 
3. DHCP server is disabled. 
4. LAN IP address set to "192.168.0.50".
Enhancements:

1. Add the Israel domain (channel 5 ~ 13).

Firmware: v1.00.01

Hardware: A0-5

Date: Feb 22, 2005

Problems Resolved:

1. Integration the RTL 8186 version 1.2 and DWL-G700AP version 1.1
2. Add a feature to auto detect 8186 chip version. If it is a new one, it will take the default value for CPU clock (180M). 
3. Delete the check for image size when writing into flash memory. 
4. Provide the patch files for WPA/WPA2 TLS client
Enhancements:

None

Firmware: v1.00.00
Hardware: A0-5

Date: Feb 18, 2005

Problems Resolved:

1. Accommodate flash layout for D-link UI.

2. Change the RAMDISK SIZE from 1500 to 2200. 

3. Add the DHCP Lease Time. 

4. Add the Antenna transmit power. 

5. Modify the boot code to fit our board(16M SDRAM to 8MSDRAM). 

6. Modify the boot code that can be listening the UDP packet to interrupt.
Enhancements:

None

